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Let us be clear: society is changing. Mobile devices are globally ubiquitous, and their capabilities continue to advance rapidly. Apps and WiFi, big data coupled with semantic search, and proliferating social media profoundly impact not just our ways of storing information and communicating but also the fundamental nature of social interaction. This is not some passing fad but a meaningful transformation of the social fabric. Traditional business models—in the production and distribution of content, broadcasting, and news and in customer interaction, financial services, and other fields—are being disrupted and transformed. It is a time for creativity and innovation as new business models, structures, and even professions emerge to thrive or fail. It is an exhilarating time. It can also be painfully difficult. And it is unavoidable.

Large institutions, serving society for generations, are challenged to keep pace as we evolve as a digital society. Education, health care, defense, and public safety are at the forefront, but all governments are challenged to balance the traditions and values they were designed to uphold while adapting to lead in a digital environment. Layers of rules and regulations and long-established habits and assumptions combine with inertia to constrain the flexibility and nimble responses required. Bureaucracies have long worked within professional silos very comfortably and without the pressure of competition. But that too is shifting. The issues of a modern society cut across all disciplines and organizational structures, demanding collaboration and information sharing throughout the enterprise.

A government’s online presence, services, and standards are now publicly clear and each can be assessed and measured against best practices. Citizens, now accustomed to interacting with their banks and retailers or easily finding information online, compare government services and information sources with these private sector transactions. The comparison becomes more prevalent as open government initiatives unleash data and private sector ingenuity finds new value by creating more cost-effective services. Industry associations and concerned citizens can now compete with the government hierarchies as experts, and crowdsourcing or engagement allows many voices to have a role in governance. We expect governments to offer truly citizen-centric services that do not forsake private sector convenience and ensure coordination across various programs and jurisdictions. Moreover, this coordination is further complicated by the imperatives of respecting privacy and information security.
The Honorable Kevin Lynch, former Head of the Public Service of Canada, has been clear that in a global trade environment, a professional public service is an essential and competitive asset. Support for innovation, negotiating multilateral trade agreements, border security, taxation systems, financial regulation, intellectual property protection, and fostering a creative economy relies on government. With demand for services and the expansion of government roles increasing at a time of financial constraint, productivity is fundamental to modern governments. And this depends on transforming bureaucracies into creative, empowered, and knowledge-based workforces. It requires a shift in the information culture, taking a whole-of-government approach to information assets. This is gradually being done and governments around the globe need to learn from each other.

This book, *e-Government or Out of Government*, is timely and practical. Information in all its myriad formats, from records to data, is the very life-blood of government. Most have recognized that all program managers are responsible for managing records as effectively as they have traditionally managed their other assets: money, people, and facilities. However, technology has been evolving rapidly in recent years as the cost of electronic storage has diminished and the power of semantic search becomes apparent. This book describes the current state of this technology and looks into the future, as technology continues to enhance program productivity. A wealth of practical examples drawn from various levels of government around the world vividly demonstrates how this technology is proving effective. But this is not a manual for CIOs: it is a user-friendly guidebook to the new technological frontier, meant to inspire all program managers to rethink and reinvigorate their approach. Key objectives resonate through all government structures: to collaborate, innovate, and move ahead with courage.

Ian E. Wilson
FORMER LIBRARIAN AND ARCHIVIST OF CANADA
Digital changes everything. If you are not an e-Government, you are out of Government.

In a digital, information-based economy, governments must modernize to survive. If they don’t they face becoming irrelevant. In democratic societies, when a government becomes irrelevant, it loses its effectiveness to govern.

The business advantages available through today’s digital technologies are as powerful as they are plentiful. There is an abundance of evidence about the benefits of using technologies to address challenges in the private sector—from increased efficiency to reduced costs and a higher quality output of goods and services.

Similar benefits can be experienced in the public sector. Based on the application of Internet, web, and emerging technologies to government processes, e-government is the new digital imperative.

But are national, state, and local governments ready?

e-Government or Out of Government is a book about transformation.

Information drives business in the private sector. The public sector is no exception to this rule. Like many businesses, governments maintain their information in different repositories. Information that flows across departments, agencies, and contractors is disconnected and processes are fragmented. Many agencies do not have a consolidated view of their information, which means they do not have a consolidated view of their customers, resources, or programs and services. Coordinating information and services across departments is as challenging as navigating through the complex levels of government.

e-Government replaces the paper-based system of the past with a single source of the truth. It digitizes and integrates information on a single platform with shared repositories and secure access, information and records management, and process management tools.
In the public sector, the value of content is only just being realized as an asset that must be managed. CIOs in both public and private sectors have been preoccupied with managing technology systems; today their focus is shifting to the strategic value of content. When managed effectively, information improves performance, informs better decision-making, increases citizen satisfaction, and reduces risks of litigation and non-compliance.

*e-Government or Out of Government* is a book about creating an agenda to transform your organization. We've included many provocative case studies highlighting those organizations that have begun their journey.

The public sector is a highly regulated industry in which privacy and transparency are not mutually exclusive, but are two sides of the same coin. e-Government helps agencies find the balance between open data initiatives and data security, between compliance to country-specific regulations like the Freedom of Information Act and the protection of both personal and business information in a cloud environment.

*e-Government or Out of Government* is a prescriptive book about best practices.

All around us there are examples of improved services through modernization and an information-centric approach to governing.

In both public and private sectors, the nature of information is changing. Bureaucratic boundaries are breaking down as information is shared in all formats across devices and in the cloud. With sites like Facebook® and WikiLeaks, government agencies are seeking full technology platforms that support everything from social media and multimedia to *ad hoc* process automation and secure information management.

Early adopters in government are already implementing solutions based on these technologies. This book contains over fifty examples of e-government applications from agencies around the world. It describes strategies for digital transformation.

While innovators in the public sector are crowdsourcing apps with citizens and making citizen services available on mobile devices, much of this is happening in isolation. A major obstacle in the adoption of e-government is the ability to create an environment that rewards innovation, allows risk, and tolerates failure as long as it is undertaken in the public interest. A consolidated effort is required if the government is to change the way it interacts with and provides services for its citizens.

e-Government is the platform for digital transformation. Read *e-Government or Out of Government* to reconcile e-government business strategies with traditional bricks-and-mortar approaches: to inspire employees and citizens to collaborate and co-create solutions, unlock the potential of your information to reveal insights and make better decisions, streamline and integrate processes, meet compliance and litigation requirements, reduce expenses and improve performance of mission activities—all while staying under budget.
Applicable across administrative, political, educational, and health care systems, the book includes models of innovation and measurements of performance in a global, flat, crowded, and digital economy.

Digital changes everything.

Mark J. Barrenechea  
PRESIDENT & CEO,  
OPENTEXT CORPORATION

Tom Jenkins  
CHAIRMAN,  
OPENTEXT CORPORATION
CHAPTER 1

The Business Need for e-Government

Governments around the world are mandated to serve their citizens—protecting lives and property, providing vital health and education services, stimulating economic growth and development and ensuring financial stability through regulatory reform and global policy review.

Mission drives agencies across all levels of government. Having access to accurate and secure information plays a critical role in mission activities—from giving employees access to the data they need, to citizens making public information requests, and contractors bidding on projects. In many aspects, the effective management of information is the central business of government.

The world’s governments, regardless of location, politics, and constitution share one common critical challenge: managing information overload in a highly regulated and citizen-focused environment.

A combination of digital technologies, budget realities, and public expectations is changing how information is being managed in the public sector. Many of these expectations are focused on digital technologies and how information is accessed, exchanged, and consumed: Which information is most important? What types of services do citizens expect? How and when do they want to exchange information? For governments to stay relevant they must keep pace with their constituents, otherwise they lose their effectiveness to govern.

But how can governments modernize their services with limited budgets? What are the key enablers? e-Government or Out of Government examines the critical need for electronic government, or e-government, in the public sector. This chapter traces the evolution of e-government, from outdated, analog practices to the digitization of services according to mission. It sets the stage for a later exploration of ways in which governments can deliver more satisfying digital experiences to all stakeholders.
Driving Mission at Every Level

Government agencies have requirements to deliver on their mission to:

- **Serve** by giving citizens the access they need to government programs, services, and information
- **Engage** by empowering citizens to participate in government services and policy development to impact decision making
- **Regulate** by providing information, processes, and programs to help businesses streamline regulatory processes and deliver safe products and services; by establishing and implementing laws that dictate how we live together as a society
- **Protect** by ensuring security, privacy, and the protection of every citizen

To balance accountability and transparency with the protection and security of information, governments must modernize their services. This necessitates re-engineering their enterprise architecture to engage citizens and democratize access to public information. Behind the scenes, an e-government infrastructure provides both online administrative services and a comprehensive database of corporate information. It informs and connects workers across multi-jurisdictional programs to improve productivity and services, while demonstrating the effective use of public funds.

The Call to Modernize Services

“A digital population cannot be well served by an analog government.”¹

Technology is transforming how we work and how we play. Advances in technologies like the cloud and mobile devices have given citizens greater access to online information and services. There are currently as many mobile subscriptions as there are people in the world, making expectations around accessing and sharing information immediate.² Citizens anticipate the same levels of responsiveness from their governments that they experience in the private sector.

---


Factors like globalization, economic recession, and increasing regulation are forcing many governments to transform their programs and infrastructure. Aging populations around the world are placing additional strains on budgets, in terms of provisions for health care and a retiring workforce. Impacted by all of these converging forces, governments are faced with the challenge of transformation and the need to reinvent systems through Information and Communication Technologies (ICTs).

FIGURE 1.4: Converging Forces Impacting Government

e-Government refers to the use of ICTs, as well as Internet, web-based, or mobile technologies, to improve operational performance, engage with citizens, and deliver government services. It encompasses technologies for e-services, e-health, e-procurement, e-voting, e-management, e-democracy, and more.

3 Ibid.
In scope, e-government moves beyond providing services online to encompass a holistic vision of electronic government that consolidates processes, resources, and information across agencies. It reaches beyond the firewall to incorporate external stakeholders and citizens for optimized efficiency, quality of service, and cost effectiveness.

Effective e-government requires coordination and collaboration across departments, sectors, jurisdictions, and policy domains; a host of changing relations and communication patterns; and a shift to citizen-centric service delivery. The desired outcome is a seamless government experience, supported by a technical infrastructure and connected users and citizens—as illustrated below in the Government of Aragón’s effective implementation of e-government.

**Modernizing the Mission: To Serve**

![Serve Engage Regulate Protect](image)

E-government helps agencies more effectively serve all stakeholders—from citizens to businesses and public servants. The U.S. Postal Service (USPS) is an example of an antiquated government service that is failing to transform itself to remain relevant to its consumers.

**The U.S. Postal Service**

The USPS epitomizes a century-old, tried-and-true government service. “Neither snow nor rain nor heat nor gloom of night stays these couriers from the swift completion of their appointed rounds” reflects the USPS mission. Delivering a service that has endured for 238 years, the USPS has played a crucial role in uniting a nation and promoting commerce. Today, it has fallen behind in evolving to meet changing consumer needs.
Government of Aragón

Aragón is an autonomous community in Spain that is made up of three provinces: Huesca, Zaragoza, and Teruel, and 33 comarcas or counties. Aragón is located in the northeast of Spain and has a rich history, including Roman and Arabic heritage, which constituted a large empire in the middle ages that ruled the Mediterranean Sea. Nowadays Aragón has a strong economy based on industry, services, and tourism. The Government of Aragón, through its IT agency Aragonesa de Servicios Telemáticos (AST), has modernized its citizen portal in a significant step toward implementing comprehensive e-government.

The portal provides a hub for the Government of Aragón and its citizens, partners, and businesses with a focus on creating a more fulfilling end-user experience. Access to information and services is more efficient, convenient, and contemporary. A new information architecture has simplified navigation, transforming the site into a portal that delivers a targeted experience for all visitors. Content is organized by topics of interest, such as jobs, taxes, health, justice, industry, culture, housing, and more—not according to government function. To migrate to the new platform, the Government’s current content had to be classified and its processes modified. The platform gives the Government a flexible collaboration component that enables the agency to engage internally as well as externally with citizens and various service providers.

The Government is using the solution to manage its web content and has incorporated Web 2.0 tools, resulting in improved accessibility and usability. After launching, the portal received 350,000 visits in its first month, with three and a half million pages viewed. The portal embodies the values of e-government—offering improved transparency and service delivery that is available across every device. It is also one hundred percent accessible, meeting stringent UNE 139803:2004 and Accessibility Guidelines 1.0 Web Content defined by the W3C Web Accessibility Initiative (WAI).
According to sources, USPS mail volume has declined due to email and the Internet. Lower volumes mean lower revenue. In 2012, mail volume was at three-quarters of what it was in 2006. At the time of this study, the USPS was losing $25 million every single day.\footnote{\textit{U.S. Postal Service in trouble, losing $25 million daily,” CNN, Dec 10, 2012. \url{http://outfront.blogs.cnn.com/2012/12/10/u-s-postal-service-in-trouble-losing-25-million-daily/} (accessed Jan 2014).}
}

As we move toward becoming a paperless culture, the USPS in its current incarnation could become obsolete. Hand-written letters are a thing of the past. People are increasingly exchanging emails and texting one another instead of mailing letters. The publishing industry has had to shift drastically to accommodate a public that reads their newspapers, magazines, and books online.

As we have seen with the publishing (and other) industries, the digitization of information is a great leap forward (and often a first step) in adopting web-based models of service delivery. Digitization gives access to information in integrated and accessible ways to both support current use and encourage future use. e-Government facilitates the digitization of information in any format, so that it can be more readily accessed, managed, and stored.

To remain relevant, the USPS could capitalize on e-government technologies to pursue additional lines of business, as demonstrated in its recent partnership with Amazon.com to deliver online orders. Many postal services are leveraging technology to better meet consumer needs. In the following feature, the International Post Corporation (IPC) is using a combination of RFID tags and a global file transfer network to monitor and track the progress of mail to identify gaps in performance.
International Post Corporation (IPC) is a cooperative association of 24 postal organizations in Europe, North America, and Asia-Pacific, whose members handle 80 percent of the world's mail—some 330 billion letters each year. The organization is charged with improving the performance of mail and parcel delivery worldwide.

IPC employs Radio-frequency identification (RFID) technology to determine the amount of time it takes postal operators to deliver the international mail arriving in their territory. This measure is a key component of the formula used to calculate "terminal dues" (the fees postal operators pay to each other for the delivery of cross-border mail). Under agreements reached between international postal operators, the fees are tied to stringent quality-of-service standards. As a result, millions of dollars in fees are decided by the results of the RFID monitoring.

IPC deployed an RFID Network Manager Service on a global file transfer network that connects postal operators throughout the world and its centralized IT center. The network carries around 40,000 messages a day for IPC, peaking at 80,000 messages a day over the holiday season. Since IPC started tracking test letters, it has seen significant improvements in performance across Europe. The proportion of international letters delivered within three days rose from an average of 69 percent to as high as 95 percent. Using performance-related payments based on the RFID tracking data sent over the network has been a key factor in improving overall performance and helping the IPC improve service delivery.
Modernizing Mission: To Engage

Connecting State and Citizen

The mission to engage has been the key focus of governments throughout the centuries. Some of the earliest forms of engagement between the state and citizen were in the form of town criers, who would proclaim bylaws, market days, tax increases, and news to a largely illiterate citizenry.

In the Peasant’s Revolt in medieval England, a group of villagers travelled to London to petition King Richard II about abolishing the poll tax. A similar practice of engagement is described in the poem, “The Tale of the Eloquent Peasant” written in Egypt in 2160-2025 BC. A feudal lord confiscates a traveling peasant’s goods. The peasant objects in an example of ancient civic engagement, making a series nine eloquent petitions to the king.

Citizens today play an active role in the collection and dissemination of state news and information. Civic engagement is evolving as conventional communications between state and citizen are being supplemented by e-government technologies.

The Shift to Citizen-Centric Engagement

The ability to connect citizens to the state has generated new programs that are transforming the public sector. Through its use of the Internet and mobile technologies, e-government can enhance democracy, revitalize civic engagement, and increase legitimacy. To achieve this, governments are using web portals to give citizens a single point of access to integrated government programs and services.

Delivering secure, improved, and online access addresses freedom of information requirements, bringing government agencies one step closer to developing renewable programs and practices. Citizens are empowered to comment on proposed regulations and participate in policy development. Surveys are available on government websites, allowing users to rate ease of use and services available. On some sites, mobile apps can be downloaded for direct mobile access to relevant information and services.

The capacity of digital technology to expedite communication has already influenced the ways that people interact with their government. Participatory government ignites reform at the grassroots level to impact all levels of society. Social technologies organize human activity and promote the exchange of ideas. There are many examples of social media impacting social change, including both the Tunisian and Egyptian revolutions. The unstructured conversations that took place on social media platforms like Twitter®, YouTube® and Facebook® have had a direct impact on the action that took place on the ground. The opinions and voices expressed were amplified in a way that has never before been possible. This power can be channeled to advocate or improve products, services, and events. e-Government’s potential extends beyond improving performance at lower costs to becoming a vehicle of transformation and change.
Modernizing Mission: To Regulate

Regulations protect the health and safety of all citizens. They support the efficient operation of businesses in a competitive marketplace and help to preserve the environment. Regulations protect rights to ownership, enforce contractual agreements, and ensure that the fiscal system is functioning properly. Other common examples of regulation include labor standards, professional qualifications, transportation standards, health care regulations, and standards of production for certain goods.

With legislation like the Freedom of Information Act (FOIA) in the United States and its equivalent in Europe, the Data Protection Act, governments face external pressures to comply with regulations from regional, national, as well as international bodies like the International Organization for Standardization (ISO), World Trade Organization (WTO), international trade tribunals, and cross-jurisdictional courts. This legislation is critical to an informed electorate for keeping governmental activities transparent and accountable. Complying with regulations compels governments to adopt good recordkeeping practices, with the knowledge that information can be requested and by law must be produced.

More than 100,000 rules and regulations worldwide and growing

FIGURE 1.12: Global Regulatory Pressures
The Integrity of the Record

Early records of rights to ownership existed in a variety formats: a lease, will, agreement, writ, or grant of land. These records were typically preserved in a variety of contexts and housed in churches or cathedrals. One of the most complete and well-known examples of record-keeping is “The Domesday Book”. It is England’s very first public record, amassed in 1085 for William the Conqueror to identify who was responsible for land taxes.

The Domesday Book embodies a facet of democratic government that holds true today: that accurate record of land ownership and citizenship are the fundamental basis for the rule of law. Without these, all is chaos. Preserving these records is critical to “keeping the peace.” But we will never know how accurate the Domesday Book is as a record. In its entirety, it contains numerous obvious omissions and ambiguities. Certain areas of England were omitted from the survey as they were not yet conquered. Both the surveys and the book itself were compiled by people and were subject to human error. And finally, housing records in physical locations in paper format subjects them to the risk of being misplaced, destroyed, or even forgotten.

FIGURE 1.13: An Excerpt from the Domesday Book

In spite of the risk of inaccuracy, our notion of history is based on the ability to access evidence from the past. Any overlooked or forgotten artifact alters a historical record forever. Consider how many records have been physically lost through the ages due to natural disasters, fires, wars, and so on. In government organizations across the globe records are being formally re-conceptualized as vital assets. With this recognition comes the realization that records need to be managed as rigorously as budgets, resources, and facilities. Public sector organizations are being held accountable and their ability to perform rests upon the integrity of the record.

In the digital age, accountability has taken on new force and meaning, reconfirming the necessity of effective recordkeeping. In litigious societies, responding to legal discovery requirements with proper records is as onerous as it is vital. Laws, such as the Patriot Act in the U.S., put additional strains on organizations to meet disclosure requirements. These requirements are driving the investments needed to develop records management solutions. This approach is rooted in the rapidly evolving international standards for maintaining authentic digital records and managing records in a modern administrative environment. As both hardware and software change rapidly, preserving email and complex documents requires both foresight and planning. There are no attics and basements, the refuge of many paper files, in e-government.

The security and protection of sensitive records is a mandatory requirement of governments that provide services to citizens. U.S. Federal agencies manage, on average, 209 million records—or 8.4 billion government-wide. All around the world, governments are mandating the transition of permanent records to electronic recordkeeping in their agencies. President Obama’s Managing Government Records Directive calls for all permanent records in Federal agencies in the U.S. to be managed electronically by 2019.

Public sector organizations face unique challenges in digitizing records and ensuring the fidelity of archived content. Data must be reliable, accurate, timely, and secure. e-Government helps agencies move from paper to electronic files, providing access to authorized users and ensuring the accuracy of content according to policy and regulation. Derby City Council, in the feature below, is using an e-government platform to run their digital mailroom and transform their services.

---

Derby City Council

The new, state-of-the-art mailroom has capacity to handle 8,000 items a day, converts over one million existing documents to digital format, and captures 90,000 to 100,000 pages per month.

Derby City Council is a city and unitary local authority in Derby, in the East Midlands region of England. The Council has around 8,000 employees, with around 2,000 working from their headquarters in Derby City to serve the local population of 250,000 residents.

In 2011, Derby looked to an e-government solution to reduce the amount of paper generated and stored and to facilitate their “One Derby One Council” strategic approach to the transformation of council services. Derby City Council selected an e-government platform for core document and records management functionality and a related solution to run their digital mailroom.

All inbound mail is now scanned and delivered electronically, reducing the reliance on email and expensive first-tier storage. The new, state-of-the-art mailroom has capacity to handle 8,000 items a day, converts over one million existing documents to digital format, and captures 90,000 to 100,000 pages per month. The team handles more inbound mail than ever before and even offers an outsource mail capture service to other organizations as an additional revenue stream. Back-office savings through consolidation and other efficiencies have contributed to savings of £20 million with no detrimental impact on front line services.

More than 2,000 in-house users are currently using the system, and this will extend to some 3,500 users. Digitized solutions are being applied in HR; to the Land Charges process; and to digitize recordkeeping for the Special Educational Needs (SEN) team, among others. e-Government is providing the Council with a solution that is efficient, intuitive, and scalable, helping them accomplish their core activities in a cost-effective, transparent, and timely manner.
Modernizing Mission: To Protect

To save lives, serve justice, and protect citizens, governments need effective tools to quickly pull together information and resources. Intelligence about suspected terrorists and known criminals often resides in disparate systems and databases, throughout various federal, state, and local government agencies. e-Government delivers full access to secure information, combining analysis with communications and messaging systems, collaboration, and statistical reporting—empowering government agencies to pool and share intelligence to protect citizens.

At the federal level, the military is tasked with delivering on their mission to protect. To coordinate and mobilize a phenomenal arsenal of resources, timely access to information and military logistics must be streamlined for effective execution. Speed and mobility are at the core of military and humanitarian operations. Even mere seconds could prove critical.

e-Government helps military organizations gather accurate intelligence and streamline operational procedures for greater mission achievement. It provides the ability to synchronize and analyze information gathered from diverse sources. Records and case management create the foundation for ensuring fast access to time-sensitive information, providing officers in the field with electronic access to arrest records, or geographical hotspots of crime and serial offending—information that helps detect, combat, and prevent crime.

We can see how fully integrated and effectively managed information helps to modernize on the mission to protect when we consider the tedious task and outdated method of collecting fingerprints. Using unique biological traits such as fingerprints, retina scans, and DNA to identify individuals often took weeks and even months to process. As technology becomes more portable, officers can use handheld scanners to identify individuals and compare these with records in databases to improve their effectiveness.

Timely access to critical information improves responsiveness and saves lives. Consolidating information from diverse systems (including mobile devices and video surveillance technologies), streamlines emergency management services for more rapid response. Officers and first responders can access, record, and disseminate important information no matter where they are. Using GPS technology, police and emergency personnel are able to pinpoint the exact location of a call and determine the fastest route to it, getting people the help they need quickly and efficiently.
Mobile access to data improves situational awareness and helps identify potentially dangerous situations. Public safety officials must focus on disaster mitigation, preparedness, response and recovery, while working within tight budgets constraints. e-Government technologies offer an improved level of access to information and disaster management resources. Through seamless communications, mobile access to real-time information, and analytics to provide insight into incidents, e-government is already being used on a global scale to spot threats to human life, from bush fires in California to disease outbreaks in Africa and even theft of nuclear material.

Technological advances will continue to transform mission activities to protect. Unmanned drones on patrol can deliver real-time information to dispatchers, crime analysts, and officers—alerting them to crimes as they happen. Social media is proving to be a useful crime-fighting tool in gathering intelligence. The applications are endless, and at this point inconceivable, but they all rely on fast, easy access to secure, accurate, and integrated information.

**Embracing e-Government**

Governments around the world are being impacted by a mix of disruptive technologies that include cloud computing, mobile devices, tablets, social media, and more. These technologies, while they pose security and other risks, also present great opportunity. As we have illustrated through examples of modernization, e-government gives agencies the opportunity to innovate more with fewer resources and better leverage data to improve the quality of services for citizens and other users.

e-Government increases efficiency and quality of mission, while minimizing operating costs and risks. But it can also do more. An integrated approach based on a strong information management strategy is the foundation on which modernization is built. It provides a platform to evolve citizen-engagement. It gives agency staff the tools they need to carry out their missions of engagement, service, regulation, and protection of all citizens. It democratizes data, unlocking the potential of information and encouraging a participatory government where citizens work with their governments to create a better place to live.
A U.S. Department of Defense Organization

What follows is an excerpt from an interview between the Information Governance Lead for the Organization’s CIO office and Tom Jenkins, Executive Chairman of OpenText. The interviewee works in a research, development, and acquisition Organization within the U.S. Department of Defense. Their workforce includes government civilians, military service members, and contractor personnel in multiple locations across the U.S. The Organization develops, tests, and fields system to protect deployed forces and allies.

**TOM JENKINS:** What prompted your Organization to search for an information management solution?

**IG LEAD:** We required a DoD 5015.2 compliant Records Management Application (RMA) system that was cost effective, scalable, and could be integrated with our collaboration environment.

**How did you succeed with user adoption of your RMA system?**

People are busy. We support people who provide mission services and they’re always exchanging information. We do a lot of work with contractors, so information has to be secure. The solution had to be invisible, working behind the scenes, to auto-classify records.

**What constitutes a record?**

People have a tendency to want to keep data forever, but we know that context will change. The value of information created seven years ago is completely out of place in today’s context. That has been a challenge, defining how long to keep information.

In the case of records management, our record champions within each department work with subject matter experts to develop a file plan—or determine what constitutes a record. For example let’s say there is an event that has an associated working document. A subject matter expert can make the best decision on how important this information is based on the outcome of the event.

**How do you balance security and the need for openness?**

Each of the department heads helps us define the security requirements for access to content. Permissions are set differently depending on the need to access information to get the job done.

With most modern records and content management systems, people set permissions on access. It’s not so much the technology but the management approach and policies.

Yes. And today’s workforce is more mobile, more open about communications, so they expect to be able to access everything.
How do you see that transition unfolding? There is a huge generational shift going on in all industries.

It’s fascinating, exciting, and overwhelming at the same time. As a citizen, transparency is important but there is also a need for privacy—we have to find a balance.

And that is the challenge: that the digital world is simply a reflection of our analog world, and we have to be careful to have a balance.

Governance is critical. Following our policies is very important in reducing risk and keeping storage costs low. But now we have new formats. Along with emails, there are RSS feeds, tweets, Facebook comments—and we have to determine how to manage these as records and ensure that they are secure. Several specific functions within our Organization have leveraged the content management lifecycle capability (with the 5015.2 securities) to build customized and dedicated libraries that could be restricted, controlled, and expanded to include workflow engines. While they have permitted secure access, these libraries have also saved the Organization thousands of hours in labor previously invested in a manual process.

As a citizen, transparency is important but there is also a need for privacy—we have to find a balance.
CHAPTER 2

HOW GOVERNMENTS ARE ORGANIZED
Governments at every level—national, regional, local—are grappling with changes brought on by the external influences of globalization, a worldwide economical crisis, shifting demographics, growing environmental concerns, and technological advances. Internally, government organizations are focused on increasing productivity, improving services that directly impact lives of citizens, and connecting information and services across the complex and overlapping levels of government that we have inherited.

Governments are adopting e-government solutions to promote teamwork and improve productivity across geographical, hierarchical, and organizational boundaries. They are having difficulty, however, changing from cumbersome, rule-laden and accountability-driven bureaucratic organizations into nimble, high-performing organizations. Culture, capacity, and authority are obstacles to transformation.

At its core, e-government is about redefining government relationships with all stakeholders: externally with citizens, businesses and other levels of government, non-government agencies, contractors and consultants; and internally with employees across departments and agencies; and even multilaterally across nations.
e-Government creates the space for new models of transparency, accountability, communication, and organization. Transformation occurs across many departments, with outcomes being driven by the citizen rather than function or program. Partnerships, networks, and e-markets improve performance and efficiencies and offset shrinking budgets.

This chapter describes how governments are organized, how they work together despite multiple, diverse, and parallel objectives, and how e-government has the potential to transform government organizations to facilitate efforts that cross borders, agencies, and even nations.

**Systems of Government**

Even at a simplified level, the pattern of executive functions within a government system is complex. In the model for the Westminster Parliamentary Government, the sovereign holds executive authority even though the Prime Minister and the Cabinet implement executive powers. The U.S. Government is technically defined as a federal republic, meaning that individual states have some power but central government has authority.

In most systems, executive authority is exercised by a Cabinet. In the U.S., the President presides over the executive branch as both head of state and the head of government. The executive branch includes the Vice President and the heads of 15 executive departments who make up the President’s Cabinet, created to manage national and international affairs. The U.S. executive branch, an organization that today consists of roughly five million civil servants, is made up of myriad departments, including White House staff, the National Security Council, the Office of the U.S. Trade Representative, and more. Within the executive branch, there are also independent agencies, such as the U.S. Postal Service, the National Aeronautics and Space Administration (NASA), the Central Intelligence Agency (CIA), and the Environmental Protection Agency. In addition, at this level there are government-owned corporations such as the Federal Deposit Insurance Corporation.

**COMMON LEVELS OF GOVERNMENT**

In both the Westminster and U.S. Federal systems, there are three major levels of government. These are local or municipal governments (cities and counties), provincial or state governments (regions), and the federal or national government. The local governments typically put into practice policy directives that are specific to their communities. The provincial or state governments facilitate local governments and develop policies that involve more than one locality or region. The national government coordinates actions between the states, and between its country and other nations.
Both the Westminster and the U.S. Federal systems of government divide legislative powers between a central government and the governments of the provinces or states. Typically, the provinces may only pass laws in areas designated by the constitution, such as education, municipal government, and charitable institutions. Affairs that are not within the exclusive authority of the provincial legislatures fall under the federal parliament's power.

In many instances, there is overlap at the federal and provincial levels. In the U.S., different states have very different policies about how power is distributed to smaller jurisdictions. In some states, "Home Rule" delegates power to cities to regulate the laws within their borders. This has resulted in substantial diversity among the states with regard to every aspect of how their governments are organized. In Canada, there is similar overlap; both the federal and provincial parliaments can impose taxes, punish crimes, and regulate agriculture.
The division of powers between the Canadian federal and provincial governments is as follows:

**EXCLUSIVE FEDERAL JURISDICTION**
- Peace, order, & good government
- Any form of taxation
- International/interprovincial trade & commerce, communications & transportation
- Banking & currency
- Foreign affairs (treaties)
- Militia & defense
- Criminal law & penitentiaries
- Naturalization
- Weights, measures, copyrights, patents
- First Nations
- Unemployment insurance & old age pensions

**JOINT FEDERAL AND PROVINCIAL POWERS**
- Immigration
- Agriculture
- Pensions
- Criminal law & penitentiaries
- Taxation

**EXCLUSIVE PROVINCIAL JURISDICTION**
- Anything local or private in nature
- Direct taxation
- Crown lands & natural resources
- Hospitals (health sector)
- Education
- Welfare
- Municipalities
- Local works
- Intra-provincial transportation & business
- Administration of justice
- Property & civil rights
- Cooperatives & savings banks

Most states or provinces have at least two tiers of local government: counties and municipalities. The types and nature of municipalities vary from state to state. In addition to local governments, there may be local or regional special-purpose local governments, based on school districts, sewer service, public transportation, public libraries, and water resource management.

---

Local government refers to governmental jurisdictions below the level of the state. This category includes governments designated as cities, boroughs, towns, and villages. Municipalities range in size from the very small to the very large, and this is reflected in the range of types of municipal governments that exist in different areas. In most states, county and municipal governments exist as simultaneous entities. Municipal governments are administratively divided into several departments, that typically include urban planning and zoning, public works, public libraries, school boards, parks and recreation, police, emergency management, accounting/finance (tax collection and audits), administration, housing, and municipal court. Derbyshire County Council, in the following feature, is an example of a municipal government that has digitized its processes to better serve citizens.
Derbyshire County Council

Digitization has helped reduce physical paper storage, eliminated duplication of effort, improved management reporting, and streamlined end-to-end “invoice-to-settle” process times.

Derbyshire County Council serves a population of 750,000 and employs around 37,000 staff. The Council is responsible for providing many services, including education, roads, and social care services. Some of the day-to-day finance activities of the Council produce a staggering volume of information with some 30,000 vendors, resulting in 250,000 invoices per year being handled by the Accounts Payable (AP) team.

Derbyshire made the decision to go digital and modernize their culture with an automated Invoice Management solution. Previous systems were manually based, causing a drain on internal resources. Manual keying of invoice data and resolution efforts involved time-consuming research, requests for additional information from multiple parties, manual routing, and the labor-intensive process of monitoring and providing update reports on the status of unpaid invoices.

The digital invoice management system optimizes the process of creating, managing, monitoring, and routing purchase orders and invoices for both accounts payable personnel and vendors. With the new solution, Derbyshire County Council manages invoices through a secure, browser-based interface where AP personnel and vendors can collaborate to resolve problems, obtain invoice status, check purchase order numbers, and submit invoices. As a result, invoices are processed more quickly and can be efficiently routed for problem resolution, approval, and payment. The system also provides more flexible, detailed reporting and analysis, which was previously hampered by the length of time report preparation took. Finally, full audit trail, retention, and disposition scheduling helps the council to ensure governance and regulatory compliance. Digitization has helped reduce physical paper storage, eliminated duplication of effort, improved management reporting, and streamlined end-to-end “invoice-to-settle” process times.

www.opentext.com/e-Government/DerbyshireCountyCouncil
How Government Levels Relate to Each Other

Based on the governments systems explored earlier in this chapter, we can see that governments are structured into multiple levels, portfolio responsibilities, and jurisdictions—making any government a mix of goals, structures, and functions. Because government institutions are heavily structured, bounded by geographic districts, and dependent on thousands of representative institutions, their capacity to respond with agility to changing conditions is limited.

To be effective, especially in times of crisis, it is crucial that different levels of government work together. More often than not, relationships in government are mutually dependent and it is often not possible to separate responsibilities from outcomes between multiple levels. Government relationships are complicated by their inherent structure and diverse agendas—simultaneously vertical across different levels and horizontal at the same level of government, all connected through various networks.

As illustrated in the following table, collaboration must occur for policies to be successfully developed, supported, and implemented. Effective outcomes necessitate that the commitments assumed by central government are properly implemented at the local level. A lack of coordination results in policy gaps. Often, for example, provincial or state governments do not have the means (be it budget or capacity) to allocate resources to deliver public services. Other times, efforts can be duplicated with overlapping responsibilities, resulting in tremendous waste of effort, resources, and time.

Within governments across the globe, there is a constant struggle to integrate information and processes across jurisdictions (vertically), as well as across service lines-of-business (horizontally). Large populations need to be able to access government contacts as well as public information. Governments must regulate banks, government-owned businesses, private businesses, and their own internal policies and services. Managing relations and interdependencies between different levels of government is a requirement for successful outcomes.
Greenhouse gas emissions are discussed and international accords are negotiated and agreed upon (e.g., Kyoto, United Nations Environment Programme).

National level government compiles input from all levels of government in their own country and represent internationally. Also responsible for managing certain aspects of resources such as international disputes, ocean resources, etc.

Responsible for managing natural resources and contributing to national and international plans and agreements. Directly manages natural resources such as oil-gas, forests, etc.

Manages local waste and energy production according to provincial and national regulations and policies.

FIGURE 2.7: Collaboration Across Vertical and Horizontal Government Offices

e-Government supports opportunities to build collaboration and improve communications. Its technologies reinforce less centralized patterns of accountability, communication, decision-making, and social organization. New technologies like social networks, for example, have the potential to transform traditional public sector communications and organizational roles.

Policies, programs, and services can be more effectively implemented when resources are accessible, combined, and shared. Alignment between municipalities, provinces, and other sub-national organizations allows for greater coordination. Improving relations among vertical levels of government requires collaboration between ministries in charge of policies that impact at the sub-national or provincial levels. Horizontal cooperation at the local level can have a positive impact when governments share tools developed by other local authorities and join forces to improve economies of scale. Promoting collaboration among levels of government is critical for building capacity and sharing best practices.

e-Government helps public sector organizations find the balance between diverse agendas and shared processes to overcome fragmentation and duplication of effort. It provides a basis for dialogue, discussion, knowledge exchange, and learning that can help government levels identify common reference points to improve multi-level policy making and reduce disparities between departments. e-Government overcomes organizational silos to provide greater access to information, increase efficiencies and improve service delivery in a time of shrinking budgets and growing deficits.

The following feature on the Region of York in Canada illustrates how e-government supports a blended approach to business processes and department divisions to help overcome operational challenges and meet regulatory requirements.
The Regional Municipality of York is located just north of the City of Toronto, Canada. Comprised of nine municipalities, it has a population of approximately one million with 25,000 businesses located within its borders. The Region has an annual budget of $1.7 billion and employs 2,600 full-time staff.

York Region wanted an e-government solution that would help it improve business processes and address several operational challenges, as well as meet its obligations under new regulations established by the Municipal Freedom of Information and Protection of Privacy Act. Firstly, the Region wanted to bridge the information silos across regional departments and locations. Secondly, the Region recognized that a substantial shift from paper to electronic records was taking place. They needed a solution that could manage the wide range of document types being created. Fast searches were another consideration. And finally, the solution had to be cost competitive.

The Region’s initial implementation strategy was based on identifying business processes that moved across the respective information silos within the organization, including the budgetary process, project management, reviews of legal agreements, construction projects, land use approvals, meeting agendas and notices, facility management, research and precedents, and even performance reviews. At last count, the system had 970 users. Over 500,000 electronic documents are managed in the system with some 300 added daily. There are close to 90,000 individual activities per month on the system. The total number of documents includes all Council and Committee records going back to 1971 when York Region was first established.

“As our implementation experience continued to mature, it became apparent that a blended approach of both business process and department/division strategy is required to be successful.”

CORPORATE EDM PROJECT MANAGER, YORK REGION
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Models of Government Relationships

Transforming relationships is a fundamental part of e-government. According to the World Bank, e-government refers to “the use by government agencies of information technologies that have the ability to transform relations with citizens, businesses, and other arms of government. These technologies can serve a variety of different ends: better delivery of government services to citizens, improved interactions with business and industry, citizen empowerment through access to information, or more efficient government management.”

Broadly defined by the Gartner Group, e-government is “the continuous optimization of service delivery, constituency participation and governance by transforming internal and external relationships through technology, the Internet, and new media.” As an approach, e-government describes how technology facilitates deeper engagement between and among different levels of government, including Government-to-Citizen (G2C), Government-to-Employee (G2E), Government-to-Government (G2G), and Government-to-Business (G2B). Since these bi-directional relationships are inherent to the very definition of e-government, it is helpful to break them down into four primary models of engagement:

1. Government-to-Citizen (G2C)

This describes the interactions and transactions that take place between a citizen and their government, including the use of public services for individual or family use, such as the payment of taxes; payments of fines to local or state governments; personal records such as a passport, a new driver’s license or a change of address; social security; public libraries; student loans; benefits; and any health-related services. Interactions are based on public information requests and administrative processes. G2C can take place at the federal, state, and local levels. Service delivery is either in person or online via a citizen-centric portal. Applications may include case management, correspondence management, process automation, secure information exchange, customer relationship management, customer experience management, portals, web content management, records management, social collaboration, and media management.

2. Government-to-Employee (G2E)

This model defines the relationships between governments, employees, and contractors. It describes the exchange of information at an interagency level between departments, management, and personnel regarding administrative tasks, performance, and mission activities. Applications include human capital management, performance management, program management, process and workflow management, information exchange, document and records management, collaboration, and knowledge management.

---


3. Government-to-Government (G2G)
This model of engagement involves the exchange of information between government authorities regarding administration, laws, policy development, programs, and projects. G2G describes cross-agency interactions between government bodies; for example the municipal and the regional governments or the provincial government and First Nations in Canada as they collaborate to share information and services with a focus on more efficient service delivery, transparency, and performance. Applications include records management, workflow, process automation, secure information exchange, collaboration, and knowledge management.

4. Government-to-Business (G2B)
This relationship describes information and services that are used by entrepreneurs, businesses, and corporations for commercial use, including filing statements of incorporation, obtaining business licenses, customs declarations, business laws and regulations, wage reporting, patents and trademark filing, business or incentive programs, business policy, and workforce information. This relationship consists of commercial interactions between government and the private sector. Transactions range from acquiring and providing products and services, to placing and receiving orders, providing and obtaining information, and completing financial transactions. Applications include case management, invoice management (e-invoicing), e-procurement, information exchange, knowledge management, and records management.

e-Invoicing: Complying with Latin American Rules
Nearly every country in the world has legislation to regulate electronic invoicing or e-invoicing. The Brazilian and Mexican governments, for example, have very explicit rules on invoicing and mandate the use of government-sponsored systems to control the issue and receipt of e-invoices.

FIGURE 2.9: A Streamlined, Compliant e-Invoicing System
In Brazil or Mexico, any company sending or receiving invoices domestically must be aware of their legal obligations to use these electronic systems. In both countries, companies must integrate with government systems, use only approved certificate authorities (CA) for digital signatures, and adhere to specified data standards.

For global companies, the challenges of electronic invoicing compound as they manage multiple requirements for each value added tax (VAT) jurisdiction in which they do business. To issue invoices in Brazil, for example, an organization must integrate their accounting solution with the Brazilian Tax Authority (SEFAZ) electronic online system. Similarly, in Mexico, a company must integrate their accounting solution with the Mexican Tax Administration Service (SAT) electronic online system. Invoices sent to this system must be registered and approved by SAT.

A compliant solution enables organizations to send e-invoices to customers and receive them from suppliers, while achieving compliance with country-specific regulations. Supporting services include digital signatures, invoice creation, integration with government systems, and electronic archive. e-Government delivers a flexible, on-demand model for electronic invoicing that integrates an organization’s accounts payable system with its suppliers to help meet compliance with e-invoicing regulations without investing in additional software and staffing resources.

Redefining Government Relations

The G2B model includes the relationship between government and not-for-profit organizations, which involves both inter- and intra-agency collaboration. It brings together countries, states, non-governmental organizations (NGOs) and multinational corporations to develop policies and solve multi-disciplinary issues such as globalization, ecological sustainability, nuclear proliferation, sanctions and trade regulations, global finance, terrorism, organized crime, and human rights. The practice of communication and negotiation between representatives of states requires e-government technologies to facilitate greater collaboration, interaction, and dialogue with global levels of security. We examine NGOs in more detail in Chapter 6.
The business of government is based on multiple interactions; internally between administrations, civil service, parliament, and judiciary functions; externally between central government and provincial, state, or local governments; and those that take place between citizens and their governments. e-Government supports new models of engagement at all levels of government. It streamlines the interactions and transactions between levels of government, making them more convenient, cost-effective, and transparent. This innovative approach to partnering is described in the following feature, in which the Institute of Public Administration of Canada introduces a new model of collaboration to raise the bar for policy development at a global level.

Redefining Employee Relationships

e-Government helps government organizations work more effectively together. By enabling new models of departmental interaction and multi-tiered collaboration, employees are empowered to work across boundaries to solve common issues.

As illustrated in the models of government relationships above, information is the fundamental commodity underlying effective e-government transformation. The exchange of information or data is central to government-based transactions and interactions. In its many formats and applications, however, information can hinder departmental collaboration in government and lead to fragmented policies, programs and processes.

Our Shifting Digital Landscape

Today’s digital technologies offer us rich and immersive user experiences and opportunities to connect with others to communicate, collaborate, and create and share content. These digitally based relationships are changing how we interact—as friends, as colleagues, and as citizens. At the same time, our world is becoming smaller, more personalized, more connected, and accessible.

As technologies evolve and the ways that we communicate change, e-government presents an effective way for governments to move forward and redefine their relationships with stakeholders. Through the use of innovative ICT technologies, governments can:

• Deliver higher-quality services to citizens
• Improve collaboration with business, governments, and markets
• Comply with regulations
• Demonstrate accountability through transparency
• Empower citizens to participate in government
• Increase efficiencies and performance
• Do more with less
The Institute of Public Administration of Canada

“PSWB allows dialogue to happen in a safe and secure environment, encouraging the free flow of information and ideas. We’re finding that it is a support mechanism for networking across borders that users have probably never experienced before.”

CHIEF EXECUTIVE OFFICER, INSTITUTE OF PUBLIC ADMINISTRATION OF CANADA

The Institute of Public Administration of Canada (IPAC) is dedicated to excellence in public service through the creation of knowledge networks and research. As a membership-based organization, IPAC consists of 18 chapters across Canada, partnering with all orders of government, aboriginals, and academia, as well as similar associations from around the world.

As communication methods between members have evolved, IPAC wanted to meet the call for more open government and greater transparency, while staying within the challenges of budgetary and security constraints. They were looking for a collaborative solution that was both secure and flexible enough to facilitate connectivity and interaction between individuals with specific needs and areas of expertise. IPAC found a cloud-based collaboration solution with PSWB.net, a social e-government platform. Public Service Without Borders (PSWB) provides a central location for all public servants to share information and collaborate in real time to advance the development of policies and citizen-centric services across the globe.

Within its first year, over 4,000 registered users engaged using PSWB in both public and private communities that focus on health care, social sciences, policy creation, and many other areas. Since its creation, 50 communities have been added. PSWB is accessible at anytime, anywhere in the world on mobile devices with information that is protected centrally, not at the device level. File sharing and synchronization are straightforward and permit access to critical content on the go, delivering a convenience that breaks down borders and time horizons. IPAC is confident that the cloud-based network will result in improved decision and policy making to promote open government.

www.opentext.com/e-Government/IPAC
The implementation of e-government, illustrated in stages in the figure below, begins with establishing an online presence that offers basic access to government-related information. A simple or static online presence is enhanced by offering services as well. This second stage evolves into giving citizens options to complete financial and non-financial transactions online. The final stage is the provision of a fully integrated, streamlined, citizen-focused experience based on optimized efficiencies and service delivery.

**FIGURE 2.12: The Stages of e-Government**

In the final stage of e-government deployment, websites are categorized by function not by internal organization or hierarchy or agency. Reflecting practices of the private sector, the focus is on the user and providing a seamless experience; citizens no longer need to know which agency or function of government is delivering a service. For this final stage to be achieved, interoperable connections between agencies, levels, and major stakeholder groups (G2C, G2B, G2E, and G2G) must be created.

This shift to a citizen-centric experience is impacting the nature of government administration and management. e-Government supports this shift by combining infrastructure and applications and presenting them in a portal that integrates the front office (citizen services) with the back office (employee collaboration, information, and processes). Many governments have embraced digital technologies, putting materials from publications and databases to government services online for use.

e-Government incorporates a number of digital applications across a broad range of government functions. Given the scale, scope, and multi-portfolio nature of governments and the transformational potential of e-government, the most effective approach is a holistic one. An e-government infrastructure combines: technologies for online service delivery, transactions and e-procurement, e-marketplace exchange of goods and services, the management of human capital and internal communications, secure external information exchange, records management and compliance, and a unified repository or repositories to support the paperless office. These are all examined in greater detail in the following chapter.

---

Governments are faced with the challenge of transformation and the need to reinvent their systems to deliver cost-effective services. The deployment of e-government solutions can only be successful if governments re-evaluate their mission activities and match these with new, automated, and streamlined processes, transactions, and interactions.

e-Government connects citizens and businesses with their governments. Through e-government, organizations in the public sector have the opportunity to transform relationships based on new forms of collaborating that empower citizens and help governments to transparently improve efficiencies and gain citizen trust.
CHAPTER 3

THE GOVERNMENT ICT LANDSCAPE
The Government ICT Landscape

Governments rely on volumes of data to deliver programs and services. From crime prevention to defense, health care, and social services, government organizations struggle on a daily basis to manage growing amounts of information.

While the growth of information provides opportunities to improve efficiency and performance, it also represents significant risk. Information that is not managed can become a threat to an agency, often at enormous cost. Cases of records gone missing, failed audits, and lost information have resulted in recent scandals around data leaks or the deletion of mass emails. Governments today are required to ensure that information is secure and audited, intellectual property is not lost or compromised, processes are defensible, and data is discoverable.

e-Government helps all levels of government balance the need for transparency and innovation with requirements for privacy and information security. This chapter examines how e-government minimizes threats and improves efficiency, mobility, security, and accountability at all levels of government.
Information as a Commodity

Government agencies generate massive amounts of information. The average U.S. state and local agency stores 499 terabytes of data. This data ranges in format from structured to unstructured information contained in case-related documents, military and civilian personnel records, emails, website content, surveillance videos, and much more. In areas like healthcare, where 95 percent of data generated is in video format, thousands of times more bytes are generated than the text or numerical data generated in administration.

In a recent study of U.S. state and local governments, CIOs and IT managers surveyed expect their data to grow by more than 50 percent over the next two years. In the same study, only 47 percent of agencies are making strategic decisions based on their information. As the volume and complexity of this content increases, so does the need to understand, locate, and manage it. The potential for improvement is vast and required; the effective exchange of information is important to the continuity of business at any level of government.

... Each entity has its own information silos and flows

The mismanagement of information hinders multi-level collaboration in government. Integrating information and processes across silos is a common challenge and is dependent on existing infrastructure and applications. An e-government solution centralizes information from many applications on a secure and interoperable platform, enabling departments to collaborate, make better decisions, manage correspondence, and streamline operations for higher efficiency and improved public service. In the story below, the Pinellas County Clerk of the Circuit Court office relies on e-government to improve case management processes and collaboration across different locations and stakeholders.

The Pinellas County government is made up of a unique mix of 25 governmental bodies that manage the county’s 24 municipalities and unincorporated areas. The Pinellas County Clerk of the Circuit Court office is responsible for maintaining court records and pleadings, securing court evidence, collecting and disbursing court fines, and a variety of other functions within the County’s judicial system. The Clerk’s office is instrumental in ensuring that the County courts provide efficient services for citizens.

Like many counties experiencing rapid growth, Pinellas County experienced process inefficiencies that hampered its ability to achieve its “Excellence in Customer Satisfaction” mission. As well as experiencing bottlenecks in the paper-based traffic citation entry and verification processes, judges were still relying on manila folders with citation documentation to make their rulings. The County needed an automated solution to replace paper-based processes and improve efficiency in their traffic courtrooms.

A courtroom automation system based on a case management solution enables judges to manage a growing number of cases efficiently by easily accessing the history of an individual during court proceedings. The system provides judges with access to driving records, past citations, and Florida’s centralized traffic systems. Integration of the solution with Pinellas County’s information repository and in-car traffic ticketing system has enabled County officials to automate the entire information collecting process, saving hundreds of hours of data entry. As a result, officials are able to reallocate resources to other divisions. With this new solution, the County has been able to deliver on the State mandate for information sharing.

"We’ve been more efficient because we’re doing the same amount of work, even a greater amount of work with fewer people. And we’re effective because people are getting their files quicker and getting their orders in a timelier manner."

CLERK OF THE CIRCUIT COURT AND COMPTROLLER, PINELLAS COUNTY, FLORIDA
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The Foundation for Holistic Government

From case management to contract management, budget formulation and execution, acquisition and procurement, and HR processes, government agencies rely on Enterprise Resource Planning (ERP) systems to provide support for day-to-day operations. These processes depend on large volumes of data. The value of this data lies not only in the individual transactions, but also in the supporting documentation that can reveal larger patterns of activity to confirm performance levels or evaluate compliance.

The decisive strength of e-government is its ability to cross department, content, and application silos. An e-government solution delivers out-of-the-box integration with existing ERP systems in an open landscape, uniting information across departments and making transactional information available for daily use. It embeds information management directly into processes like case management to give content a consistent context, and combines structured data with unstructured data (emails, social media, videos, images, and presentations) to align agency operations. As well as improving performance, an interoperable system reduces total cost of ownership, the reliance on paper-based processes, and the physical space required to store paper documents.

Both the Canadian and U.S. governments, with their respective “Whole of Government” and “White House Digital Government Strategy” plans have emerged as leaders in the formal articulation of a holistic e-government approach—each recognizing that technology investments must be aligned with anticipated outcomes to support agency mission.
Efficient e-Government

In today’s economic environment of uncertainty, citizens want a leaner, transparent, and more efficient government for maximum returns on taxpayer dollars. Both citizens and legislators are holding government leaders accountable for the results of public spending and programs. Are government efforts enhancing citizen service, economic activity, and quality of life? Citizens want to know and are increasingly empowered to find out.

e-Government facilitates a government-wide, integrated approach to service delivery. An e-government platform aggregates programs, processes, and information into a single public interface, connecting personnel and information across departments and agencies on the back end.

Empowerment Through a User-Centric Approach

Citizen services lie at the core of any government function. For citizens, e-government technology provides unprecedented transparency into the status of programs and services. An engaged government empowers citizens to access the services they need from any place, on any device, to create a seamless, self-service experience with every transaction.

Online citizen services, or e-services, deliver personalized views of individual or family services. Citizens are able to track the progress of their requests, access support, search for information and services, provide feedback, and receive automatic notification using an online portal.

For public servants, an integrated e-government solution links information sharing, process orchestration, and collaboration to improve administration and service delivery. Integrating back-end information and processes gives government employees access to the tools they need to track service requests, engage with citizens and improve responsiveness. The flow of information is controlled from the moment a request is made to its final resolution. During the process, employees can report on patterns and problems to reveal where improvements can be made. By identifying issues, departments can improve productivity and focus their investments where they have the greatest impact.

e-Government improves resource allocation, productivity, and accountability. Simplified administration reduces red tape, paperwork, and duplicated efforts to improve program alignment and service delivery. With information silos removed, decision-makers at any level can access information and share it with other agencies and users. By improving visibility, lining up resources against objectives, and measuring success against spending, governments can be more responsive to citizens’ needs.

The General Council of the Judiciary, as described in the following feature, is using an e-government platform to deliver services in an integrated, user-centric portal.
Innovator Story

General Council of the Judiciary

Web analytics help to measure the success of the site and overall performance, equipping the CGPJ with the tools it needs to present users with a relevant and responsive experience, supported by multimedia content.

The General Council of the Judiciary (Consejo General del Poder Judicial or CGPJ) was established by the Spanish Constitution in 1978 as the constitutional body that governs the Judiciary of Spain. The CGPJ wanted to combine its systems into an online portal to provide citizens with personalized access to the information and services they needed. The new portal would support a variety of communication channels in multiple languages. On the back end, the system would be required to integrate all corporate services of the Judiciary Council to streamline collaboration, provide integrated services such as online applications, allow for the secure management of information, and comply with current regulations around transparency, accessibility, multilingualism, Law 11/2007, and more.

An e-government solution was selected as the basis for the CGPJ website and judiciary extranet, providing the Council with a technologically sound and manageable platform for the future. The multilingual portal supports a substantial number of hits and is readily scalable. The web publishing process is more efficient; self-service capabilities have significantly reduced the time it takes to publish up-to-date information.

The system went live internally with 6,500 active users and 5,400 messages exchanged on its forums. Members of the Judiciary can participate and collaborate using the system’s virtual environments, 45 communities of practices, and shared files. Secure access to integrated applications and services is provided through single sign-on and identity management. The system is customizable, allowing users to personalize and configure their working environment. Looking to the future, the CGPJ is planning to expand the platform to other departments in the Council and support mobile access.

www.opentext.com/e-Government/CGPJ
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Mobile e-Government

The ubiquity of the Internet has been replaced by the ubiquity of the mobile device. In the private sector, the mobile Internet is already a driving source for productivity, efficiency, and output. In the public sector, however, many organizations have failed to keep pace in the adoption of disruptive technologies as productivity tools.

Mobile devices can make it easier for citizens to engage with their government for services and participate in program development. As part of automated service delivery, the mobile device is the final destination in a series of interactions with government that culminate in presenting citizens with an end-to-end, streamlined experience.

Mobile government extends services to citizens and other users via mobile devices. There are many different ways that mobile devices can be used for great benefit: to send out a mass alert via short service message (SMS) in the event of an emergency or natural disaster, to support communications between home and school, to provide registration for local events, to send out traffic alerts—the possibilities for government mobile applications are countless.

Likewise, the benefits of mobile government are many. Convenience and flexibility results in better service delivery and higher satisfaction levels for citizens. Easier access to information and processes improves productivity for public servants. In a crisis situation, the ability to reach a larger number of people has the potential to save more lives.

6.8 Billion Mobile-Cellular Subscriptions

As the number of subscriptions approaches global population figures mobile-cellular growth slows

![Graph showing mobile-cellular subscriptions approaching world population.](image)

Source: ITU World Telecommunication/ICT Indicators Database

**FIGURE 3.6:** Mobile Subscriptions Approaching World Population
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Mobile Citizens and e-Services

Mobility bridges the digital divide between the haves and the have-nots by increasing access to government services. Mobile apps have opened up the exchange of information between people and their governments. The Border Wait Time app gives citizens estimated wait times for border crossings between Canada and the U.S., based on information made available by the Canada Border Services Agency.

Some governments are already making it possible for citizens to complete transactions using their mobile devices. Only a secure e-government infrastructure—one that integrates with legacy applications and information—equips governments to align service delivery. Databases can be integrated, tasks centralized, and processes redesigned to reduce costs while improving service delivery. Mobile access is becoming the prime way that citizens engage with their governments. This is discussed in greater detail in Chapter 14 of this book.

Mobile Government Employees

In the private sector, the explosive growth of mobile devices and the popularity of mobile apps has many managers wondering how they can leverage the multi-functionality and portability of these devices to improve productivity. According to research, mobile apps can increase productivity, reduce cycles for decision-making, expedite processes, and improve customer service.

![FIGURE 3.7: Border Wait Time App](image)

![FIGURE 3.8: Organizations Are Embracing the Mobile App Trend](image)
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4 Doug Miles, “Making the Most of Mobile - content on the move”, AIIM/OpenText, 2011.
Just as organizations are providing secure, managed mobile access to enterprise systems, governments should extend their processes, information, and applications to public servants on mobile devices so that they can engage with the resources they need to do their jobs effectively.

Mobile technology helps government employees, especially front line workers, do more with less. Ideally suited for caseworkers, first responders, and law enforcement officers, mobile access increases responsiveness by providing critical information and resources on the go, 24/7. Time and money are saved through increased accuracy of information, expedited decision-making, minimized data entry, increased situational awareness, and the elimination of labor-intensive, manual paperwork.

Medical field workers in Africa, for example, are using their mobile phones to survey 200,000 inhabitants of the Kilifi District in Kenya, where the endemic rates of malaria are higher than anywhere in the world. Using the Mobile Demographic Surveillance System (MDSS) App, written by undergraduate students at the University of Nairobi, medical field workers can remotely interface with a hospital’s database, conduct surveys, and remain in the field for longer periods of time, while bypassing the data-entry process altogether.

**Secure e-Government**

The need for information security has never been more pressing with information fragmented across mobile devices, multiple applications, in both private and public clouds. In all sectors, the ever-present threat of security breaches is driving investments in secure information management.

With increased access to personal information, governments must consider security and privacy to ensure information systems are protected and individual rights are respected. Security refers to the protection of information systems and controlling access to the information itself. Privacy refers to respecting the right to have information attributed to an individual to be treated with the appropriate level of protection. Information privacy laws are in place to do just this.

Many government policies are focused around national security and privacy. In the U.S., these regulations include the USA PATRIOT Act, the Homeland Security Act, and the Health Insurance Portability & Accountability Act (HIPAA). Canada’s counterpart is the Personal Information Protection and Electronic Documents Act (PIPEDA). European equivalents include the Data Protection Act (U.K.), the EU E-Privacy Directive, and Data Protection Directive.

---

Security plays an integral role in e-government. For security to be effective, it must address risks, benefits, and processes at the organizational level and align these with policies and procedures, stakeholders, and resources. Protecting confidential information requires a risk management strategy that can also be leveraged to help optimize mission operations while minimizing threats.

Where Do Security Threats Come From?

In order to deliver on mandates like providing open access to data for citizens, it is imperative that agencies protect their information as a critical asset. But security threats have evolved alongside technology. From organized crime syndicates to hacktivists, vulnerabilities permeate all levels of government IT systems.

In December of 2013, more than two million stolen passwords used for sites such as Facebook, Google, Yahoo,® and other web services were posted online. Login data was taken from computers that were infected with malicious software. The stolen information could be used to extract and then sell people's personal information. In February of the same year, Microsoft® announced that it had been hacked following a series of cyberattacks.

Companies and their data are vulnerable. Despite external breaches, a recent study across industries reveals an interesting fact. While many organizations have good external defenses in place, the real threat of a security breach comes from unauthorized access by employees. As was the case with the WikiLeaks incident and the National Security Agency-PRISM scandal; the risk of security breach is often from the inside out.

---


7 Ibid.

The rise of the mobile workforce has also increased the threat of both intended and unintended security breaches—from a lack of clearly defined or implemented Bring Your Own Device (BYOD) policies to lost or stolen devices and data leaks of personal or confidential corporate information. The protection of government information should be holistic, covering all bases to avoid information risks that might violate legislation, cause non-compliance with regulations, or adversely impact the organization’s ability to perform mission activities. Protecting sensitive data in a government IT environment is a continual challenge. Striking the right level of balance between the open flow of information and rigid control is a very important one. e-Government allows access on a “need to know” basis, while preserving an overall, federated archive of information.

**Aspects of e-Government Security**

Effective e-government is designed to protect information where it is used: at the point of interaction in the application itself. The following security mechanisms are built right into the system to secure content:

- Access and Permissions
- Secure Information Exchange
- Information Audit Capabilities
- Information Governance

**Access and Permissions**

A comprehensive e-government solution is designed for high-security environments, allowing organizations to configure security according to the level required for each information asset. Access controls ensure that users see only what they have permissions to see. In a granular system, access rights can be applied at the individual or group level to different stages in the lifecycle of content. By setting these controls, agencies can control data leaks and safely leverage emerging technologies such as social networking and mobile apps.

---

*FIGURE 3.10: The Most Likely Source of a Security Breach*

The most likely source of a security breach is **49% unauthorized staff**, followed by **14% malware/viruses**, **20% external hacking**, and **13% other**. Ex-employees account for only **4%** of security breaches.

---

9 Doug Miles, "Making the Most of Mobile - content on the move", AIIM/OpenText, 2011.
Extended information security can be applied through an e-government system. When individuals request access to information, the system authenticates the individual, checking for additional identifiers like nationality, security clearance, and business role. Data sovereignty and privacy legislation in many countries requires that content be stored and accessed only in systems located in those countries. When content is marked with security clearance restricted to a given geography, the system will ensure that it is stored in that geography and that users can access it only when physically located in that country.

**Information Audit Capabilities**

Throughout its lifecycle, all content in an e-government system is tracked and all actions audited and logged. Audit capabilities are an additional layer designed to help manage security risks. These capabilities make all actions performed on a document or record transparent, from identifying who accessed the document to when it was downloaded, modified, or deleted, and when administrative settings were changed.
Melbourne Water

Using a secure and compliant information management system, users are able to interact and collaborate easily with each other, helping to ensure accuracy of information, regulatory compliance, and improved water services for the public.

Melbourne Water is owned by the Government of Victoria in Australia and is responsible for $8.4 billion in assets. Melbourne water required easy access to their information, particularly to help external bodies meet regulatory requirements or requests for information. Historically, information was siloed within the different departments or teams which resulted in the inability to share and provide accurate information. Business requirements placed an emphasis on managing their information electronically and securely.

Using a secure and compliant information management system, users are able to interact and collaborate easily with each other, helping to ensure accuracy of information, regulatory compliance, and improved water services for the public. All areas of the organization are benefiting from improved information management, from corporate governance departments like policy development and business services to the maintenance and operations team and civil works.

Records Management helps Melbourne Water to manage both their physical and electronic files, enabling them to request and process obligations but also respond to requests from their public records office and meet those obligations and compliance needs as well.
Secure Information Exchange
As part of an integrated e-government solution, information exchange helps agencies communicate and trade information securely. Sensitive data is protected during file transfer and daily information exchanges because it is encrypted at all times—both inside and outside of government enterprises.

Information Governance
e-Government provides a secure and integrated framework for effective information governance. It incorporates the tools needed to maintain policy in one central location and centrally manage the content and processes within their source systems. In the feature above, Melbourne Water is using e-government to keep its assets secure, transparent, and accurate so that it can deliver on its mission to provide water services to the public.

Accountable e-Government
While there are many good reasons for government organizations to implement information governance programs, regulatory compliance is a significant business driver. Other drivers include business continuity, savings on storage and infrastructure, unimpeded knowledge sharing, stronger security and privacy, and the ability to respond quickly and proactively to investigations of all types.

FIGURE 3.13: Compliance is a Key Driver
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In all countries, countless government regulations, industry standards, and company procedures exist. Non-compliance can lead to poor performance, financial penalties, and even criminal charges. Transparent government requires well-documented processes with appropriate internal controls to ensure the legal and prudent use of taxpayer funds.

With increasing amounts of data, there is also the growing complexity of legal and regulatory requirements, including the mandate to convert hardcopy documents to digital format. Establishing a single source of the truth across multiple sources involves managing structured data, unstructured content, and emerging data types, such as social media, securely as records, both inside the firewall and in the cloud.

e-Government delivers a seamless compliance solution that connects procedural guidance with documentation, process execution tools, reporting and audits, and integration with ERP systems. It acts as a central nervous system to capture, track, and report on regulatory requirements. e-Government brings consistency and scale to the management and preservation of information by incorporating records management with solutions for archiving, email management, search, and e-discovery.

Effective records management is not just about preservation; it is also about adding value to mainstream mission activities. Content such as emails, documents, and paper files can be classified as business records and managed from creation to deletion to comply with information governance and regulatory requirements, including DOD 5015.2 and MoReq 2010 v1.1.
As governments move applications and shared information to the cloud, they will be required to manage records in many locations. Records management provides visibility for IT governance and data management, and reduces risk by eliminating duplication and supporting automatic disposition of records according to agency policy. Records management gives accountability and accuracy of information new force and meaning for public sector organizations, which is why it ranks as a top IT investment priority.

With growing open data initiatives, the process of disclosure (in accordance with the USA PATRIOT Act, for example), has become a tremendous challenge. The ability to assess relevant information where it resides using one central solution is critical to mitigating the risks and costs associated with disclosure. Litigation readiness involves identifying associated content, placing records under secure management and retention control, and defensibly deleting legacy content to save in storage costs. In the U.S., following revisions to the Federal Rules of Civil Procedure (FRCP), agencies have taken significant steps toward reducing the costs of e-discovery, at a potential cost of $15K per year, by implementing records management.

A holistic e-government approach includes archiving capabilities that interface with many content sources and locations where information is stored, such as file shares. Archiving information makes it much more accessible in the event of discovery or audit, reducing the time it takes to find information to hours as opposed to weeks. This is explored in the excerpt from an interview below with a Manager of Governance at a Canadian independent electricity operator.
As illustrated in the interview, e-government provides a high-capacity repository for storing and managing critical information while preserving context, structure, and links to associated content to add long-term, evidentiary value.

As well as accuracy, standards are critical to e-government deployment to ensure that all relevant elements of accountability are addressed. Some of the most commonly used standards include Control Objectives for Information and related Technology (COBIT), ISO 27001 (part of a growing family of ISO/IEC Information Security Management Systems), NERC 1300, the PCI DSS: Payment Card Industry Data Security Standard and others such as FIPS Publication 200 and NIST 800-53 in the U.S. As government organizations outsource services to the cloud, strategies around security have expanded to include data loss prevention (DLP) which is comprised of systems that identify, monitor, and protect data to minimize both intentional and unintentional data loss. Security in the cloud is explored in more detail in Chapter 14.

---

**FIGURE 3.16: The Cost of eDiscovery**

As illustrated in the interview, e-government provides a high-capacity repository for storing and managing critical information while preserving context, structure, and links to associated content to add long-term, evidentiary value.

As well as accuracy, standards are critical to e-government deployment to ensure that all relevant elements of accountability are addressed. Some of the most commonly used standards include Control Objectives for Information and related Technology (COBIT), ISO 27001 (part of a growing family of ISO/IEC Information Security Management Systems), NERC 1300, the PCI DSS: Payment Card Industry Data Security Standard and others such as FIPS Publication 200 and NIST 800-53 in the U.S. As government organizations outsource services to the cloud, strategies around security have expanded to include data loss prevention (DLP) which is comprised of systems that identify, monitor, and protect data to minimize both intentional and unintentional data loss. Security in the cloud is explored in more detail in Chapter 14.

---

Independent Electricity System Operator

Working at the heart of Ontario’s power system, this not-for-profit entity connects all participants in the process of delivering power: generators that produce electricity, transmitters that send it across the province, retailers that buy and sell it, industries and businesses that use it in large quantities and local distribution companies that deliver it to people’s homes. What follows is an excerpt from an interview with the Manager of Organizational Governance Support.

“We operate the real-time, bulk electric system for Ontario. We buy and sell electricity by the minute. While we do that, we have to maintain the reliability of the grid to ensure that everything is working well. We don’t want any blackouts like the one in 2003, so we do a lot of procedural work to make sure that the information we use enables us to keep the grid working.

My focus is on governance—providing and enforcing the rules and regulations for all of the generators and transmitters in Ontario.

One of the biggest challenges we face from a governance perspective is keeping our information accurate, available, and accessible. Our previous records management solution was very difficult to use. As a result, the management of information, especially records, was haphazard and a big risk to the organization.

With our new system those risks have largely gone away because users can easily store, find, and manage information themselves. When we had to supply evidence to an auditor for example, we used to have to prepare months in advance to make sure that we had all the information we needed. Now it takes weeks or even days. In fact, when an auditor is in the room trying to assess whether or not we are compliant with regulations, we can pull information out of the records management system on the fly—a huge improvement for us. In fact, a lot of the information that we use to improve performance is based on evidence files that we keep for compliance purposes. The people that operate the grid can use information from the system in real time to keep the lights on. It’s a huge advantage for us to have 24/7 availability of this information.

The system has given us process efficiency, information quality, and reliability. For example, for the year 2013, no overtime was required by our records management staff. But what the solution is also giving us, which wasn’t anticipated, is increased transparency and trust with our market participants and stakeholders. The adoption rate and the excitement that people are showing for easier access to information is unbelievable. I get phone calls on a weekly basis from people who say, “This is really good, I want to do something more with it.” And that to me is a really good sign of success.”
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E-GOVERNMENT DRIVES PRODUCTIVITY
According to research, productivity in the U.S. public sector has fallen by 50 percent.\(^1\) Productivity in the Canadian public sector is on a similar annual decline—to the tune of costing the federal government $1.8 billion.\(^2\) This total is based on a breakdown of time wasted by public servants looking for information, sifting through emails, toggling between applications and searching the web.

McKinsey & Company observed last year that if the G8 nations could increase public-sector productivity by 1.5 percent annually, they could generate benefits worth $1-trillion (U.S.) a year, which is equivalent to 1.5 percent to 2.5 percent of these nations’ combined GDP.\(^3\)

---

Productivity gains are critical on a global scale as governments cope with mandates to do more with less. An e-government solution powered by Enterprise Information Management (EIM) helps governments boost overall productivity through effective information retrieval and management, process automation, and user engagement.

EIM integrates information and expands its use to drive value as it moves through a government department or across agencies. EIM encompasses a full range of technologies to orchestrate information flows across government organizations. These technology suites include Enterprise Content Management (ECM), Business Process Management (BPM), Customer Experience Management (CEM), Information Exchange, and Discovery.

- **ECM** directs information flows effortlessly from capture through to archiving and disposition for more secure and consistent governance policies across any type of content in a government organization.
- **BPM** solutions empower employees, customers, and partners with Smart Process Applications and information to accelerate processes and build agile agencies.
- **CEM** solutions help governments deliver responsive, compelling, and relevant user experiences across multiple channels to improve productivity, services, and citizen satisfaction.
- **Information Exchange** solutions help people to accelerate and control how information is delivered—increasing the security and reliability of sensitive or complex communications.
- **Discovery** applications derive value from growing volumes of content trapped in silos across an organization to help organizations transition from query to insight to action.

EIM bundles all of these capabilities together into a government-wide information management approach. This chapter describes EIM as the underlying platform for e-government. It includes stories about organizations that have embraced EIM to address the challenges of information and capitalize on its potential. Each story illustrates the transformative power of e-government.

### Govern Information with ECM

As the governance facet of EIM, Enterprise Content Management (ECM) delivers a breadth of offerings designed to manage the explosive growth of information and minimize the costs and risks associated with unmanaged content. ECM offers end-to-end management of information as it flows through mission-critical processes.

As enterprise information grows, the need for an effective ECM strategy in place becomes more critical. Access to increasing amounts of information requires a comprehensive ECM solution that can address demands for backups and auditing, tighter security, compliance, data classification (metadata), protection from threats of litigation, effective risk mitigation, and discovery technologies.
Content Lifecycle Management
End-to-end management as information flows through critical processes

Public sector organizations look to their information systems to solve their business challenges, manage their business processes in the most efficient way possible, and ensure competitive advantage through operational excellence and innovation. Virtually all business functions have content associated with them.

Systems implemented to solve critical business problems can range from simple workflows to highly complex and long-running processes and complete business applications. These systems require collaboration and decision-making and automation wherever possible to ease the burden on staff and ensure consistency. Within business processes and applications, ECM plays an important role ensuring correct information is made available, actions on content are tracked and audited, and that security is maintained.

BPM combined with ECM drives timely decision-making and helps enforce compliance with corporate policy. Public sector organizations face increasing pressure to prove consistent compliance to policy while maintaining efficiency and ease of use for end users.

The following story about Hong Kong Polytechnic University demonstrates how ECM brings content to the fingertips of people and integrates critical content with business processes. ECM delivers a seamless experience across multiple environments, helping the University manage content and unlock the potential of its information for greater access and innovation.
Hong Kong Polytechnic University

"Innovation is important to our University, and we aim to deliver state-of-the-art technology to support our teaching and administrative staff and enhance our students' learning experience. The solutions we are implementing will enable us to better manage and control the access of our documents, while enabling knowledge and information sharing across the university."

DIRECTOR OF INFORMATION TECHNOLOGY AT HONG KONG POLYU

Hong Kong Polytechnic University (PolyU) is the largest government-funded tertiary institution in Hong Kong with more than 30,000 students and nearly 3,500 teaching and non-teaching staff. It offers over 230 programs on campus. The growing student population, number of employees, and courses offered have increased at PolyU over the years and led to a huge growth in data generated. To better manage and leverage this information, individual units had implemented independent and isolated solutions.

These disparate document management systems were becoming harder to manage. Realizing that the ability to manage, control, and secure information is critical to their success, PolyU has implemented ECM. The seamless integration of content with collaboration tools and social media platforms will give the University better control over its content, ensure greater data integrity, and address its growing data needs.

Effectively managing information throughout its entire lifecycle creates business value and competitive advantage. From information capture to classification, management, storage, distribution, archiving, and disposition, ECM manages the flow of information across the University. Fast and seamless access from multiple environments (web, desktop, and mobile) within business processes and applications improves user productivity and organizational efficiency.
The ability to create and work with business processes is built into ECM. Agencies use processes to review and approve document sets, create and manage procedures, manage projects and cases, and more. These organizations look to BPM offerings together with ECM to support their process needs. Beyond process management, there are dedicated business applications built to address specific sets of business problems. Examples of these applications include contracts management, regulated documents, invoice management, employee file management, and learning management.

Accelerate Processes with BPM

Business Process Management (BPM) is one of the core technologies of EIM. Whether conducting thousands of high-volume processes per day for case management or running a lower volume of high-value procedures, BPM helps organizations better understand their operations, track the information that flows through those operations, recover costs, and optimize efficiencies.

Enterprise Resource Planning (ERP) systems lie at the core of government processes—from financials and human capital management to case management, vendor invoicing, and other critical aspects. Administrative work, like case management, forms the basis of many government functions. This type of work is typically made up of government transactions and results in volumes of data housed in government databases.
Data generated by administrative activities is typically numerical and in many instances, this information is not easily accessible. While they do an admirable job of executing process and serving as the “system of record,” ERP systems fall short in meeting the growing need to harness agility and adaptability to maintain competitive advantage.

Moving beyond legacy processes and workflows, effective BPM allows for the rapid modeling and automation of Smart Process Applications (SPAs) and the ability to constantly improve them. Next-generation SPAs provide agile solutions that are quickly developed and deployed to support both structured and unstructured business processes and adapt to rapidly changing business requirements.

The results of successfully extending BPM beyond its traditional role to allow for agile process improvement can be profound. Agencies like the U.S. Department of Justice, as described below, are embracing advanced BPM capabilities to improve processes and enhance operations for significant cost savings.

**Deliver Exceptional Citizen Experience with CEM**

As one of the five foundational pillars for EIM, Customer Experience Management (CEM) aims to create a richer, more interactive online experience—across multiple channels like websites, mobile devices, social networks, and more—without sacrificing the requirements for information governance. CEM powers the world’s highest traffic brand sites, the most compelling mobile experiences, and the most recognized e-commerce portals on earth. The management of the citizen’s experience, from visiting a government website and using a mobile app to conducting a transaction or viewing a city council meeting is vital to ensuring success. All of these interactions and the assets that surround them require more efficient management and use, which is what CEM is about.
The U.S. Department of Justice, Office of the Federal Detention Trustee (OFDT) was established and activated in September 2001 by a directive of Congress in response to growing concerns regarding federal detention. It is the mission of the Federal Detention Trustee to provide for the safe, secure, and humane confinement of persons in federal custody awaiting trial or immigration proceedings. With an average daily population in excess of 55,000 detainees across 94 federal judicial districts and an annual federal detention budget exceeding one billion dollars, the goal of improving time and cost savings is paramount.

To reduce costs, OFDT set about automating the administrative prisoner designation process that involves the U.S. Federal Courts, the U.S. Marshals Service (USMS), and the Federal Bureau of Prisons (BOP) to help reduce detention costs. The process of designating a convicted felon requires information contained in numerous documents and controlled by several agencies. In the past, each step of the process involved moving paperwork between multiple agencies and geographic locations using fax, postal mail, and FedEx®. The manual nature of this process led to slow processing times and limited audit trail capability with no way of effectively tracking status information.

The Agency turned to e-government to support designation, while protecting sensitive prisoner information. The solution provides easy access to all employees regardless of location and enables the agency to track, report on, and measure ongoing performance metrics. With access to a web server, all agencies can check on the status of any prisoners’ detention designation document in real time. It is cost-effective, saves time, reduces errors, and provides transparency around the process. The eDesignate system is operational in 82 districts and based on projected savings, total approximated cost avoidance for all districts would be $38.8 million.

…based on projected savings in the 82 districts, total approximated cost avoidance for all districts would be $38.8 million.

FIGURE 4.7: U.S. Department of Justice
E-GOVERNMENT DRIVES PRODUCTIVITY

CEM gives government agencies the ability to transform information into a source of productivity. Media, website, and communications management combine to help public servants create, manage, share, and publish content with ease. With CEM, organizations like the City of Edmonton are creating online experiences to attract citizens, engage users, generate loyalty, and drive revenue.

Meet Budget Requirements with Secure Information Exchange

![FIGURE 4.9: Secure Information Exchange](image)

What you need:
Secure information exchange with messages, documents and extremely large files.

What you have:
Email is unsecure and limited by size.

Source: Aberdeen Group, October 2011

FIGURE 4.8: The Value of CEM

Percent of CEM User Respondents Indicating as Valuable Metrics to Measure CEM Performance, N=252

- **Customer Retention**: 85%
- **Customer Satisfaction**: 81%
- **Response Time to Customer Inquires**: 68%
- **Customer Lifetime Value**: 65%

Source: Aberdeen Group, October 2011
The City of Edmonton in Alberta, Canada is well known for its scenic river valley, oil and gas industry, and North America’s largest shopping and entertainment complex, the West Edmonton Mall. Servicing more than one million residents in the area, the City of Edmonton’s website was falling short of citizen’s expectations. The City needed a website that reflected the vibrancy of the city while providing user-driven architecture, rich media support, social media compatibility, and easy-to-find, relevant information and services for citizens.

With a CEM website management solution, the site has transformed into a customer-oriented website, incorporating social media tools like blogs and wikis, with straightforward navigation and rich media like videos to showcase the community. The solution also offers the integration of legacy and future applications (written in a variety of programming languages), third-party search, and, most of all, ease of use for content authors to minimize training and accelerate adoption.

The marketing-driven website provides an efficient communications platform for citizens—giving them access to accurate, real-time information and services they need. As a result, the City of Edmonton is more responsive and the site has become the “number one” information source for citizens. Overall hits on the site increased by 19 percent in the first year and a visitor survey indicated a 92 percent satisfaction rate with the site by visitors.

“As Joe Citizen, I know that if I need a car towed away because it’s parked illegally in my driveway, I phone the City. If I want to find out what time the bus is coming, I phone the City. If I need to find out what time they’re picking up my garbage, I phone the City. I don’t care how the City is organized inside; I just know I’m contacting the City. So, with our website, we wanted to follow the same line of thinking. Now it’s a City website built entirely around how our customers expect to find information.”

WEB OPERATIONS MANAGER, CITY OF EDMONTON

FIGURE 4.10: City of Edmonton’s Website

www.opentext.com/e-Government/CityofEdmonton
Information Exchange is the practice of conversational data exchange. It defines a set of offerings that facilitate the efficient exchange of information inside and outside of a public sector organization, from electronic faxes and cloud services to Electronic Data Interchange (EDI) and large managed file transfers.

It securely manages transient, communicative exchanges of varying electronic format. This is the conversation of a government agency: internally among public servants and externally with its citizens and partner organizations. An information exchange can be described as a payload of data, moved between one or more parties for the purposes of communication, sharing, or transacting business. These services generate truly massive amounts of data and often are tied to other practices such as ECM with very specific collection parameters.

As an EIM category of offerings, information exchange solutions help safely move information from where it is to where it needs to be, regardless of which business systems it resides in, what devices it is required on, from user to user, company to customer, agency to citizen—from anywhere at any time. Data integrity and security are built in to protect against threats of internal information leaks and cyber attack.

The opportunities to drive business value through effective, secure information exchange are boundless, and demonstrated in the story about cost savings realized at Mumbai International Airport Limited.

**Improve Insight Through Discovery**

As a facet of EIM, Discovery solutions organize and visualize all relevant information to make it possible to find and learn about the right information at the right time and place. The integrated set of technologies that comprise discovery enhances an organization’s capacity to “remember.”

![FIGURE 4.11: Semantic Pattern Recognition](image-url)
Mumbai International Airport Limited (MIAL) is a joint venture company owned by a GVK Industries-led consortium and Airports Authority of India working under the Ministry of Civil Aviation. The Company manages India’s busiest airport, the Chhatrapati Shivaji International Airport (CSIA). Predictably, managing multiple projects across an airport that employs hundreds of people and spans an operational area of 1,450 acres demands both expeditious and secure communication. MIAL employees send and receive hundreds of faxes every month to and from vendors and government agencies. Previous paper-based faxing methods did not uphold timely turnaround or essential privacy. MIAL relied on close to 50 fax machines that required consistent and costly maintenance, as well as constant supply refills. Additionally, sensitive documents were neither private nor secure.

MIAL has eliminated fax machine queues and gained reliable security for all faxed documents with document delivery and fax software. MIAL employees now send and receive documents without leaving their workstations. Instead of printing pages to feed through fax machines, employees can fax documents right at their desktop computers. Integration with email allows any sent or received fax to appear alongside emails for secure and easy reference, forwarding, or storage.

The Company expects to eliminate close to 40 fax machines, with the remainder as backup devices in case of email failure. Expenses associated with maintaining dozens of fax machines are now designated as cost savings. Faxes that used to take from 15 to 20 minutes to process are now delivered and tracked electronically within seconds. Employees who link to the office via mobile devices when they are traveling can stay on top of urgent faxes and staff members have increased efficiency because the solution has optimized their time.

Faxes that used to take from 15 to 20 minutes to process are now delivered and tracked electronically within seconds.

FIGURE 4.12: Secure and Streamlined Information Exchange at MIAL
The expense and time associated with traditional legal or other information discovery is very high. Having a set of tools available to reduce and make more accurate the data sets retrieved in a discovery represents immediate savings for a public sector organization. Applying analytics to large data sets gives public sector organizations insights into productivity gaps and can provide techniques for improving efficiency.

Business insight is gained by capturing, combining, and transforming information to identify relationships, risk, and new opportunities for growth. Improved transparency into outcomes allows for the consistent measurement and monitoring of performance metrics, arming governments with the information they need to improve productivity and the quality of their programs. Unlocking this data is critical to identifying new opportunities for growth, minimizing risk, and promoting innovation—as illustrated in the open government initiatives currently underway in countries throughout the world.

With e-government solutions like semantic search and content analytics, organizations in the public sector like the Karlsruhe Institute of Technology (KIT) gain leading-edge capabilities, designed to mine, extract, and present the true value of information for improved research and analysis.

An integrated EIM Strategy will deliver better...

**FIGURE 4.13: The Business Value of EIM**

**EIM: A Single Version of the Truth**

The core sets of technologies adopted by the government organizations described in this chapter form a comprehensive platform for EIM. Despite the differing facets of technology, whether it is ECM, BPM, or CEM, each organization shares one common challenge: the impediment of information flows across the enterprise. Likewise, they shared a common solution to overcome their information challenges: EIM, which has helped them to more effectively manage and optimize the information flows that formulate the foundation of their operations.
The Karlsruhe Institute of Technology (KIT), one of the world's leading engineering research institutions, was founded in 2009 by a merger of Forschungszentrum Karlsruhe and Universität Karlsruhe. As a member of the Helmholtz Association, the largest science organization in Germany, KIT makes major contributions to top national and international research. According to its mission, the Organization operates along three strategic fields of action: research, teaching, and innovation. KIT currently has 9,000 employees and 24,000 students.

KIT needed a leading-edge solution that would give researchers, students, and the general public a faster way to find information across 600 websites and 200,000 associated web pages. On the back end, the institute wanted a robust website management solution that would support their 1,300 editors worldwide, on a day-to-day basis, by supplying metadata, key phrases, and the ability to automatically generate extracts of text. KIT also wanted a collaborative platform that would bring together researchers, scientists, and students.

KIT is using e-government technologies semantic navigation and content analytics in combination with website management to optimize web pages and provide relevant search results. Previously manual tasks that were labor intensive have been replaced by an automated solution that assigns metadata and supports entity extraction by generating teaser texts for new pages, saving users time and reducing error. Visitors are given personalized access to highly relevant information, facilitated by faceted search and related hits—resulting in a more satisfying end-user experience. With improved access to information and the ability to connect with researchers in similar areas of study, the website has evolved into an advanced research network that successfully meets the needs of all stakeholder groups.

With improved access to information and the ability to connect with researchers in similar areas of study, the website has evolved into an advanced research network that successfully meets the needs of all stakeholder groups.

FIGURE 4.14: The Karlsruhe Institute of Technology (KIT)
EIM unlocks the potential for superior quality and less costly operations, reduced regulatory cost and risk, optimally efficient business processes, an engaging citizen and social experience, and more efficient online information exchange—on premise, in the cloud, and on mobile devices.

As an integrated suite of technologies, EIM delivers productivity-based benefits to organizations in the public sector—from higher quality programs and services, to increased efficiencies, improved resource and budget allocation, greater transparency and accountability, and higher levels of trust in government programs and services.

The following chapter describes these technologies in more detail.
CHAPTER 5

E-GOVERNMENT TECHNOLOGIES
As a collection of technology suites, Enterprise Information Management (EIM) integrates information and drives value as it moves through government departments and processes. The foundations of e-government are based on integration, interoperability, and a capacity to share and integrate information based on common standards.

Within most governments, unstructured and structured content resides in many information sources. Platform technologies like records management, web experience management, and business process management help to create “smarter” and more useful documents, processes, and exchanges. Applications like case or correspondence management add value to information in context. A common technology infrastructure improves the flow of information across all processes, allowing it to flow from one context to another, from need to result, and opportunity to outcome.

Information is delivered as a responsive user experience for both employees and citizens through web browsers, desktops, and devices—all integrated with business applications SAP®, Oracle®, and Microsoft. The final piece of the technology puzzle is application development and the creation of a government app store facilitated by developer tools and a network. The result is a holistic e-government technology infrastructure. This is EIM.
e-Government enables connected government through technologies used to improve access, privacy, and security of information; establish networks across levels of government; provide online, mobile service delivery; and create opportunities for interactive democracy—at all levels of government.

<table>
<thead>
<tr>
<th>Time to Innovation</th>
<th>Community</th>
<th>Engage</th>
<th>Discovery</th>
<th>Share</th>
</tr>
</thead>
<tbody>
<tr>
<td>Time to Market</td>
<td>Create</td>
<td>Publish</td>
<td>Measure</td>
<td>Adjust</td>
</tr>
<tr>
<td>Time to Revenue</td>
<td>Enable</td>
<td>Prospect</td>
<td>Negotiate</td>
<td>Close</td>
</tr>
<tr>
<td>Time to Citizen Service</td>
<td>Initiate</td>
<td>Assess</td>
<td>Collaborate</td>
<td>Process</td>
</tr>
<tr>
<td>Time to Compliance</td>
<td>Capture</td>
<td>Classify</td>
<td>Manage</td>
<td>Discover</td>
</tr>
</tbody>
</table>

**FIGURE 5.2:** Seamless Information Flows

EIM delivers the platform for integrated e-government, bundling all of these capabilities together in a government-wide information management approach. What follows is a detailed description of these technology suites, including the following:

- Content Suite for Enterprise Content Management
- Process Suite for Business Process Management
- Experience Suite for Customer Experience Management
- Information Exchange Suite
- Discovery Suite

**FIGURE 5.3:** e-Government—A Seamless Experience
Content Suite

Available on premises, across mobile devices, and in the cloud, Content Suite is a set of Enterprise Content Management (ECM) technologies that includes a platform to unite capture, document and records management, workflow, search, and archiving, as well as applications such as email, e-discovery, auto-classification, and contract management.

Document Management

Document management provides full lifecycle management for any type of electronic document in a single, authoritative repository for storing and organizing electronic documents. Using document management, organizations can manage any type of electronic document in any file format. Metadata is indexed and can be used to easily retrieve and generate reports on documents based on custom criteria. Each piece of metadata information is an attribute, and sets of attributes can be grouped into categories that can be associated with any document. Multiple taxonomic classifications can be associated with documents in their original locations.

Document management allows users to work directly between the repository and their desktop applications to open, edit, and save documents directly from the repository for optimal productivity. Document management also supports the WebDAV protocol, allowing users of WebDAV-compliant desktop applications to connect directly to the repository.
Records Management
Organizations in the public sector can improve accountability, ensure compliance, and minimize the risk and cost of litigation with records management, an automated system that removes the complexities of electronic records management and makes the process completely transparent to end-users. The solution delivers a common records management file plan for all enterprise applications for retention and defensible disposition and the capabilities to classify all physical objects as records.

Archiving
Archiving empowers agencies to implement defensible, long-term archiving strategies to manage risk and intelligently govern today’s data types and volumes while controlling costs. Using it, agencies can access a common, agnostic infrastructure for all retention and archival needs; ensure content integrity; avoid redundancy while meeting legal and compliance requirements; and cost-effectively store and retrieve content.

Coupled with industry-leading records management and auto-classification, archive supports rich capabilities to drive compliant retention and disposition policies. The following feature demonstrates how agencies are deploying a defensible, long-term strategy to comply with regulations, meet legal obligations, and reduce the overall costs associated with unmanaged content.
A Health and Human Services Entity

What follows are excerpts from an interview with the Chief Technology Officer of a Health and Human Services Entity, which is part of the National Institutes of Health (NIH) and the primary federal agency for conducting and supporting biomedical research.

“We focus our research on infectious diseases like HIV/AIDS, flu, tuberculosis, and malaria, as well as tropical diseases and a number of other infectious diseases. We work internationally in over 100 countries. We also have an administrative component, play a significant role in bio-defense, and conduct studies in re-emerging diseases.

The Organization is very diverse. We are a federal agency, but we function like a pharmaceutical company with our own lab where we manage the lifecycle of a drug from basic research through to modeling and clinical trials. Because we’re a federal agency, we have to follow federal regulations. We have what we call a “validated environment” that has to comply with a complex collection of government and industry regulations such as the Federal Drug Administration Act, Freedom of Information Act, and Department of Defense (DoD) records management standards.

We work with a lot of manual paper processes and have to collaborate with sister agencies like the Ministry of Health and the Department of Health and Human Services, as well as with organizations at a global level. Many of our processes require signed approvals, and they were becoming too inefficient and prone to error. We implemented a document management solution to manage document-centric workflows and integrated this with e-sign technologies to expedite the approval process. Every process that we transform from paper to digital adds transparency and accountability and reveals where the bottlenecks are so we can address these to become more efficient. Using an application of this solution, we were able to reduce the bidding process on R&D contracts by 50 percent.

Transparency is good because it creates accountability in terms of open government. Many data sets that are available are not self-explanatory: they require experts to analyze and explain the data. A public cloud helps us promote the democratization of biomedical data. We have set up a comprehensive repository in the cloud with data about the human microbiome. Researchers who are interested can tap into the data in an open environment for research and analysis about the various microorganisms that live inside us.”

A public cloud helps us promote the democratization of biomedical data.
Authentification, Audit, and Security
A comprehensive content management solution is designed for high-security environments, allowing agencies to:

- Configure security according to the level required for each information asset
- Protect content at rest inside the organization through encryption and authentication at the repository level, ensuring only authorized systems and users are able to gain access
- Ensure that users see only what they have permissions to see
- Apply access rights at the group or individual level to specific types of content and to different stages in the lifecycle of content

Bulk Imaging and Capture
Capture solutions help bridge the gap between the structured and unstructured world to harness what was previously untapped value. Agencies can use it to maximize efficiency and cost savings by capturing enterprise content and managing it consistently within information governance guidelines.

**Imaging:** A solution for capturing and displaying a complete range of business documents. Imaging helps organizations digitize paper documents to eliminate the costs of storing paper, increase productivity by making all documents easily accessible, and capture all documents in a secure, long-term archive.

**Capture:** A solution that automates the capture and interpretation of paper documents, scanned images, email, and faxes using sophisticated document and character recognition software. Agencies use it to fully digitize their processes, reduce manual keying and paper handling, and reduced the risk of non-compliance.

Annotation and Redaction
From scanning to printing, universal viewers and imaging tools handle the access, sharing, and distribution of technical and business information, enabling organizations to:

- Create, capture, view, redact, markup, and publish content to support business processes
- Integrate view-markup-print-edit functionality for hundreds of document types into networked database solutions or intranet/web solutions
- Handle document viewing requirements—from native file viewing and 3D CAD model viewing to direct scanning of paper documents, and document markup and revision
- Access, share, distribute, and cooperatively review documents across a department or agency and with partners and suppliers

Through its multi-faceted solutions, Content Suite lays the groundwork for a comprehensive e-government strategy by providing capabilities to digitize, manage, and secure documents and records. In the following feature, Metro Vancouver is using e-government to manage its records throughout their entire lifecycle, from creation and dissemination to final archive and disposition.
Metro Vancouver

Metro Vancouver is one of 29 regional districts that were created by the provincial government to ensure that all British Columbia residents have equal access to commonly needed services. Regional parks, affordable housing, labor relations, and regional urban planning are significant services provided directly to the public. The Region has approximately 1,300 full-time employees and serves a population of 2.1 million.

The Region needed a central, secure repository for storing and distributing electronic records. An e-government solution would enable them to enforce retention periods and disposition rules based on preset periods to help control risks, reduce storage costs, and ensure regulatory compliance. They were also looking for an improved user experience for the profiling of documents that included automation and improved accuracy.

The system currently contains almost two million documents. An automated records management solution removes the complexities of electronic records management, making the process transparent to the end user. It maps record classifications to retention schedules, which fully automates the process of ensuring that records are kept as long as legally required and then destroyed when the time elapses. Enforcing governance across the region, each of its 14 departments is responsible to comply with policies, best practices, and procedures issued by the corporate records team. The system is helping to make sure that the Region can prove through audits that the documents in the system are trustworthy records—and that they comply with statutes and regulations while promoting good business practice.
Process Suite

Process Suite is a combination of Business Process Management (BPM) applications and solutions designed to help agencies work more efficiently, lower costs, and achieve business goals with real-time business insight. Governments can use them to reduce the time-to-value for deploying solutions; meet the changing needs of service requesters and providers; develop and deploy process applications to match business requirements, from packaged apps to model-driven development—on-premises, in the cloud, or using hybrid deployment.

Smart Process Applications

Smart Process Applications (SPAs) are created by configuring foundational processes and assembling pre-built components. Organizations use SPAs to create intuitive business services, case management, and efficient process transactions, and integrate data silos and back-office systems.

Out-of-the-box modules are available for:

- Service Center for web and mobile access
- Work Center environment for productivity
- Reporting Center for business insight
- Change Tools for process improvement
- Configuration Tools for services, assets, and people

Dynamic Case Management

Dynamic case management automates collaborative, people-driven and content-intensive processes, such as customer-facing or exception-handling processes. It gives agencies a 360-degree view of citizens to provide better service and improve response times. A persona-based user interface accesses the system to manage cases, while leveraging existing systems of record.

The Care Assessment Agency (CIZ) in the Netherlands is using BPM to effectively manage their caseloads and other processes for optimal efficiencies.

Experience Suite

Experience Suite is an integrated suite of Customer Experience Management (CEM) products delivered as a comprehensive platform to manage media, web, social, and interactive content to deliver a consistent user experience across multiple channels—while adhering to information governance policies and regulatory requirements.
Care Assessment Agency (CIZ)

CIZ is a Dutch Government organization responsible for handling the assessments of people who apply for care under the Exceptional Medical Expenses Act. They handle one million assessment cases a year and have approximately 1,200 internal and 17,000 external users of their systems. What follows are excerpts from an interview with the CIO of the CIZ, Robin van Iperen.

“Our key mission activities are to determine whether someone is entitled to care under the Exceptional Medical Expenses Act in Holland. We are the gatekeeper of 28.5 billion euros ($38.5 billion USD) spent annually under the Exceptional Medical Expenses Act.

Our old system was supported by 17 databases, which was neither effective nor efficient. When we selected a BPM platform to replace it, we were looking for a flexible platform that would automate our front- and back-end processes like case management and enable us to adapt our software systems to changing legislation. We wanted to create processes that would support interaction between business users and IT professionals.

The beauty of this platform is that you can use it to create a case model and showcase business users, who can recommend changes. These changes can be made immediately, rather than waiting for six months after the solution has been deployed to implement them. We put business users and IT developers together in one room and, as a result, we were able to develop a more effective case management solution. We ended up with a system that incorporated all of the business rules and presented users with an intuitive interface.

The system automates the primary processes of the CIZ and helps to facilitate policy development through improved decision making at the board level, based on accurate information. We have used it for case management, as a platform for our backup system, and as a messaging system to communicate with third-party organizations. Our future goal is to create applications that are fully adaptable to any device.

We are also looking at working with other agencies as well as private organizations. To this end, we have established a system that integrates our information with information from other organizations in the health care network—to help us oversee the processes behind the consumerization and financing of health care in Holland.

Many Dutch citizens conduct their business online. The Dutch Government has set a goal of 2017 to transform itself into a digital government, so we are now focusing our activities on making our processes and solution both digital and mobile for end users. In 2015 there will be changes made to the Dutch health care system with many services transferred to the local government level. The adaptability of the software system is really important because we know that a lot of changes are coming our way.”
The Dutch Government has set a goal of 2017 to transform itself into a digital government, so we are now focusing our activities on making our processes and solution both digital and mobile for end users.
Web Experience Management

Web Experience Management (WEM) is built for high-volume, transaction-oriented web applications across all customer-centric touch points—intranet or extranet, public or private. Public sector organizations can elevate the overall web experience and cater to the unique needs of all citizens with:

- Responsive design to display content consistently across mobile devices and platforms
- Compelling experiences and meaningful conversations
- Optimization of every citizen touch point with device neutral, content-centric experiences
- Alignment of IT and business digital strategies, processes, and technologies
Portal
Portals improve engagement with public servants, partners, and citizens through highly interactive and contextual online experiences. Portals can be used to create and deploy mashups and composite applications, implement microsites and global initiatives with ease, and improve citizen services with an online community.

Media Management
Media management is the proven and tested enterprise Digital Asset Management (DAM) solution, providing secure, cost-effective control of digital assets across multiple delivery channels and media platforms. With sophisticated search, navigation, and collaboration tools, media management provides a central repository and integrates with existing systems. Automated workflow capabilities ensure that production, reuse, and publication processes work together seamlessly.

Communications Management
Customer communications management improves citizen experience through the automation of communications. Personalized documents are created through rules-based dynamic assembly and presented to citizens, partners, and suppliers in multiple formats across multiple channels. From one-to-one contact to the high volume, mass production of documents, communications management simplifies and automates document-related business processes to improve business performance and efficiency.

Social
With e-government social capabilities, agencies can seamlessly integrate information governance with consumer-style file sharing and social collaboration apps to provide users with the best ways to engage without compromising security and compliance requirements. Productivity is enhanced by breaking down organizational barriers, facilitating the transfer of knowledge, and accelerating decision-making processes. A more socialized intranet or a social workplace allows teams to focus, work more efficiently, and connect with relevant resources and expertise by connecting employee-to-employee, citizen-to-citizen and employee-to-citizen.

Oakland County Michigan is using an e-government media management solution to integrate, manage, and digitize its media assets.
Oakland County, part of the Detroit, Michigan metropolitan area, is home to 62 cities, villages, and townships with a population of more than 1,200,000. The County’s knowledge-based economic initiative, coined “Automation Alley,” is one of the largest employment centers for engineering and related occupations in the United States.

Over the past several years, the County has built up an extensive digital library of assets that is used for newspaper advertisements, posters, brochures, event programs, the County website, and more. The County required a solution to manage over 40,000 digital assets and make them accessible to people in marketing, public relations, and other County departments.

Oakland County opted for a fully hosted e-government solution to provide a centralized repository for the storage, management, and distribution of approved digital content. With the hosted solution, the County is now able to manage their digital media assets without the need for internal IT support and resources. The County has effectively opened up access to their media to all County personnel, including those within the marketing and planning departments; also within parks and recreations and the health department. The system has saved users time—an estimated 30 percent—and the County money by improving overall productivity. It has created a new level of usability by enabling County-wide access and ensuring efficiency in the production, reuse, and publication processes of all digital assets.

FIGURE 5.9: Oakland County Website

It has created a new level of usability by enabling County-wide access and ensuring efficiency in the production, reuse, and publication processes of all digital assets.
Information Exchange Suite

Information Exchange Suite enables businesses to accelerate and control how information is delivered—increasing the security and reliability of sensitive or complex communications. Organizations can execute transactions quickly, easily, and with a higher level of confidence.

Managed File Transfer

Agencies can manage the secure exchange of large files inside and outside of the firewall with enterprise-level security and auditability, protocols to accelerate large file transfers, and a single file transfer solution for all ad-hoc and process-based requirements.

Fax and Distribution

Agencies can automate and integrate the exchange of business-critical documents on premise or in the cloud in order to increase productivity and lower operational costs. Using fax and distribution, organizations can transform paper-based operations into digital processes, reduce manual labor and automate information distribution, and send and receive faxes on premise and in the cloud.

B2B Integration Services

Agencies can optimize the reliability, reach, and cost-efficiency of supply chains with Electronic Data Interchange (EDI) and integration services with capacity beyond traditional Value Added Networks (VANs) with a world-class EDI transaction network.
Discovery Suite

Discovery Suite uses search and content analytics on enterprise information to accelerate time to value. It transforms big data from a costly byproduct of today’s knowledge workers into a valuable resource that drives innovation and powers customer engagement.

Search

As a fundamental part of the Discovery Suite, robust search increases productivity, enhances knowledge capture and sharing initiatives, and produces accurate result sets so the right information is found when it is needed. Search provides unified access to internal and external information, helping agencies save money and reduce risk through secure, permissions-based search.

Content Analytics

Organizations use content analytics to extract meaning, nuance, and context from vast amounts of unstructured content to analyze it and harness its true business potential. The solution is being used to create machine-readable content from unstructured data, connect people with relevant content, discover accurate information to support decisions, and boost productivity. Features include concept extraction, entity extraction, categorization, sentiment analysis, summarization, language detection, similarity service, and a management console.

FIGURE 5.11: Content Analytics
Semantic Navigation
Semantic navigation delivers highly relevant information to website visitors to drive engagement by automatically analyzing and tagging content to produce insightful facets, improve website conversion rates, and aggregate information from all systems for unified access.

Auto Classification
Using auto classification, agencies can establish a highly defensible, completely transparent records management program as part of a broader information governance strategy while automating policy application tasks for business users. Auto classification helps reduce litigation risk, e-discovery, and storage costs; improve compliance, security, and user productivity; and save time in addressing the need to classify huge volumes of legacy content, email, and social media.

InfoFusion: A Common Information Management Platform
InfoFusion delivers a new approach to managing, analyzing and understanding unstructured information with the ability to replace one-off information applications (and their associated indexes, connectors, hardware, and support) with a common information management platform. InfoFusion helps to manage storage capacity, apply retention and lifecycle controls on terabytes of data, rationalize legacy applications and content, and provide unified access to content for end users. It significantly reduces the cost and complexity of individual systems and content sources through discrete applications for data integration, content migration, data archiving, and legacy decommissioning to help reduce the cost and complexity of individual systems and content.
e-Government Applications
The following e-government applications address business challenges with targeted public sector solutions.

Constituent Services
Agencies use this application to streamline service delivery with a single online portal that unifies front-end citizen requests with back-end services. The portal allows for personalized communications and delivers automated notifications on status and performance reports for managers. The application improves efficiency, citizen engagement, public servant productivity, and service delivery.

Public Information Request Tracking
This application automates information request processes and eliminates multiple touchpoints, duplicated errors, and backlogs due to inaccuracies. Each request is captured, assigned an individualized tracking number, and processed using an automated workflow application. With this application, agencies can provide access to information accurately and efficiently to meet open government mandates.

**FIGURE 5.13:** A Complete, Flexible Roles-Based Solution for Tracking Requests

Correspondence Tracking
Correspondence tracking ensures the effective capture, response, storage, and management of paper and electronic correspondence. A pre-packaged toolkit tracks and controls business correspondence from a variety of sources, including scanned letters, email messages, faxes, electronic documents, and hand-written notes. Correspondence is automatically routed to appropriate staff to meet response deadlines, while still following compliance standards.
Financial and Audit Compliance

This application was designed to meet the rigorous requirements of government accounting systems and audits. Agencies use this application to capture, search on, and access all purchasing and contract documentation. The impact of audits is reduced by the system which automatically assembles sample packages for audit, and streamlines the process to reduce cost.

Digital Records Compliance

Agencies use this application to capture and manage agency records in digital format, from email and documents to photos and social media. It helps to save time and money and improves performance by organizing information and associating it with daily tasks. Agencies can reduce the costs of e-discovery and meet records compliance mandates and standards (MoReq 2010, DOD 5015.2) with digital records compliance.

Digital Preservation of Culture

Digital preservation ensures that existing and new digital materials of value will be preserved and accessible for future generations. This application is comprised of a trusted repository, archiving, digital asset/media management, content lifecycle management, records management, metadata creation, and digital rights management. It can be used to manage information according to regulations and facilitates collaboration between the private and public sector through a sustained approach to archiving and managing national content.
Human Capital Management

Agencies use this application to streamline and improve human capital processes through services that support recruitment, on-boarding, training, benefits, appraisals, and more—out of the box. Agencies have experienced improved Human Resources (HR) staff productivity and performance visibility and eliminated paper-based processes using human capital management.

Many of these e-government technologies and applications will be described in further detail in the following chapters about e-government at the international, national, regional, and local levels.
CHAPTER 6

E-GOVERNMENT AT THE INTERNATIONAL LEVEL
Globalization has made the world a smaller place. When national governments face challenges that exceed their capacity, they look across their national borders to embrace global partnerships. In this chapter, we examine the modernization of relationships between nations and multilateral organizations, non-governmental organizations (NGOs), and multinational corporations, with a focus on how e-government facilitates more effective, collaborative, and efficient international relations.

Multilateralism and bilateralism have roles to play in promoting a more just and environmentally sustainable global order. Bringing together international stakeholders to develop policies and solve multi-disciplinary issues such as globalization, sustainability, nuclear proliferation, sanctions and trade regulations, global finance, terrorism, and human rights requires robust, secure communications and technology infrastructure to support efficient coordination.

**FIGURE 6.1: e-Government Framework**
Examples of multinational organizations include the United Nations (UN), the World Trade Organization (WTO), the Group of Eight (G8), the Group of 20 (G20), the Organization of American States (OAS), the World Health Organization (WHO), and the Association of Southeast Asian Nations (ASEAN), as well as UN-related bodies like UNHCR. Additional examples include, the Commonwealth, the Organisation internationale de la Francophonie (OIF) (known more commonly as La Francophonie), the International Monetary Fund (IMF), and the Organisation for Economic Co-operation and Development (OECD). Multilateralism also describes joint military alliances, such as NATO.

![ASEAN Online](image)

**FIGURE 6.2: ASEAN Online**

The government mandate for foreign affairs works to ensure that foreign policy advances national interests, enhances security, increases opportunity, and expands market access at bilateral, regional, and global levels. This depends on understanding, trust, and effective collaboration amongst a range of partners, both inside and outside of government. Communication and negotiation between representatives of states requires access to technologies that enable greater collaboration, interaction, and dialogue, with global levels of security.

From discussions on human rights to forums devoted to strong, sustainable, and balanced global growth, e-government delivers a global forum for open constructive dialogue and analysis. It enables rapid sharing of the latest research, statistics, and opinions for evidence-based decision making. It creates a secure and persistent presence for international events before, during, and after they have occurred to preserve intellectual capital, capture innovation and preserve best practices. And finally, it documents decisions and responsibilities.
Successful multilateral and bilateral ventures require new models of partnership between governments and nonprofit sectors, government and the for-profit sector, and other networked organizational forms. As a collaborative platform, e-government supports the growing role of private sector organizations in international affairs (which is discussed further in Chapter 10) and reinforces the rise of NGOs as central players in international development.

New Models of Engagement

Based on a need to collaborate across borders, NGOs have traditionally embraced innovative models of engagement. The anti-landmine movement that resulted in the signing of the Treaty to Ban Landmines and won the Nobel Peace Prize in 1997 was driven by the effective use of email. Other activists and lobby groups have been effective at the use of technology to organize efforts, usually much faster than governments.

e-Government flattens traditional geographical boundaries to tap into the power of networks, spanning the boundaries of government, citizens, and the private sector to engage globally for collaboration, transparency, and participation. In our networked world, the pace of change, the threat of risk, and the freedom of opportunity makes collaboration essential for success.

The emergence of a generation of digital natives (people who have grown up using digital technology) has made connectedness a fact of life. Citizens readily adopt new technologies to interact in new and more meaningful ways. Governments must follow suit. e-Government solutions pave the way to digitally-enabled collaboration and innovation. Adopting mobile, cloud, and social technologies will produce tangible benefits, helping governments, NGOs, and foundations to become more efficient, cost-effective, and agile.

In these times of economic crisis and globalization, it is imperative that nations work together. Managing relations between governments, NGOs, the private sector, and citizens is a necessity as countries become more decentralized. As illustrated in the following story, organizations like the LEND Network are using e-government solutions to transform government partnerships from a bricks-and-mortar model to virtual institutions to implement change in a matter of days, as opposed to years.

NGO Engagement

NGOs are complex in nature. They are based on a system that is a mix of collaborative and diverse groups that operate at many levels—from small, local operations to global multinational organizations. NGOs partner with governments, multilateral agencies, and the private sector, putting them in a unique position to help develop, influence, and implement international agendas based on interactions with various stakeholder groups.
The LEND (Leaders Engaged in New Democracies) Network is a groundbreaking new effort to support leaders in emerging democracies. It is a secure, self-perpetuating community that operates in a largely virtual setting. The LEND Network brings together key leaders from the world’s newest democracies with former presidents, prime ministers, and others responsible for past transitions to democracy. It augments face-to-face meetings with ongoing peer-to-peer exchanges via a sophisticated, secure, virtual e-government platform.

The LEND Network fills a crucial need. It facilitates real-time information sharing amongst leaders in new democracies and those who have successfully navigated the challenges of democratization. The LEND Network employs the latest communications technology, including tablet computers and video conferencing, to create an online forum where leaders can securely exchange information. The project is designed to provide peer advice, peer support, and capacity building to political leaders and policy makers in key emerging democracies around the world.

By leveraging online voice, video, and text communication along with groundbreaking translation tools, the LEND Network addresses costly and logistical barriers that have limited such efforts in the past. It is accessible via mobile devices and hosted in the cloud. Approximately 20 countries are participating in the LEND Network with the goal of exchanging best practices and experience acquired during past transitions to democracy with senior officials working to consolidate democratic gains in today’s newest democracies. The project received technology resources from companies including Google, OpenText, and DialCom-Spontania; funding from Sweden and the United States; and backing from many leading civil society organizations.
For the most part, NGOs deliver bottom-up engagement projects that are typically co-financed by foundations, networks, or implemented by NGOs themselves. They aim to mobilize and gain support or deliver campaigns at the grass-roots level—often based on social media tools like networking and blogs that help to promote participatory government.

Traditionally, NGOs have focused on infrastructure projects (wells, bridges, habitat, etc.), but today they are looking more to education and technologies as long term enablers in a shift that puts NGOs ahead of governments in adoption. This is because they have critical links to all stakeholders, from local citizens and communities to governments and authorities who provide frameworks for policy development.

NGOs in the digital age have become more connected, integrated and skilled at running themselves as businesses, based on effective human capital management, strategic planning, performance management, social fundraising, and advocacy—all of which can be managed with e-government technologies.

e-Government solutions help NGOs to engage more effectively and securely, reducing the risks of corruption and mismanagement of funds and giving them the capacity to:

• Automate processes to maximize efficiency and minimize the risk of corruption
• Remove intermediaries that incur costs and follow their own agenda
• Improve collaboration and cooperation; reduce the red tape in public bureaucracies
• Increase transparency, accountability, and auditability through public transactions
• Preserve knowledge and enhance knowledge transfer through the exchange of best practices and secure repositories

A Global Footprint

FIGURE 6.4: e-Government Extends Multilateral Reach
e-Government helps to build a technically-oriented and governance-focused landscape for NGOs. It brings various stakeholders together to collaborate in real time, regardless of their location, time zone, or device. It builds knowledge capacity and advances aid development. Research programs are more readily established, grown, and globalized to deliver aid expediently and effectively.

Operating on an e-government unified platform, various stakeholder groups involved in international aid can be made more effective, accountable, and transparent. e-Government transforms the role of the NGO in promoting international aid, development, and democracy through increased stakeholder engagement and reducing the potential for corruption in international development programs.

**Facilitating International Development**

e-Government is a powerful tool to help developing economies realize the benefits of an emerging global information society. Sharing experiences and best practices for implementation, understanding why projects fail and why they succeed, and adapting solutions to the social and economic context of a nation will expedite the adoption of e-government in developing countries around the world.

As in the CARE Canada example below, e-government is revolutionizing the way governments interact with all their stakeholders. From the rural farmlands of India to villages in Africa, e-government is improving the quality of life for citizens in developing countries by increasing access to information that is useful in their daily lives, providing government services, establishing policies for development and aid, and offering new opportunities to participate in the political process.

e-Government gives governments the ability to forge new relationships among agencies, NGOs, and the private sector—which serves to make services and programs more accessible. Projects are easier to scale and collaboration amongst key stakeholders helps policymakers develop meaningful reforms based on knowledge of commerce, technology, and management.

An e-government solution can help provide citizens in developing countries with access to:

- Programs and services through a government portal
- More participatory government through mobile-enabled social media
- Accurate and secure government-based information
- A digital platform for both citizens and public servants

All of these services can be provided in the cloud, saving governments millions in infrastructure costs. Although outsourcing to the cloud does raise data sovereignty issues, especially in light of the USA PATRIOT Act which potentially grants government access to data as soon as an organization interacts with a company in the U.S., the benefits outweigh the risk if the cloud vendor is based in a neutral country.
CARE Canada is a non-profit and non-religious charitable organization. As a member of one of the world’s largest independent relief and development federations, CARE International, CARE Canada’s mission is to improve the provision of security and well being for the poor in developing regions and war-torn societies. For over half a century, CARE has been bringing emergency relief to those in need around the world.

CARE’s community-based programs place a special focus on working with women because they are disproportionately affected by poverty and are crucial to fighting it. Based on this, CARE Canada has successfully initiated the *I Am Powerful* campaign to promote the empowerment of women internationally. Having trusted digital technology as the foundation for their intranet, CARE Canada revisited the solution, which they named Minerva, as their main tool for information storage, knowledge sharing, and distribution to help support the campaign.

Comprised of women responsible for spreading the *I Am Powerful* message within their own circles of the organization, users champion the repository. The reference group works in different departments, such as overseas programming or with emergencies or finance, in numerous sectors. Many of CARE’s contributors are not highly technical, so the solution has to be user friendly, interactive, and easily accessible. The system contains documents for distribution, information for their personal use, and in-depth knowledge that is restricted to their view only. Minerva has proven to be a secure repository that encourages knowledge sharing and informational consistency within the reference group and throughout the CARE organization.

**FIGURE 6.5: CARE’s *I Am Powerful* Campaign**
Many developing countries do not have the infrastructure necessary to deploy e-government solutions and services. These governments need to build out their Information and Communication Technology (ICT) infrastructure to solve issues around connectivity, privacy, accessibility, and security. Moving to a private cloud, as discussed in Chapter 14, helps make programs and services available in developing countries, without requiring investment in technology or resources. Service delivery is more affordable, time-to-value is realized quickly as solutions can be up and running quickly, and support for a system can be outsourced to further reduce costs.

**International Standards and Regulations**

NGOs and government agencies work together to develop global regulations, policies, and standards. International standards and regulations ensure that products and services are safe, reliable, and of good quality. For business, they serve as strategic tools to reduce costs by minimizing waste or error and increasing overall productivity. Standards and regulations help organizations access new markets, level the playing field for developing countries, and facilitate free and fair global trade.

As illustrated in the feature below about ISO, standards are developed through a consensus process. Experts from all over the world develop the standards that are required by their sector. They collaborate to share international experience and knowledge. E-Government solutions facilitate the secure exchange of knowledge, collaboration around this information, and the communication channels required to set standards and regulations across the globe.

**Global Banking Regulations**

Financial markets are globally integrated. The banking industry is connected and relies on national and global economies. For this reason, it is important for regulatory agencies to maintain control over the standardized practices of these institutions. The International Monetary Fund (IMF) is a multilateral organization that oversees the global financial system and monitors the economic and financial policies of its 188 member countries. Like the IMF, the World Bank is an international financial organization that provides loans to developing countries to promote foreign investment and international trade, and to help reduce poverty.

The consistent implementation of regulations results in a more effective global financial system. One of the challenges the global system faces is that while rules are established internationally, domestic regulators are responsible for enforcing them. As changes rapidly take place, the pace of domestic implementation is often not consistent at a global level.
ISO has greatly reduced the time required to publish international standards, and can now manage all official documents and reports electronically.

The International Organization for Standardization Central Secretariat (ISO) is a worldwide federation of national standards bodies from 156 countries. Complying with ISO standards, such as ISO 9000 for quality management, is a must for any organization before it can compete in the modern global economy. Companies in every kind of business imaginable—from chemical to information technology—are required to comply with particular ISO standards as a prerequisite to doing business. Maintaining and publishing content on more than 15,000 ISO standards is no simple task. The very success of the ISO program depends on making sure that the most up-to-date, valid standards are made easily available to the countless number of worldwide users.

The ISO’s Central Secretariat uses Enterprise Content Management (ECM) to effectively manage the entire standardization process—from development to distribution. ECM provides a long-term foundation for capturing knowledge and is web-based, so it can ease the process of distributing information over the ISO extranet. This means customers have instant access to information directly from their web browser, and they also have print-on-demand capability, which reduces operational costs. ISO uses ECM to manage content for its bilingual web site—www.iso.org—and also to manage content for its web store.

ISO has greatly reduced the time required to publish international standards, and can now manage all official documents and reports electronically. It is one of the largest virtual organizations in the world.
The recent global financial crisis wreaked havoc in the global financial system as banks became insolvent or received taxpayer-funded bailouts. The crisis resulted in significant regulatory changes made to the global banking sector to prevent a similar crisis from happening again. These changes demonstrate how interconnected the world is today, and the domino effect created when one system crashes and the others follow suit. This kind of interdependency requires extensive consultation, collaboration, and communications between governments, institutions, and organizations.

The following feature about the Office of the Superintendent of Financial Institutions illustrates how e-government solutions bring together key participants—from policymakers to regulatory officials—to expedite the decision-making process. Critical information is stored, shared, managed, and archived securely in an e-government system.

Private Sector and NGO Engagement

Global collaboration fosters a global perspective. A global perspective is needed to address many of the global crises we face today, such as the one billion children currently living in extreme poverty. NGOs are particularly effective in this arena as they exert international influence and local presence. Government partnerships with NGOs and organizations in the private sector can help agencies around the world meet their mandates of increasing efficiency, expanding capacity, and improving the quality of life for all citizens.

FIGURE 6.7: Outcomes of NGO and Private Sector Relationships

---

The Office of the Superintendent of Financial Institutions (OSFI), the regulator of federally registered financial institutions operating in Canada, needed to implement a system to streamline, standardize, and re-design internal processes and improve the management of information across the organization in response to government legislation, which specifies that certain types of cases are automatically “deemed approved” if OSFI does not render a decision within 30 days.

OSFI deployed ECM technology to create a central repository for managing unstructured content, as well as process workflows and collaborative workspaces. OSFI’s case management system makes it easy for case officers and other expert reviewers to find and share case information, ensuring everyone is spending more time focusing on higher-value areas that require their expertise and judgment. In addition, OSFI’s Business Systems Integration Initiative (BSII) provides a level of automation, so that OSFI employees can quickly and efficiently manage regulatory processes, improve risk management supervision, and speed responses to key stakeholders.
Partnerships between NGOs and the public and private sectors enable national policies to be expanded to the international level. From a governance perspective, an increasing number of NGOs are participating in multi-stakeholder initiatives and learning how to manage relations with all stakeholders—from government to private sector organizations. e-Government serves to expedite these relationships through facilitating systematic dialogue, shared programs, certification, consultation, and research cooperation.

Organizations in the private sector are attracted to these kinds of relationships based on opportunities to extend their reach globally and to fulfill the requirements of corporate responsibility. The benefits of this kind of relationship include brand or reputation enhancement, sustainability, and a rise in awareness of social, economic, and environmental issues.

An NGO and private sector partnership carries long-term outcomes above and beyond philanthropy. Potential outcomes of NGO and private sector engagement include the establishment of standards and guidelines, increased efficiencies through improved supply chain operations, greater employee satisfaction, the development of more effective business models and management tools, enhanced stakeholder engagement and support, and higher quality products and services based on shared innovation. These can result in greater economic, environmental and societal gains on the whole. e-Government provides the technology infrastructure needed to support new business models and foster collaboration and innovation to serve new markets and support communities locally through economic development and self-sufficiency.

As illustrated in the stories below about the Vancouver Olympics and the RBS 6 Nations Championship, e-government facilitates organizers of international events, bringing together international sports federations (IFs), National Olympic Committees (NOCs), and organizing committees for each specific Olympic Games, corporations, citizens, and athletes.

e-Government delivers increased capacity and multilateral reach to national governments. From the Olympics to multilateral organizations and bilateral meetings, e-government helps nations cross geographic boundaries to sustain political engagement and establish working relationships based on trade, investment, and innovation. This is demonstrated in the current collaborative Canada-Mexico Partnership (CMP), which aims to promote collaboration not only between nations but between the public and private sectors as well, which is discussed further in Chapter 10.
To prepare for the Vancouver 2010 Olympic and Paralympic Winter Games, the Department of Canadian Heritage turned to an e-government solution to ensure safe, secure, and easily accessible records, documents, and collaboration. With numerous departments, and committees heavily involved (including the Vancouver Organizing Committee for the 2010 Olympic and Paralympic Winter Games [VANOC], the government of British Columbia, the City of Vancouver, and the resort municipality of Whistler), it was imperative that the latest documents were easily accessible, collaboration was safe and secure, and records of all the processes and documents were kept to ensure order and to share lessons learned and best practices with the team the next time the country hosts the Games.

The Government of Canada created a shared system initiative based on document management, records management, imaging, workflow, reporting, and e-mail integration products. Mobility was also important for the project to enable access to documents via the web.

The system was fully bilingual, allowing people to work in either English or French. A Francophone employee would be presented with a French environment and an Anglophone presented with an English environment. Employees could submit documentation or search in either language. Another advantage was that the system created a framework for how to manage information, whether it be email, paper, or electronic documents. One of the greatest benefits, however, was the assurance that content was secure.
Partnering to Preserve Culture and Heritage

NGOs, experts, centers of excellence, and research institutes play vital roles in safeguarding a nation’s cultural heritage. At the national level, governments are working with NGOs to promote, identify, and preserve cultural heritage due to the social responsiveness, social focus, and cultural sensitivity NGOs have for the communities they serve.

It is true that governments are the stewards for digital preservation—integrating knowledge and creative materials into education, unleashing creativity in culture, providing an authoritative source for public policy development, and encouraging engagement around the world. However, the collaboration between NGOs and private and public sector organizations offers a unique approach to managing and promoting national content. And often one that is repeatable and marketable.

e-Government solutions that help to preserve national culture and heritage are made of technologies that interoperate and include a trusted repository, digital asset or media management, content lifecycle management, records management, web content management, metadata creation, and digital rights management.

By its definition, sustained digital preservation requires that preservation-related activities are technically, financially, organizationally, and culturally sound. The approach is rooted in collaboration between government, NGO, and private sector organizations and in the rapidly evolving international standards for managing authentic digital records and media in a modern administrative environment, as illustrated in the feature below.

e-Government facilitates a sustained approach to the preservation of culture to bridge generational and geographical divides. It enables citizens to be engaged and informed on national and international issues. It is also a means of sharing knowledge with the world and of providing access to resources in developing countries. Such knowledge resources must respect an honored tradition and continue as open, free public goods. This open government approach is explored in Chapter 12.
RBS 6 Nations Championship

Mobile access solves a growing need in viewership experience, as last year over 51 percent of all site visits came from a mobile or tablet device.

The RBS 6 Nations Championship is the world’s foremost annual international rugby event. Rugby teams from England, France, Ireland, Italy, Scotland, and Wales compete each year in a series of fiercely-contested matches. Each game is followed by tens of millions of rugby fans all over the world via television, radio, mobile devices, and the web.

The existing RBS 6 Nations Championship website was unable to meet the demands of its always-connected, international, mobile viewers. With so many international supporters visiting the site, there was also a need to extend its multilingual capabilities and provide information to the media in their local languages. The tournament organizers, Six Nations Rugby Ltd., decided to redesign the site.

The new site went live on a new digital platform in time for the RBS 6 Nations to kick off the 2014 Championship. The new platform, available in English, French and Italian, includes dynamic web and mobile sites, a Virtual Press Office, a Digital Media Guide, and a Judiciary Platform. The innovative platform uses the latest technology to ensure the ultimate user experience for those following the action. The site follows on-field action with live match coverage of all the games, in-game statistics, live images and commentary. It offers a wealth of historical statistics from the competition, as well as embedded YouTube video highlights from present and past fixtures. Complementing the website is the mobile friendly platform accessible from any smartphone or tablet. The content during matches focuses on the live action, defaulting the fans’ view to the match center for instant updates on all the fixtures. Mobile access solves a growing need in viewership experience, as last year over 51 percent of all site visits came from a mobile or tablet device.

www.opentext.com/e-Government/RBS6NationsChampionship
e-Government at the National Level

Although structure varies from country to country, federal governments perform essentially the same functions. They lead at the national level and are authorized to legislate across a country. National governments share common challenges based on their historically complex structures. This chapter examines how federal governments are using e-government to overcome these challenges—and improve operations through new patterns of decentralization and specialization, embedded in multi-faceted information systems and shared services between agencies.

As discussed in Chapter 2, the federal system of government divides legislative powers between a central government and the governments of the provinces or states. Creating a federal system of government requires working across many different layers, making for a very large and intricate system. Each province or state determines its own policies around citizen programs and benefits, which adds to an already fragmented system of government.
Canada, for example, is a highly decentralized federation. Power is diffused across the country with the provinces controlling primary areas of public policy. Under Canada’s Constitution, the federal government’s responsibilities cannot be altered by another level of government. This is also the case for provincial governments, which are recognized as autonomous entities under the Canadian Constitution. The federal and provincial governments represent political power within their respective jurisdictions. In Canada, municipal and regional governments are created and empowered by the provinces.

The roles of regional and federal governments represent an ongoing debate between centralists and decentralists. At one extreme, centralists advocate the federal government as a centralized, unified, and efficient governing force. Less power is relegated to the states in areas of policy creation and control. Decentralists, on the other hand, support authority and policy development at local levels of government with limited authority at the federal level. This approach is based on the belief that provincial and territorial governments are better positioned to promote local interests. e-Government has the potential to bridge levels of government, taking a citizen’s perspective on access to services and making the differing jurisdictions transparent and seamless.

**Accelerating Transformation**

e-Government accelerates transformation by connecting vertical and horizontal levels of government with a focus on delivering services according to citizen need. The approach is citizen-centric rather than program-centric, and e-government is the enabler by providing new models of collaboration and a platform that works across functional boundaries to deliver e-services. As outlined in Chapter 1, the mission to protect citizens is a top priority for federal governments. In today’s information-based society, security and protection are essential. For e-governance to be effective, national governments must focus on making their networks and services safe. e-Government delivers component technologies that support secure, transparent, and user-based identity management to help build trust in digitized services. This entails that governments educate citizens about the threats of cyber attacks and identity theft, and offer measures of prevention and protection.

Other safety measures managed at the federal level include the development of standards around digital governance and compliance with emerging regulations. Standardization and the application of open source software promote competence and use of information management technologies. The “Digital Agenda for Europe” identifies improving standards and interoperability as keys to future success in governance.
On the citizen side, secure e-government promotes deeper citizen engagement. Opening up government information to citizens and involving them in the decision-making process increases civic participation in policy and program development. Many governments around the world are using technology to unlock the power of data to improve transparency and efficiency through the co-creation of products and services. Open government and open data are discussed in greater detail in Chapter 12.

e-Government makes government leaders accessible through multiple channels of communication. In some elections in the U.S., town halls or debates have been hosted as live feeds. In a more specific example (see above illustration), the National Pipeline Mapping System makes information about pipeline safety available online to U.S. citizens. Any member of the public can view maps of pipelines accurate to about 150 meters across the country. Citizens can search by operator, pipeline, name, or even the status of the pipeline. Pipeline data about incidents is available and much of it can be downloaded. A homeowner can find information about any company, including how many barrels of oil were spilled in a year, associated property damage costs, and even details about company inspections.

Digital solutions generate growth in a digital economy. A crucial element for successful innovation-led development is quick and easy access to expertise and resources. e-Government facilitates the creation of communities of practice, bringing together entrepreneurs, subject matter experts (SMEs), researchers, and academics for efforts in research and development and the commercialization of products. Intellectual property rights for the development of technologies and services must be enforceable in the digital age. To prevent copyright infringements, federal governments need effective tools and processes for digitization and distribution.

**FIGURE 7.2:** Digital Agenda for Europe
Governments must adapt to the new digital world and manage information and technology appropriately. For e-government to be successful, certain conditions need to be in place. Digital infrastructure and networks must be expanded, and investments in research and development increased. To provide the necessary infrastructure, requirements for security, reliability, standardization, and interoperability should be established and implemented. The role of the Internet and other channels in regulatory and policy development should be determined.

The gap between governments and tech savvy citizens is widening, manifested in an unwillingness or inability to adopt new digital tools, processes, and approaches. Governments are realizing the key role that technology plays in modernizing services, and many countries have articulated e-government agendas such as the “Digital Agenda for Europe,” the U.S. Government’s “Building a 21st Century Platform to Better Serve the American People,” and Canada’s “Digital Economy Strategy.” What follows is an overview of some international efforts toward implementing effective e-government, illustrated through example deployments in select countries around the world.

**e-Government in Canada**

In Canada, the federal cabinet determines priorities, sets tax levels and spending, and manages the administration of government departments. The prime minister appoints cabinet members, exerting influence on key priorities and policies to focus on. The federal level of government in Canada is made up of departments or ministries, along with over 130 agencies and crown corporations and the courts.

---

Historically, e-government was established in Canada through the Government On-Line (GOL) initiative in 2006 to help connect the country to its citizens. The initiative accelerated the design and online delivery of 130 of the most commonly used government services. The objective was to focus on the Internet as a key channel for providing information and services to stakeholders, sharing experiences and best practices, and working toward building a secure electronic infrastructure that could be expanded to support sophisticated online transactions in the future.

The principles that guided the effort focused less on the organization and structure of government and more on citizen needs. Building partnerships among departments and agencies or with levels of governments to streamline service delivery was also an objective.

To maintain the citizen-centric approach outlined in the GOL initiative and build confidence in online service delivery, the government reached out to the public to share their ideas and feedback for digitizing service delivery. The government is currently reviewing submissions, ideas, comments, and tweets—all of which have been collected and are accessible online. Once it has reviewed input, as well as the results of meetings with industry and federal, provincial, and territorial representatives, the Canadian government will develop an action plan for regaining Canada’s leadership in the digital economy.
While Canada is recognized as a digital innovator, performance has slipped in some key dimensions. The Auditor General recently assessed that little has been added online since 2006. Growth rates have declined in the Canadian Information and Communications Technology (ICT) sector in the face of increasing international competition and Canada has fallen behind other countries in the adoption and use of digital technologies. In 2005, Canada ranked first among 190 countries in online service delivery, today it ranks eleventh. To prosper in the global digital economy, Canada is looking to build on its many strengths to seize new opportunities and regain its digital leadership.

Developing and implementing a digital strategy requires the active engagement of all stakeholders, including ICT vendors, consumers, researchers, educators, and users. It will also require cooperation across all levels of government. A stale approach, rooted in hierarchical bureaucracies, can impede the cooperation required to modernize government processes and services. As illustrated in the story below about Transport Canada, e-government transformation results in significant cost savings and efficiency gains.

**e-Government in the United States**

A main function of any federal government is to create and enforce laws to ensure order and stability within society.
Transport Canada’s mission is to serve the public interest through the promotion of a safe, secure, efficient, and environmentally responsible transportation system in Canada. This requires effective information management to facilitate timely and informed decision-making among an extensive list of portfolio partners that include 15 Crown corporations, 17 port authorities, and 21 airport authorities, as well as other shared governance organizations.

Concerned about the dissemination of information through electronic means, privacy assurances, corporate memory loss due to employee turnover, and the need for real-time access to information to satisfy requests and litigation concerns, the Government of Canada (GC) championed an e-government solution based on records, documents, and information management. Transport Canada was the first Canadian government department to complete an e-government deployment, with more than four million records in a single library and 5,200 users to date at more than 117 sites—the largest single library deployment in the Canadian Public Sector.

Working as an integrated set of tools that facilitates the full use of electronic documentation—from capture and storage to organization, retrieval, sharing, reuse, protection, and disposal of information—the solution has become a mission-critical application for Transport Canada’s managers and staff. It has helped the organization ensure the accuracy of its corporate records; unite a geographically dispersed and mobile workforce; meet legal obligations, including e-discovery requirements; improve productivity; and align information management with the GOL initiative. Using the system, Transport Canada has tripled productivity savings up to $4.6 million and expects further growth, staying on target to meet its annual cost avoidance savings estimate. As a result, the system paid for itself in just 1.17 years.
The Executive Office of the President (EOP) of the United States supports the government, and is staffed by the president’s advisors. Current statistics support an EOP staff of close to 2,000 people. Similar in basic structure to the Canadian Government, the U.S. federal government is run by a cabinet that serves as an advisory board to the president, made up of 15 department heads.


All U.S. Government departments and agencies are tasked to help build a 21st century digital government. Many departments and agencies, such as the organization in the Department of Defense (DoD) featured below, have produced their own digital agendas and are following these to improve their mission performance.

**e-Government in Europe**

European government administrations are being challenged to improve the efficiency, productivity, and quality of their services. They share the challenges experienced in governments around the world—struggling to deliver programs and services with reduced budgetary resources.

![European Commission Website](image)

**FIGURE 7.7:** European Commission Website
An Enterprise in the Department of Defence (DoD)

For a decade now, the Organization has been relying on an e-government process automation solution to improve its performance and effectively fulfill its mission.

This U.S. Federal Agency is the Premier Security Assistance Enterprise in the Department of Defense (DoD). The mission of this Agency is to implement approved U.S. Army security assistance programs, including Foreign Military Sales (FMS) of defense articles and services to eligible foreign governments.

This Organization manages approximately 4,000 FMS cases valued at $49 billion, as well as co-production of Army materials. In addition, it is responsible for Army security assistance information management and financial policy, and provides logistics guidance to the Army security assistance community. Today, the Organization is increasingly responding to support the U.S. government in emergency assistance, humanitarian relief, and Operations Other Than War, including United Nations peacekeeping operations. The Organization’s motto is “Strength in Cooperation.”

An e-government process automation solution is being utilized to manage processes for foreign military sales. This involves the collaboration between the various support structures/commands within the Organization, as well as contractual control process with foreign militaries. For a decade now, it has been relying on an e-government process automation solution to improve its performance and effectively fulfill its mission.
e-Government helps public administrators face numerous challenges. To be effective, it must be implemented in coordination with organizational changes and new skills to improve public services and enhance democratic processes. In practice, this means not only providing citizens with simplified official procedures and a citizen-friendly administration, but also facilitating engagement between private enterprise and public administration, as well as between administrations.

e-Government holds the key to modernizing public administration and encouraging stronger economic growth. European countries have realized this, and the European Commission is actively supporting e-government at both national and supranational levels. The Vice-President for Administrative Affairs is responsible for e-government implementations activities that follow the e-Commission strategy. e-Government initiatives include Access-eGov, EGovMoNet, and SemanticGov. The following feature about the European Court of Human Rights demonstrates how e-government helps consolidate information to ensure its accuracy and integration with key processes, reducing administrative burden and improving performance. As a result, agencies are better equipped to deliver on their mission to protect citizens.

**e-Government in the United Kingdom**

The United Kingdom (U.K.) "Government Digital Strategy" describes approaches to redesigning digital services to make them straightforward and convenient to use. It has been developed collaboratively across government as part of the Civil Service Reform Plan, followed by departmental digital strategies, which was published in December 2012.

![FIGURE 7.8: GOV.UK](image)
The European Court of Human Rights (ECHR) is part of the Council of Europe, an international intergovernmental organization that was established in 1949 to promote political democracy and human rights, social progress, and European cultural identity continent-wide. Currently, the Council is made up of 47 member states that have all signed up to the system of human rights protection under the European Convention on Human Rights.

Over the last few years the Court’s caseload has exploded, with the number of applications to the Court growing from 14,000 in 1997 to over 50,000 in 2009. Recognizing that it was time to streamline its internal approval processes in order to cope with the exploding caseload, the Court’s IT department developed an in-house automated workflow solution. The workflow solution helps manage the approval process for committee and chamber cases and provides the Court with a mechanism that radically streamlines its case management processes, further enhancing the productivity of the legal divisions.

The system saves time, is easy to use, has led to less work for the legal assistants improving efficiencies, and is more streamlined than sending the committee notes by paper. Division assistants highlight the fact that the workflow solution automatically tracks the route of the workflow and that the dynamic reports make it easy for the divisions and sections to find out what stage a workflow is at. With the workflow solution for committee notes successfully underway, the Court now plans to begin piloting its workflow for chamber notes.
Despite the fact that 82 percent of the British population is online, people rarely access government services using the Internet. In response to this, the U.K. government is improving the way it provides information by consolidating programs and services on a single website, GOV.UK. Realizing that transactional services provide the biggest opportunity to save civilian time and government spending, the U.K. government provides more than 650 transactional services on this website.

The publishing activities of all 24 central government departments moved to GOV.UK in March 2013. The government has worked to raise awareness of their digital services so more people know about and use them. As an ongoing strategy, each department publishes its own departmental digital strategy with an action plan as a framework for continuing improvements in services. For continual review and refinement, the Cabinet Office operates an annual review process to track progress against action in this strategy.

**e-Government in Germany**

The German Federal parliament passed the e-Government Act in 2005 to promote more simplified, user-friendly, and efficient service delivery. Called BundOnline 2005, as the largest e-government program in Europe at the time, it was designed to ensure that each administration make 440 public services available online throughout the country. BundOnline applied central coordination with local responsibility for implementing public services. This meant that services were devised, implemented, and enhanced by ministries and their subordinate authorities, while responsibility for overall coordination belonged to the Federal Ministry of the Interior (FMI).

The digital government strategy was later defined in the e-Government 2.0 program as part of the more general strategic approach set out in the document *Focused on the Future: Innovations for Administration* concerning the overall modernization of the Public Administration. It included projects like electronic identity cards and digital signatures, a De-Mail system to facilitate the secure exchange of electronic documents among all stakeholders, and public services number (D115) as a direct line to public administration to obtain information about public services.

The German Federal Ministry of Economics and Technology has released an action plan for e-government called the *ICT Strategy of the German Federal Government: Digital Germany 2015*. It sets out the ICT policy framework for ministries to plan and implement the necessary measures for establishing digital strategies up to 2015. In parallel to modernization efforts focusing on the federal public administration, the plan outlines the priorities, tasks, and projects required to create a fully integrated e-government landscape in Germany throughout the federal government, federal-state governments, and municipal administrations. As illustrated in the following feature, Germany has standardized on an e-government platform to manage and consolidate its information.
The “Document Management and Electronic Archiving in Electronic Courses of Business” (DOMEA) concept introduced mandates for creating paperless offices in German government administrations. DOMEA® is the first product offering certified by the KBSt (Koordinierungs- und Beratungsstelle der Bundesregierung für Informationstechnik in der Bundesverwaltung), or the Coordination and Advisory Agency of the Federal Government for Information Technology, to meet their requirements for document management and departmental coordination. In compliance with the Document Management and Archiving regulations issued by the KBSt in Germany, many e-government organizations rely on the innovative workflow-based document management capabilities provided by the DOMEA solution.

IT departments in the public sector were feeling pressured to make the most of their existing processes and file sharing systems. At the same time, they were required to eliminate paper-based systems, streamline business processes, and mitigate risk and cost containment. Serving more than 60,000 seats sold in the German e-government sector and nine out of 18 supreme German Federal Ministries, DOMEA supports the business of government and the transformational initiatives that the public sector is tasked with addressing.

DOMEA solutions are focused on information storage and exchange. Specifically, DOMEA helps government organizations improve internal processes and work with electronic documents rather than paper; promote information sharing and collaboration in and between government departments; ensure that administrative procedures are continuous, traceable, and revisable; reduce the costs, risks, and complexity of document, records, and content management; and improve agency and employee efficiency.
When used effectively, e-government can act as a catalyst toward economic development and sustainability. Many other countries around the world have identified the critical role that technology plays in delivering and transforming the operations of government. Australia, for example, released its Australian Public Service ICT Strategy in 2012. According to the 2012 United Nations E-government Survey rankings, the Republic of Korea is the world leader, followed by the Netherlands (see following feature), the United Kingdom, and Denmark, with the United States, Canada, France, Norway, Singapore, and Sweden close behind.\(^2\)

The same survey confirms that member countries are moving from a single-purpose organizational model to an integrated, unified whole-of-government model for greater efficiencies. Despite progress made in general to implement e-government with a citizen-centric perspective, the gains are not spread evenly, especially across developing countries, which are still offering low levels of engagement.

In the following chapters, we examine how regional and local governments have recently invested considerable resources to transform public sector organizations and deliver services in a more efficient way.

The Netherlands Ministry of Defense comprises the Central Staff, the Royal Netherlands Navy, the Royal Netherlands Army, the Royal Netherlands Air Force, the Royal Netherlands Marechaussee, the Support Command, and the Defence Materiel Organisation.

What follows are excerpts from an interview with Lieutenant Colonel Erwin Huisman of the Dutch Ministry of Defense.

“As Information Manager for all of Human Resources (HR), I am responsible for 120,000 people in the organization, including civilians, reserve and military people, and veterans in areas such as medical, training, and education.

In early 2000, our budget was reduced and we had to completely reorganize the HR department. To support this, we deployed an Enterprise Resource Planning (ERP) system and integrated 14 different legacy systems. In 2010, we wanted to transition from an ERP system to business services, so we implemented a platform that enabled us to develop a solution based on a process engine which today serves as our new master data model.

Rules inside the defense organization change constantly, and we need a flexible process management system capable of supporting volumes like 3,000 applications for military operations support. With the new system, we were able to consolidate everything into a single interface in a single implementation. We have 2,000 different pieces of software communicating with each other, which required a lot of maintenance across different interfaces. With the new system, we were able to minimize costs through reduced maintenance and resource requirements. Cycles have improved with the adaptability of the system—what took months to implement now can happen in a week.

For example, when the military goes on a mission, a lot of things have to happen beforehand. Personnel typically need be inoculated, see the dentist, complete training, and more. Using process modeling, we were able to incorporate these steps into a single process, or transaction, that just needs to be initiated for all these things to happen automatically in the system.

The next generation of military personnel is using mobile devices. This use will only increase—which is why we are thinking about integrating the system with mobile devices. This will be the future.”
e-Government at the Regional Level

Regional governments at state or provincial levels are responsible for policy development and service delivery in health care, education, transportation, utilities, and natural resources. Many of the processes behind the administration of public service have been automated in varying degrees by e-government systems. This chapter explores how e-government streamlines and facilitates more effective services and operations in these industries through various deployments in the U.S., Canada, Europe, and the Middle East.

An e-government system is vital in ensuring that critical documents can be maintained, secured, and updated accurately as public records. Internally, an e-government system archives, stores, and secures all content according to policies. The critical function this serves is illustrated in the following excerpt based on an interview with a regional government organization that has a long-term strategic plan to enhance capacity and the quality of intercity travel by improving transportation services.
Overseeing Regional Transportation

This government entity was formed as a joint venture between the States of New York and New Jersey and authorized by the U.S. Congress that oversees much of the regional transportation infrastructure, including bridges, tunnels, airports, and seaports. Its network of aviation, rail, and surface transportation and seaport facilities annually moves millions of people and transports vital cargo throughout the New York/New Jersey region.

What follows is an excerpt from an interview between the Enterprise Architect at this government organization and Tom Jenkins, Executive Chairman of OpenText:

TOM JENKINS:
What is your Organization's mission?

ENTERPRISE ARCHITECT: The Organization was chartered by Congress in 1923. Its charter is bi-state transportation within a 25 mile radius of the Statue of Liberty. We own and operate JFK Airport, Newark Airport, LaGuardia Airport, the George Washington Bridge, the Lincoln Tunnel, the Holland tunnel, the World Trade Center site, as well as the PATH system. Recently we have actually taken on management of two other airports, the Atlantic City Airport and Stewart Airport and Air Force Base.

There must be a lot of information associated with operating those assets. What kind of information management challenges does your Organization face?

We have massive amounts of information, usually based on very large projects that come on very quickly, such as the rebuilding of the World Trade Center.

After 9/11 you had such a tremendous challenge in front of you, rebuilding based on limited access to digital information. What did you learn from that?

Certainly we learned that electronic was easier to recover than physical. Our headquarters, all of our people, and our data center were at the World Trade Center site. We learned that offsite back up is very important. We had to reach out to our partners in order to help us recover.

You are continually building an enormous archive of information, and you are now getting to the point where you can harness that. How do you know which data to mine?

Some of it is reactive. Our customer is the general public. Let’s take airport parking: if New York 3-1-1 [the non-emergency government phone number] wants to access our parking data and we’re not using it, well, this demand forces us to use it.

How do you see your organization being impacted by big data and mobile devices?

Some of the predictive and auto-classification technologies, those are going to become very important to us. The tools for mining that data and relating structured and unstructured data are becoming much more powerful. But not one of those technologies is going to go far enough unless it’s mobile-enabled. I think that’s number one.
Digital Health Care Reform

Along with transportation services, provincial and state governments are responsible for delivering health care services. For countries throughout the world, an aging population, economic downturn, and increasingly expensive treatments are contributing to rising and unsustainable rates of health care. Health care executives face challenges in emerging and legacy technologies, data formats and access, and adopting new business models that can be integrated with existing ones. To offset cost pressures, the industry is adopting e-government solutions to enhance performance and improve the quality of health care services.

A comparison with OECD countries suggests that the **total economic potential for efficiency improvements** is about **$750 billion**

Per capita health expenditure and per capita GDP, OECD countries, 2007 $ purchasing power parity (PPP)

The health care industry includes multiple stakeholders such as doctors, institutions, and patients and encompasses pharmaceutical and life sciences industries. Each stakeholder group generates their own information, which is often disconnected across different systems. Much of this information is patient-focused, unstructured, and not easily incorporated into a database. Examples include paper records, digital x-rays, CT scans, and a variety of other clinical and diagnostic information. Data collected varies from region to region and country to country. Information is often trapped in silos maintained by Health Care Information Technology (HCIT) and Clinical Information Systems (CIS). Dispersed information hampers organizational processes and directly impacts patient care and hospital efficiency.

---

While the industry is in the early stages of digitizing health care data, the ability to integrate this information helps to achieve cost savings, increase efficiencies, and improve patient care. But in many cases, information cannot be shared across health care organizations due to incompatible systems and privacy laws or regulations.

A Complex Regulatory System

Health care is a highly regulated industry—almost every aspect is overseen by a regulatory body. In the U.S., HIPAA regulations require health care organizations to ensure the privacy of personal health information (PHI), run services efficiently, and offer high-quality health care. Similar legislation exists in other countries, including Canada's Personal Health Information Protection Act (PHIPA); Section 60 of the UK's Health and Social Care Act of 2001; France's Medical Privacy Act, Article L1110-4 of 2002; and Spain's Basic Law 41/200 of 2002. More general data privacy legislation in many countries also applies to patient information such as the European Union's Directive on Data Protection (95/46/EC).

Four distinct big data pools exist in the US health care domain today with little overlap in ownership and low integration

Regulations are developed and enforced by all levels of government—federal, state, and local, as well as by a variety of private organizations. Both organizations (e.g., pharmaceutical) and individuals (e.g., physicians) are subject to regulations by multiple authorities. To be effective, e-government solutions must comply with regulations, while still allowing for easy data access and collaboration. A centralized, media-agnostic e-government system balances access to health care information with security and privacy requirements.
Secure, Compliant, and Accurate Patient Records

Health care has been impacted by the development of Electronic Health Records (EHR) systems and standards. The purpose of an EHR is to improve the quality of care through the coordination of multiple sources of a patient’s clinical information. Effectively maintained EHR mean that patient information is accurate and up to date and results in better outcomes.

Every patient leaves a paper trail. An e-government system brings together both structured and unstructured patient records, aggregating and synthesizing patient, diagnostic, and treatment records from lab results to images and doctors’ notes. These can be integrated with non-clinical records, such as insurance, billing, and other administrative records to streamline care and provide a complete, holistic view of the patient.

By making available the data collected on a patient, hospitals can share records with other professionals and institutions, strengthening their network and improving their service. Allowing specialists to collaborate on difficult cases is critical to the advancement of the medical industry. Keeping this information secure and available is crucial.

In the following example, Geisinger Health System has created an environment in which doctors and patients can easily access records. The system captures, organizes, and makes all content available through a single interface. This “one patient, one record” approach provides on-demand access to information. In a mobile society, this allows for a patient-centric approach to care, wherever the patient requires treatment.

Optimizing Treatment Pathways

In today’s health care organizations, hundreds of clinical and non-clinical processes occur each day, from filling out a patient information form to assigning patient records for review, administering drugs, and releasing patient information. Very specific process requirements encompass the treatment of patients. These are referred to as “treatment pathways” and are comprised of automated workflow and information management components. Treatment pathways recommend and track the best possible treatment and care for a patient.
Founded in 1915, Geisinger is an integrated, physician-led health services organization serving 2.6 million people throughout 44 counties in central and northeastern Pennsylvania. With 44 primary care sites, 34 specialty care sites, six medical centers, more than 1,000 physicians, and 20,000 employees, Geisinger performs more than 46,000 surgeries and facilitates more than 2.2 million patient visits each year.

Geisinger identified a need for an enterprise-wide paperless office using a single integrated system to manage all files, including Human Resources (HR), billing and insurance records, CT scans, MRIs, nuclear medicine, general X-rays, and ultrasounds. To find a solution, Geisinger looked into expanding its infrastructure. The goal: to provide end users with the most complete record of information to empower them to perform their jobs at an exceptional level.

Today, an integrated e-health system is the cornerstone of Geisinger's operations. Patient histories, test results, and payment information are now instantly available at any Geisinger facility, providing patients with better and faster medical care. Users enjoy a simple, seamless experience as the integrated solution manages information from multiple areas and formats. Automated logs and audit trails ensure regulatory compliance by managing the lifecycle of the patient record. The solution exceeds two billion documents/objects and more than 100 terabytes of online storage. It has proven to be extremely reliable and cost effective, making it possible for Geisinger to save more than $1.2 million a year via a custom-developed capture solution with additional savings realized in clinical document storage and retrieval costs. Geisinger is a leading example of how a system can improve its health services performance, patient and community reputation, and operational performance through the integration of advanced technologies.

www.opentext.com/e-Government/Geisinger
It is critical for health care providers to be able to modify treatment pathways easily and on-the-fly. Though their treatment pathways may be similar, every patient is different. With smart process application tools, health care organizations can incorporate relevant resources—users and content—into ad hoc processes to customize pathways.

To operate effectively, business processes supporting access and quality of patient information must transition from a paper-based to a digital environment. e-Government prevents the overtreatment and the under-treatment of patients by improving the availability of information. Online portals and communities like PatientsLikeMe.com help to promote participatory health care by enabling individuals to share experience and doctors to share medical insights. In a shift to more personalized treatment, patients experience lower costs for better care and have broader access to health care information. This is particularly compelling in low-service areas and with long-term-care patients.
e-Government provides an infrastructure for the management of big data, which holds great promise in advancing health care processes and services. Physicians can apply analytics like predictive modeling to patient information to help with disease management programs across nations and to identify candidates for treatment, those at risk, and potential clinical trial participants. They can only do so using technologies that are integrated, interoperable, and based on established standards. The application of big data is covered in greater detail in Chapter 13 of this book.

e-Government integrates information and processes, bridging the gap between systems, functions, and stakeholders in one seamless platform. As illustrated in the following feature on Western Cape Government Health, digitizing health records results in significant costs savings.

**e-Government for Education**

Like health care institutions, educational institutions are applying digital technologies to create more effective, impactful, and efficient environments. For educational institutions, the drive for improvement comes both from within organizations and from government bodies that oversee and fund them. Currently, there is pressure on educational institutions to integrate digital technologies into their organizational structure and curriculum to better serve the “always-connected” student.
Western Cape Government Health

The health care solution has resulted in improved clinical and non-clinical workflow processes, more secure health records, and full compliance and accountability.

The Western Cape is a province of South Africa located in the southwestern part of the country. The core function and responsibility of Western Cape Government Health is to deliver equitable access to quality health services to the people of the province within a balanced and well-managed health system.

Western Cape Government Health had a vision to transform to a paperless work environment by reducing their reliance on physical documentation and paper-based files. Their paper-based health records were difficult to manage, needed centralized support across multiple cultures and 11 official languages, and had to be incorporated into their business processes. An e-government solution would enable Western Cape Government Health to manage documents and information with increased efficiency and effectiveness to improve service delivery.

A solution based on a framework for electronic patient records was successfully rolled out to two hospitals and is in the process of being implemented at an additional two hospitals. It includes the ingestion of paper-based patient records and their digitization in a scan center. Access permissions are controlled, and doctors can easily and efficiently access patient records for both patient care and research purposes. An additional solution for managing Forensic Pathology Services was rolled out to 18 facilities. The health care solution has resulted in improved clinical and non-clinical workflow processes, more secure health records, and full compliance and accountability.
An increased reliance on computer usage has driven the need for computer skills in the workplace. Governments around the world must ensure that students are prepared to meet the demands of the 21st century workplace. In 1996, Bill Clinton made over $2 billion available in the Technology Literacy Challenge Fund, a program that challenged schools to make computers available to every student. Recently, there has been significant demand for computer technology in many public school systems across the globe.

Teaching that facilitates digital learning is more important than ever. Combining education and technology presents new approaches to learning that benefits students, teachers, administrators, and society as a whole. Despite the belief that digital technology can provide a powerful way to advance education, most institutions grapple with how to make this happen. The incorporation of digital learning environments are not integrated into school curriculums and most learning is still accomplished face-to-face.

Technology has the potential to transform relationships between students, teachers, and curriculum. For this to happen, top-down approaches must be replaced by participatory, engaged, and collaborative relationships made possible by e-government. For example, MOOCs (Massively Open Online Courses) are giving students access to courses and lecturers in countries that do not have an established university system.

e-Government driven education strategies deliver relevant, online, and blended courses to engage a diverse range of learners, and provide accessible materials for all learners to learn at their own pace and convenience.

![FIGURE 8.9: High-Quality Online Learning Outcomes](image)

Some of this functionality is provided by a Learning Management System (LMS) or e-learning solution. A more extensive platform is required to effectively address the broader set of needs of the complete educational community. Using an e-government solution, institutions in education are equipped to meet the expectations of students by incorporating secure network coverage, sufficient bandwidth, and access to digital infrastructure both in the classroom and remotely.

As described below, Suffolk University is using an e-government platform to update their current online presence, deliver course information, and deepen engagement and online interaction with students.
Suffolk University

The result is a comprehensive online presence that drives more visitors to the site and offers an optimized experience.

Suffolk University is located in downtown Boston, Massachusetts. Established in 1906, the University offers degrees in more than 70 areas of study and has additional campuses in Dakar, Senegal, and Madrid, Spain.

To celebrate their centennial year, Suffolk University launched a redesigned and expanded version of their website (http://www.suffolk.edu/) using a web content management system. The new site features an improved and easily-maintainable site structure with thousands of pages of information for staff and students alike, including an online course catalog. There are now over 200 users across campus involved in maintaining the information that is posted on the site. This has created a much more dynamic system where people from all areas of the university are actively creating and editing their own, self-relevant content.

Brand identity is maintained throughout the website because the technology ensures that users only have the ability to edit content and not the appearance or layout of the site. This is achieved using templates that lock in the appearance of web pages and give users the power to make content edits, ensuring a consistent look and brand identity. The result is a comprehensive online presence that drives more visitors to the site and offers an optimized experience for those who want to learn about the University’s programs and courses.
Creating Engaging Experiences to Advance Education

Educational institutions have unique collaboration needs that are very different from the typical business organization. Teachers are spread across many different geographic locations within a school district or campus environment. Students work outside of school, after classes have ended for the day. These realities create a demand for engagement techniques that overcome distance and time restriction.

**Teacher-to-Teacher Engagement:** Online communities of practice create an environment in which teachers and their colleagues share experiences, reflections, and insights in a continuous dialogue, that moves beyond the physical limitations of geography and the classroom. Research has shown that the more teachers engage with colleagues and experts, the more they contribute to their own professional development. Blended learning experiences can transform teaching. A good example of this is the Galileo Educational Network (www.galileo.org), which together with the Calgary Board of Education (CBE) has formed a learning network to advance digital learning environments.

**Teacher-to-Student Engagement:** Online course outlines, digital reference materials, links, assignments, and technologies like blogs, wikis, and networks extend learning beyond the classroom and supplement in-class teaching.

**Student-to-Student Engagement:** Collaboration engages groups of students to work together to replicate future workplace environments. Online technologies such as blogs and wikis create learning opportunities based on shared knowledge, ideas, and experience.
Teacher-to-Parent Engagement: e-Government facilitates dialogue between teachers and parents about key aspects of student progress.

Administrative Engagement: Educational institutions require support for their administrative staff. These needs are often coupled with limited IT budgets and staff. e-Government helps administrators digitize their office, consolidate information, and bring together communities of practice to advance education.

Managing Natural Resources Digitally

As in the education and health care industries, collaboration plays a key role in the management of national resources. Agencies that oversee natural resources work collaboratively with a wide variety of partners to develop and implement natural resource policies, conduct scientific research, and use technology to advance knowledge and inform decisions about how resources are best managed.

Sustainable Resource Management

In recent years, the depletion of natural resources and a shift to sustainable development has been a major focus. Sustainable development meets the needs of the present without compromising natural resources for the future. e-Government enables sustainability by giving decision makers access to accurate information and helping them work together to establish a long-term, holistic balance of economic, social, and environmental priorities.
Sustainable resource development transitions from limited partnerships of the past to innovative, inclusive, and collaborative ways of working, enhanced through e-government solutions to help facilitate the following:

- **Knowledge-sharing** for building research capacity and mining data for more effective and informed analysis and decision making.

- **Collaboration** to engender mutual accountability, bring together diverse agendas, and advance natural resource development strategies.

- **Participatory government** by putting structures in place that allow citizens and stakeholders to provide input into sustainability, conservation, and preservation.

- **Transparency** based on open and available decision-making processes.

- **Innovation** through open access to information and monitoring programs to enable sustainable natural resource management.

- **Education** at all levels to deepen understanding of natural resources, biodiversity, and renewable resources.

- **Governance and compliance** through legislation, regulation, and policies to reflect priorities in sustainable natural resources.

Citizens want natural resources programs that will provide for a healthier future for their children. An integrated e-government platform supports an ecosystem approach through streamlining efforts among government departments, promoting collaboration, and facilitating mutual accountability. The Regional Government of Andalusia is using e-government to engage with citizens and stakeholders and provide access to accurate information, ensuring a natural healthy environment while achieving sound economic gains.

Effective natural resource management is based on an understanding of the environment and the impact that development has on natural resources. Adopting e-government solutions helps states and provinces compete in national and even international marketplaces by providing opportunities for entrepreneurship, job creation, and commercialization in industries such as the energy sector through the application of new technologies to natural resource management.
Junta de Andalucía is the Regional Government of Andalusia, one of the largest autonomous communities in Spain in terms of population, surface area, history, culture, and biodiversity. The website of the Ministry of Environment of the Regional Government of Andalusia has established itself as one of the most advanced sites within the entire administration of Andalusia, both internally and externally.

To power the site, the Ministry selected a content management solution based on its stability for the management of volumes of content, flexible and dynamic design of the navigation trees that helps to maintain consistency and homogeneity within the site, and the extensive functionalities for role management, user permissions, and the design of specific workflows. Internally, the content manager enables editors to perform complex content management, including the tools and widgets that enable users to design text fields, content in What-You-See-Is-What-You-Get (WYSIWYG) format, dates, drop-down lists supplied from databases, and the assignment of taxonomies and metadata to content groups.

Using the system, over 10,200 cataloged pieces of content and 11,500 files can be managed and interrelated without duplication. The site is fresh, contemporary, and up-to-date—resulting in an exponential growth in the number of users visiting the portal amounting to two million visits per month.

The site is fresh, contemporary, and up-to-date—resulting in an exponential growth in the number of users visiting the portal amounting to two million visits per month.
e-Government in Energy and Utilities

The International Energy Outlook projects that world energy consumption will grow by 56 percent between 2010 and 2040, with renewable energy and nuclear power being world’s fastest-growing energy sources. Energy companies today are challenged to match production to demand, and they must do so despite political turmoil, regulatory requirements, and environmental impact.

Organizations in the energy sector require access to information, policies, and processes to identify reserves and to reliably produce against forecasts. They must be able to meet stringent requirements to ensure that regulatory oversight does not occur.

The energy industry is comprised of a global system of tightly integrated and highly complex relationships between corporations and government entities. Collaboration within and across projects improves the quality of decisions and minimizes rework. By enabling teams to work across facilities and time zones, energy companies can save millions of dollars annually. These savings can be attributed to improved plant efficiency, reduced downtime, and improved compliance—which works to create competitive advantage.

In delivering services and developing new opportunities, companies frequently find themselves drilling in deeper water, on public lands sensitive to environmental impact, or with foreign governments interested in a portion of the profits, all of which lead to higher costs. With every new capital investment made, companies continue to search for ways to improve their rate of success. An e-government system helps organizations in the energy sector increase efficiency to offset costs and reduce risk.

**The Digital Oilfield**

Emerging technologies are having a profound effect on the oil and gas industries. Mobile access gives employees the immediate ability to manage information, share it, and act on it. With incidents like the Macondo disaster, mobile access to an integrated, streaming data system, for example, could potentially avert future catastrophes. The sooner organizations can react effectively to emergency situations, the less it costs in terms of dollars, environmental impact, and reputation.

![Digital Oilfield](image)

**FIGURE 8.15:** The Digital Oilfield

Future e-government implementations will be based on discovery technologies like content analytics and semantic navigation. Artificial intelligence involving heuristic algorithms will teach systems to recognize patterns and aggregate content appropriately. Research and development in the energy industry is already being impacted by large amounts of raw data that can be combined in new ways to reveal opportunities, spur innovation, and identify threats so that they can be minimized.
LUKOIL Overseas Holding GmbH is a rapidly growing oil and gas company acting as international project operator for LUKOIL, a vertically integrated oil company. The Company has a corporate center in Moscow and subsidiaries and representative offices in 16 countries. At the present time, the holding company is managing several large oil and gas development projects in geographically scattered locations, employing outside contractors. To guarantee the integrity, relevance, reliability, and safekeeping of project documentation at all stages of the project’s lifecycle, the Company needed a centralized system for managing project information.

A unified e-government solution supports 1,500 users in Russia, Uzbekistan, the Netherlands, the U.S., Iraq, and the United Arab Emirates. All holding company enterprises connected to the system use the same document base, which greatly simplifies the performance of a range of business processes involving several enterprises. The solution manages the flow of all project-related information, and includes loading and structuring all historical data and adding new projects and assets to the unified documentation management system. e-Government has unified the business processes of the company’s different capital construction projects and improved productivity significantly by reducing documentation review times and quality.
Productivity in Oil and Gas

The oil and gas segment is a capital-intensive business with large-scale and expensive projects. Drilling and completion, facility design, construction, and shutdown are a few examples of the significant investments they undertake. With added investment comes the need for improved project management. Oil and gas organizations have at their disposal strong e-government tools that combine processes with the unstructured and structured information in their repositories. With these tools, companies can focus on specific tasks, increase visibility, mitigate project risks, and promote value-added collaboration.

An e-government solution brings together individuals and organizations to work together through combined processes and information to ensure the expedient and satisfactory completion of core business activities to reduce operating costs. For instance, the acquisition of large oil and gas fields has made it necessary for LUKOIL to optimize its capital construction project management system, including the preparation of large volumes of documentation and its storage.

Productivity in Utilities

According to industry experts, the top business challenge facing the energy industry today is regulatory compliance. Reducing the risk associated with storing and retrieving records is vital in achieving compliance. Paper documents require digitization, allowing for retention, retrieval, and proper security. An e-government system that incorporates content lifecycle management capabilities can help to ensure the fast retrieval of needed information for compliance and litigation purposes.

To stay competitive in a deregulated market, utility companies are recognizing the importance of customer service and the fact that satisfied customers are the direct result of effective operations, efficient processes, and responsiveness of the service provider. SWK STADTWERKE KREFELD AG is using e-government as the basis for their customer billing and information systems to improve efficiency and deliver higher quality services to citizens.
SWK STADTWERKE KRFELD AG

“We ship around 300,000 invoices per year. The invoices generated and printed are accurate, visually appealing and intuitive. Thus we have achieved our goals of image building and quality assurance completely.”

DEPARTMENT MANAGER APPLICATIONS AND PROCESSES, SWK STADTWERKE KRFELD AG

SWK STADTWERKE KRFELD AG is a municipal utility and transport company for Krefeld and for adjacent parts of the Lower Rhine in Germany. To meet new legal requirements for energy billing and improve customer satisfaction, the Company was looking for a new invoicing solution. Current billing was highly complex. The system had to support this, as well as multi-contract accounts, by providing sections for water, electricity, district heating, gas, and sewage in an automated layout format.

SWK STADTWERKE KRFELD AG implemented a new invoicing solution which generated a form that could be edited by business users and supported the integration of dynamic charts, with the sequence of data output controlled by its Enterprise Resource Planning (ERP) system. The new invoicing system has dramatically reduced the workload of the customer service center and enabled the Company to comply with regulations for energy billing. Customers are satisfied with a more intuitive bill that is easy to understand.
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e-Government at the Local Level

As e-government becomes prevalent around the world, policy makers and technology vendors are focusing on the effectiveness of administrative solutions at the municipal level. Local governments deliver front-line services, from basic information to transactional services, to citizens and businesses. In this chapter, we examine the benefits and example applications of e-government solutions at the local level.

![Figure 9.1: e-Government Framework](image)

Building Smart Cities Through e-Government

A city is designated a “smart city” when the quality of knowledge and social infrastructure contributes to urban performance and a city’s competitive advantage. The concept of the smart city has been introduced to highlight the increasing importance of Information and Communication Technologies (ICTs), along with social and environmental factors in profiling the competitiveness of municipalities. Smart cities combine the innovative use of technologies with physical, social, and environmental capital to solve complex problems at the municipal level.
New business models and funding mechanisms are inherent features of the smart city. The smart city requires new partnership models between governments and businesses, which result in increased private-sector involvement. The multiple roles strategic partners play in a smart city “value chain” contribute to the complexity of the smart city. Examples of strategic partners include utility providers, technology vendors, network providers, and telecommunications operators. These organizations work with governments at the local and regional levels to create and deliver sustainable solutions.

Many cities are transitioning to new marketplaces in unique ways. e-Government technologies, such as big data analytics, cloud-based services, and mobile computing, provide integrated services as smart solutions for cities—from bus schedule apps and events apps to apps showing how much energy a city consumes. A fundamental aspect of a smart city is connecting systems and devices across all stakeholders, businesses, and institutions. Today’s smart cities engage with the public through devices such as smartphones, tablets, and social media.

The Intelligent Community Forum (ICF), a think tank that studies the economic and social development of modern communities, identifies smart cities around the world and ranks them each year. They examine the ways that communities can create prosperity based on advances in communications and technology and sharing best practices for sustainable growth.1

FIGURE 9.2: Intelligent Community Forum

The City of Barcelona

The solution, based on the principles of mobility, smart cities and administration, information systems and innovation, supports 150 portals with over 4 million user visits and more than 65 million pages generated each month.

The City of Barcelona is the second largest city in Spain, with over a million and a half inhabitants. Fulfilling its vision of transformation into a smart city, the municipal government is relying on mobile and cloud-based e-government solutions to facilitate citizen engagement with administrative processes and city services.

The goals of implementing an e-government system have been clear: to make data and services available to all citizens from any device and any location as a means to improve the quality of life for all citizens. A first step toward achieving this was making City Council and other data available in digital format, while promoting the reuse of this information to stimulate economic growth through opportunities for innovation. This approach is called open government, and it is explained in more detail in Chapter 12.

To standardize its information, the City needed to consolidate its infrastructure based on interoperable and open standards and decommission its legacy systems. The City opted to migrate its solutions to the cloud. A web content management system hosted in the cloud provides an alternative that is reliable, flexible, and produces economic gains in the long run. The result was the first Barcelona Open Data site with 510 datasets. The solution, based on the principles of mobility, smart cities and administration, information systems and innovation, supports 150 portals with over 4 million user visits and more than 65 million pages generated each month.
The City of Barcelona is an example of a smart city. It is using e-government solutions to transform itself into a connected hub for all city stakeholders to deliver quality services, improve its performance, and stimulate opportunities for economic development. The City markets itself as the mobile world capital, with 100 percent mobile access to services that bring the citizen closer to the city. Services are “one tap away” and include the innovative web-based mobile identification system, mobileID, supported by a secure mobile registry of users. This system enables citizens to log in to access government services using their mobile device. With their e-government system, the City of Barcelona has been able to increase citizen satisfaction and improve efficiency and productivity through the digitization and automation of internal processes.

The City of Barcelona’s e-government approach is a comprehensive one that combines mobile government with e-services, e-procurement, and e-administration. Because governments around the world encounter similar administrative issues, the City is working to white-label brand its solutions. These can be replicated in a private cloud and exported for use in other implementations around the world to stimulate economic growth for the City of Barcelona. All these projects and services are included in the Barcelona Smart City strategy with the objective of facilitating citizens’ needs and improving their quality of life.
Adoption at the Municipal Level

Although e-government solutions are deployed by many municipal governments, adoption is still in its early stages. For this reason, the benefits of e-government have not been fully realized. This is because local governments are contending with reduced budget and capacity, cultural barriers for bureaucracies and citizens, and issues of privacy and security.

As described in Chapter 3, e-government solutions are adopted on a continuum. Many municipalities have moved from bricks-and-mortar facilities to an online presence, making services available on city websites. These sites play host to information about city structure, programs and services, and minutes from council meetings. For many municipalities, keeping web content up to date and relevant is a constant challenge. A Web Content Management (WCM) or web publishing system can be used to keep information on the site accurate and accessible, supported by a designated department or automated to support multiple authors.

As citizens become more discerning and technically savvy, governments are being forced to evolve their static websites to dynamic platforms that facilitate citizen interaction and transactions. Citizen-centric experience lies at the heart of e-government. To support the transition from departmentally focused governance to citizen-centric governance, municipalities are opting for a Web Experience Management (WEM) e-government solution.
A WEM solution transitions municipalities from making information available to supporting transactions with an online kiosk. Examples of services range from paying parking tickets to more complex transactions like online tax assessments. WEM delivers high-performance, scalable web applications to deliver targeted interactions across multiple channels. But citizens themselves must be comfortable using technology to engage with their government. To overcome cultural barriers, some governments offer training programs for citizens; programs to encourage computer purchases; and physical locations that combine face-to-face interaction with the online experience.

The ultimate stage of e-government adoption involves participatory levels of citizen engagement, in which citizens interact with their government to co-develop policies and programs. e-Government technologies like online communities are changing the state of citizen-to-government relationships. Ottawa, the capital of Canada, for example, enables citizens to post questions in real time to city council leaders during council meetings.

A comprehensive solution is required to support the entire citizen experience. e-Government combines responsive design, omni-channel touch-points, and the creation of compelling experiences with a platform that manages information securely, regardless of channel or device. A scalable, interactive website that facilitates day-to-day transactions results in deeper levels of engagement and allows for more meaningful connections to be made.

The Benefits of e-Government at the Local Level

Municipal governments are using e-government to do the following:

- Increase citizen engagement, trust, and satisfaction with a one-stop portal for program delivery
- Improve productivity and service quality through an integrated, centralized system for managing information within and across departments
- Increase efficiencies and time-to-delivery
- Reduce risk by managing information securely in accordance with privacy laws
- Enhance their reputation for good governance through increased transparency and accountability
- Attract economic investment through targeted business information and services
- Fine-tune resource allocation for cost savings
- Minimize technology investment with solutions that are rapidly configured and deployed

As e-government technologies evolve, the relationships between citizens and businesses and their governments will deepen and stakeholders will become more involved in governance. Municipal governments have an important role to play in government transformation as they interact with citizens on a daily basis to deliver services like police protection, transportation, and garbage collection. At the local level, the State Council in the Canton of Valais is using e-government to automate its administrative processes and modernize its services.
Located in the alpine region, Valais, the third largest Swiss canton, has approximately 317,000 residents. This vast, bilingual canton is renowned for its mild climate, wines, glaciers and reservoirs, and the world-famous Matterhorn.

On average, the State Council, together with the State Chancellor, discuss more than 200 cases each week. Each case contains an average of seven to eight pages, and seven copies of it must be available for the meetings. This results in up to 2,000 pages per meeting to be reviewed. These files were large, took up space, were often incomplete and, in some cases, were difficult to find due to a lack of archives. Comments by individuals before, during, and after meetings had to be inserted manually—a laborious process with periods of inactivity, ineffective use of time, and a high workload. This prompted the canton’s office for information technology to evaluate various options that could provide better support with the cantonal administration deciding to adopt an e-government solution.

The Canton du Valais adopted an e-government solution to help them transition to a paper-free administration. With their new solution, documents are no longer carted around in paper format, weighing several kilograms. Up-to-date files can be accessed by authorized individuals to streamline decision-making and processes. Authenticity, integrity, and quality are guaranteed by a consolidated database that can be accessed securely at any time and from any location. This helps State Councilors access and study pertinent files before a meeting, which is important for a collegial governing body, so they can more actively intervene when processes are held up. While meetings are in session, the State Councilors can access the files, add comments to them electronically, and record the decisions made directly in the system.

Management has a whole host of other ideas for subsequent implementations of their e-government solution. At present, the Canton of Valais is working on the automated processing of decisions of the State Council once they have been digitized and signed.

FIGURE 9.7: Official Site of the Canton du Valais

www.opentext.com/e-Government/CantonofValais
Streamlining Constituent e-Services

e-Government facilitates an integrated approach to service delivery. For citizens, e-government delivers unprecedented transparency into the status of programs and services. For agencies, assembling a citizen-centric view of programs offers additional insights for streamlining, consolidating, and improving service delivery. Access to information can help to inform decisions, reduce the strain of email overload, identify new service requirements, or detect fraud or abuse.

Integration of back-end processes with front-line services requires interoperability between systems and departments. Combined information and processes allows for the simplification of administrative services, elimination of red tape, and a reduction in paperwork and duplicated efforts—all of which serve to dramatically improve program alignment.

The ability to integrate information from other business systems such as ERP, (finance or HR, for instance), Enterprise Content Management (ECM) repositories, WEM, and Customer Relationship Management (CRM), as well as core mission systems, helps to establish processes and identify situations where additional services may be advised. Underlying business process management removes the silos created by aging transactional and inflexible packaged applications to produce a consolidated view of the citizen.

e-Government delivers highly responsive services that anticipate citizen needs and connect them to the right resources at the right time. Users experience improved levels of communication and information sharing from an accountable and transparent government. The City of San Francisco is using an e-government system to digitize its processes, give caseworkers easier access to accurate information, and to provide clients with a more convenient and effective experience.

Improving Program Performance

The emphasis on performance improvement in government is growing, supported by regulations and public pressure. Government program managers are responsible for managing a portfolio of programs with limited time, resources, and budget. They are under pressure to manage projects using disparate tools, legacy systems, and paper-based systems. To do their jobs effectively, they need ways to increase visibility into projects with reporting tools to align mission and resources.

e-Government Program Management (PM) solutions enable globally dispersed teams to communicate, collaborate, report project status, and track project progress, and performance. Agencies can form teams across geographical and departmental boundaries using standard methodologies, best practices, and information from previous projects.
City of San Francisco, Human Services Agency

All the back files that were scanned into the system are now the official records. They are digital, password protected, and have a full audit trail as opposed to paper files that had none of these benefits.

Human Services Agency (HSA) is a department of the City and County of San Francisco and the central resource for public assistance in the city. HSA serves over 150,000 citizens each year through a range of programs and services. This involves managing more than 150,000 active case folders, each containing anywhere from 50 to 2,000 pieces of paper.

HSA needed an e-government system that enabled easy searching and filing, more efficient management of information, and automated processes to reduce the amount of physical paper being generated and stored, and to improve client service. Before implementing a solution, HSA eligibility and records staff was managing around 18,000 paper case folders for the CalFresh (Food Stamp) program. Each folder contained 50 to 60 pieces of paper, including copies of a wide variety of confidential documentation and personal data about the applicant. All the case folders were stored in a central file room on a different floor from the interview room where a social worker would meet with the clients. If a client came in without an appointment, they might have to wait two weeks before HSA could get the paper file to the right place. A tremendous amount of manual processes and inefficiency was involved in the process.

An electronic records system has allowed HSA to serve more clients without a proportional increase in staff and has been extended to MediCAL (MediCare) and CalWorks clients. They have eliminated over 100,000 paper case files. Citizens can now apply for benefits by completing an online application. Clients are happier because instead of having to make several trips to the office to meet with social workers, it can now often be done in a single day.
Inbound requests can be automatically assigned based on skills and workload. Live dashboards quantify team workload so managers can understand and monitor tasks appropriately. Improved visibility into processes and information helps all staff identify evolving issues to avoid adverse consequences and increase effectiveness. Reports summarize requests for services and the outcomes delivered in related timeframes, enabling executives to track improvements and associated savings, and compare performance over time.

An e-government solution links government programs to enable information sharing, process orchestration, and collaboration. e-Government for administration supports team effectiveness and collaboration through the following:

• Structured and unstructured processes for case handling
• Automated tracking, categorization, and routing
• Advanced knowledge sharing and management
• Dynamic, multichannel document composition, management and delivery
• Rules-based escalation supporting service level agreements and critical situations
• An up-to-date inventory of team member skill and expertise profiles

**Collaborative Case Management**

Case transactions rely on a mix of information types like documents, emails, meeting minutes, interview transcripts, photos, or other relevant exhibits. Case management solutions provide a centralized view of case content, no matter the type or where it is stored. An e-government solution helps to define a common process that guides case workers through tasks at each stage of a case’s lifecycle—from the initial case trigger through the investigation and processing stages to resolution.

To illustrate this, let’s examine the process involved when a citizen files for a change of address. To do so, they would be required to use multiple processes and tools—such as filling in an online form—and information would need to flow through all pertinent departments, including licensing, taxes, registration, and identification. All of which would benefit from having the proper processes in place to reduce the loss and duplication of information, which has frustrated citizens in the past. These needs can be addressed easily with an e-government infrastructure in place to support the flow of information through the required processes.
As part of a comprehensive e-government solution, a case management application enables caseworkers to work more efficiently, resolving cases faster and with improved results. This results in a higher quality of service, while ensuring that information is classified and retained in the appropriate way. To comply with regulatory guidelines, some requests require that processes be turned into a case or lifecycle file, while others may require regulated documents to be reverse-engineered once submitted. An e-government solution can manage all these requests within a single application, demonstrating certification and accreditation of architecture, technology, and policy.

Next-Generation Processes

e-Government solutions add strategic value by facilitating the development of next-generation processes or Smart Process Applications (SPA). Governments at the local level can use them to rapidly create new processes that support customer service delivery within hours, without requiring IT support or software development skills. By combining well-structured modules with pre-built components, SPAs allow people to build new processes easily. Alternately, an existing process can be used as a template and modified to suit business needs. This means staff can be creative in anticipating service requirements and designing ways to address them. An on-demand environment supported by flexible infrastructure can dramatically improve response times. Calgary Police Service is doing just this—improving their response time by consolidating all case files in a secure e-government system.

e-Government Return on Investment

The major activities of a transformational government include sharing and publishing information, interacting with citizens and agencies, and transacting in a digital environment. To successfully carry out these activities, government organizations rely on integrated e-government solutions. The value of e-government lies in its ability to manage the processes around content more efficiently to improve performance, encourage and facilitate a culture of trusted collaboration, and control the risk and cost of content—allowing governments to focus on delivering value for taxpayer dollars.
INNOVATOR STORY

The Calgary Police Service (CPS), located in Calgary, Alberta, Canada, is made up of more than 1,900 police officers and 700 civilian employees. Along with other agencies and the citizens of Calgary, CPS strives to preserve the quality of life in Calgary by maintaining the city as a safe place to live, work, and visit. The CPS needed a comprehensive, reliable and secure e-government system to store, manage and access their case file documents and related information. They also needed a way to enforce records management processes on their documents.

A first step in implementing a solution was to digitize hundreds of thousands of documents. The solution implemented by CPS automatically creates customized case folders designed for police case files, based on information fed in from a mainframe database. The CPS is the first police department in Canada to share digital documents with the provincial Crown Prosecutor’s office. Before implementing the new solution, if detectives needed certain case documents, they would have to go downtown to the central file room to request hardcopy case files. If they needed certain case photos, they had to go to the Photo Unit to request them. With photos and documents now uploaded to a centralized system, detectives can do a keyword search and find all related photos and documents for a case, creating a one-stop shop for case-related content.

Now the CPS can access timely, accurate, and reliable information from any networked or mobile PC—a huge benefit for a workforce that is highly mobile and works 24/7. Efficiencies are further optimized by the system, which provides a complete inventory of projects that are in progress, overdue, and completed. By automating processes, the CPS has been able to improve operations after finding that certain districts had far heavier workloads in serving subpoenas, for example, than other districts.
For e-government systems to be widely adopted, they need to emulate the way people work without disrupting their daily routines. This involves creating a digital place where people can work in much the same way they would work together in departments or at office locations. For e-government to be effective, it needs to be unobtrusive.

e-Government maximizes the flow of information across an organization. How? By working on existing infrastructure and integrating processes across silos, being accessible from anywhere in the world, and leveraging a common knowledge of Internet technology. Because it is easy to use and improves the way people work together, e-government increases overall productivity, employee satisfaction, and the workplace environment.

Leading government agencies are working collaboratively across departments and jurisdictions to optimize administration, programs, and services. Regional amalgamations and the creation of mega-cities, for example, often require the consolidation of various service lines and their accompanying program knowledge. e-Government can help municipal employees exchange lessons learned to maintain continuity and manage the realignment process. Reaching beyond the public sector, governments can partner with organizations in the private sector to share best practices and refine programs. This is discussed in more detail in the following chapter.

![FIGURE 9.11: e-Government Enables the Paperless Office](image)

Service delivery trends are emerging around the world. Governments are taking a citizen-centric approach to governance, as opposed to a programmatic one, and they are using e-government technologies to facilitate this. They are working collaboratively across departments and jurisdictions to provide services to citizens and businesses in an integrated manner, giving stakeholders self-service access at their convenience.
REINVENTING PUBLIC-PRIVATE PARTNERSHIPS (P3S)
Private sector organizations are becoming key players in establishing global governance. In this chapter, we examine how e-government is modernizing public sector partnerships by transforming them from bricks-and-mortar infrastructure projects to Public-Private Partnerships (PPPs or P3s) into collaborative virtual infrastructure projects to support economic innovation and development around the world.

P3s play a large role in public sector development in terms of infrastructure and public-works projects. According to the Canadian Council for Public-Private Partnerships, the definition of a P3 is “a cooperative venture between the public and private sectors, built on the expertise of each partner that best meets clearly defined public needs through the appropriate allocation of resources, risks, and rewards.”

FIGURE 10.1: e-Government Framework

Lessons Learned from the Private Sector

In the downsized and deficit-driven environment of government, budgets are often allocated ahead of time, making efficiency and productivity more critical (and more difficult) to achieve. Government leaders must be willing to take more of an active role in implementing, adopting, and managing the use of technology to solve common challenges in the industry. A key strategic approach involves fostering collaborative relationships, including the customer-supplier relationships that exist in the private sector.

We have seen how internally complex the intergovernmental structure is. Conflicting agendas, political viewpoints, and administrative values make it difficult for a government to run like a business. Innovative approaches to management are often limited by outmoded structures and relationships. Allocating resources ahead of time can impact relationships between the public and private. Despite these obstacles to partnering, the benefits of collaborating with the private sector are clear: according to one source, the U.S. government alone has the potential to save as much as 20 percent of the $600 billion spent annually on equipment and services purchased by expanding its e-procurement systems.

E-Government helps agencies overcome fragmented distribution networks by supporting relationships with private sector suppliers or contractors. As globalization continues to push the boundaries of business, market-based public-private relationships have increased over the decades. New trading models are based on e-government collaboration; can be established in weeks instead of years; and are highly efficient, agile, and cost-effective.

e-Procurement and Streamlined Efficiencies

With the fast pace of government today, private contractors are under pressure to have projects up and running quickly, while controlling costs and meeting compliance requirements. Government-to-Business (G2B) relationships are based on commercial interactions between government and the business sector. E-Government facilitates the development of G2B networks by providing a platform for private sector organizations to bid on government opportunities. Many organizations, made up of contractors and subcontractors and public sector entities, are involved in these trading communities.

Procurement is a multi-party collaboration process that spans multiple stakeholders in purchasing, financial accounting, inventory management, and other external vendors. E-Procurement replaces manual, paper-based processes with electronic processes and information management to improve efficiencies across all touch-points in the supply (or value) chain. It eliminates inefficient processes by capturing and managing content in digital format and providing immediate visibility in an optimized, collaborative workflow.

e-Procurement describes the G2B purchase and sale of supplies or services using Internet-based technologies like Supply Chain Management (SCM) or Enterprise Resource Planning (ERP). Public sector organizations use e-procurement to increase efficiencies, improve transparency, and save time and money in government procurement. e-Procurement has seen rapid growth in the public sector in recent years.

e-Government promotes the efficient, secure, and compliant flow of information across the entire G2B value chain, facilitating an increasing volume of transactional and conversational data through a host of mediums—from faxes and cloud services to file sharing, Electronic Data Interchange (EDI), and Managed File Transfer (MFT). Government organizations can significantly reduce the administrative burden of G2B information exchange by moving the management of systems to the cloud.

Agencies can rely on e-government to help them migrate from ad-hoc manual processes, multiple vendors, or single fixed solutions to a streamlined, virtual trading community that can be up and running quickly and efficiently. An integrated e-government platform improves the reach, reliability, and efficiency of G2B processes. As illustrated in the feature below, Alabama Gas is using e-government to streamline its procure-to-pay process.

What Are Public-Private Partnerships?

Public-Private Partnerships (P3s) can improve the delivery of public infrastructure and provide better value for taxpayer dollars. Under P3 arrangements, governments continue to own infrastructure assets while the private sector plays a larger role in their design, construction, operation, and maintenance. In doing so, the private sector assumes a share of the project risks.
Alabama Gas Corporation (Alagasco) is the largest natural gas distribution company in Alabama serving more than 425,000 customers, businesses, and industries. It is the largest natural gas utility in the state of Alabama and is regulated by the Alabama Public Service Commission. With roots dating back more than 160 years, Alagasco today has operation divisions in Anniston, Birmingham, Gadsden, Montgomery, Opelika, Selma, and Tuscaloosa. Alagasco is automating and optimizing its procure-to-pay process using an e-government solution. It integrates easily with the Company’s ERP solution, and effectively manages a large volume of invoices and purchase orders in its Procure-to-Pay process in accordance with its internal controls. The solution is used by all departments to make its procurement process more efficient and to help improve internal controls for compliance.

The solution allows Alagasco employees to work seamlessly between an e-government platform, Optical Character Recognition (OCR), Microsoft Office® Outlook®, and SAP. Using Vendor Invoice Management (VIM) software, users can code invoices and submit requestor approvals in a matter of minutes, a task that once took an hour or more to complete. Additionally, users have the ability to identify accrued liabilities; view all critical documents for a vendor electronically; and take advantage of special terms and discounting. Using the system, Alagasco has seen a reduction in the number of calls taken from vendors. With an e-government solution, Alagasco has improved its internal processes, allowing the company to increase productivity, reduce risk, and garner a better relationship with vendors.
Ideally, all stakeholders can benefit from a P3-based project, including the government, the private company, and the general public. The public sector leverages P3s to allow for domestic infrastructure or international development to be completed cost effectively. For the private sector, the partnership provides revenue by putting projects into production. In a P3, the public's interests are protected through guaranteed oversight of and transparency into the operation. If outcomes are on target, citizens benefit from quality infrastructure and the promotion of economic development.

The public stands to lose some degree of control when a private sector company is involved in the development of public facilities or services. In the areas of health care and education, for example, P3s are criticized for placing commercial goals above the public interest. Governments have been accused of selecting P3s over traditional publicly-designed, owned, and operated infrastructure projects. Despite potential drawbacks, P3s are widely used in the U.K., Europe, Canada, the U.S., and Australia.

Each level of government can be involved with P3 projects, with provinces and municipalities being the most active to date. P3 projects can be built and operated by public and private companies ranging from domestic, foreign, or transnational, and may involve a large number of subcontractors. A government owned or managed company may also be involved in the financing, construction, and operation of a P3 project.

A Brief History of P3s

Facing today's worldwide economic downturn and globalization, government organizations have recognized that it is critical to streamline infrastructure development for economic prosperity and higher standards of living. This can be accomplished by adopting new approaches to partnership with the private sector.
Traditional P3s span a scale of engagement models that run from straightforward contracting to partnerships that are based on an agreement for financing, building, operation, and ownership. When most or all of the control of assets is retained by the private sector, the term “privatization” is used to describe the situation. Types of partnerships come in many different formats and typically, no two partnerships are exactly alike.

Relationships include Operations and Maintenance (O&M), Build-Operate-Transfer (BOT), Build-Own-Operate (BOO), Design-Build-Maintain (DBM), Design-Build-Finance-Operate-Maintain (DBFOM), and Enhanced Use Leasing or Underutilized Asset (EUL). More recently, a new model has been introduced: the Public-Private Community Partnership (PPCP), which involves public and private sectors partnering to focus on social welfare endeavors.

Typical P3s have been based on large infrastructure and international development projects that warrant alternative approaches to partnership—construction projects like building new schools and hospitals for local municipalities are good examples. At the international level, P3s have been used in connection with the development of the Panama Canal, the Channel Tunnel (or “Chunnel”), U.S. oil exploration in the 1930s, and the bulk of nineteenth- and early twentieth-century railroads.

---

Large-scale infrastructure projects have a long history in Canada. The construction of railroads is an early form of P3 (using a privately-funded model for implementing public projects), combining both public and private capital with financing from foreign investors in the U.S., Britain, France, and Germany. These projects were typically long and took years to complete at great social, labor, and financial cost. Since the late 1990s, tens of billions of dollars have been spent on 180 P3 projects, including such essential infrastructures as Prince Edward Island’s Confederation Bridge and Toronto’s Highway 407.4

The U.S. has been using Public-Private Partnerships for more than a century, with thousands in operation today for the delivery of services or facilities in water/wastewater, transportation, urban development, and the delivery of social services. According to the National Council of Public-Private Partnerships, the average U.S. city works with private partners to perform 23 out of 65 basic municipal services.

Government Program Support
At the federal level, governments are being called on to support P3 development by building business cases around the most effective financing model for projects at the regional or municipal level. Governments are working to ensure that P3s can be effectively managed and deliver investments and outcomes in a timely manner.

---

Many government programs are available to support P3s:

- In 1992, John Major’s Conservative Government in the U.K. introduced the Private Finance Initiative (PFI), the first program aimed at encouraging public-private partnerships. In 1997, Tony Blair’s Labour Government expanded the PFI initiative with a focus on value for money.
- Australian state governments have programs in place based on the PFI, including Partnerships Victoria.
- Over the past 20 years, more than 1,400 PPP deals were signed in the European Union, representing a capital value of approximately €260 billion.\(^5\)
- In the U.S., President Barrack Obama has made public works a crucial part of his economic agenda for 2013, proposing to spend $40 billion on them. He has also renewed a proposal to create a $100 billion national infrastructure bank focused on fostering P3 project development.
- In 2008, the Canadian Government, under Conservative Prime Minister Stephen Harper, established PPP Canada Inc., a federal Crown Corporation to lead efforts to encourage the use of P3s when they can generate better value for money.

To date, PPP Canada has managed the $1.25 billion P3 Canada Fund, the first infrastructure program in Canada dedicated to supporting projects delivered through a P3 approach.\(^6\)

The Economic Action Plan 2013 will provide $1.25 billion over five years to renew the P3 Canada Fund. The Fund will continue to focus on supporting P3 projects that deliver value for citizens and further develop the Canadian P3 market.

Government program support for P3s is also available from Export Development Canada (EDC), Canadian Commercial Corporation (CCC), Industry Canada, and the Department of Foreign Affairs, Trade and Development (DFATD). American counterparts include the U.S. Department of Commerce, the International Trade Administration, the U.S. Department of Foreign Affairs, and the National Council for Public-Private Partnerships (NCPPP).

### The Evolution of P3s

As multi-sector innovative models of collaboration, P3s help to modernize government operations by applying the expertise, efficiencies, and digital solutions implemented in the private sector. By combining Information and Communications Technologies (ICTs) with new approaches to partnerships, P3s are expanding their application beyond bricks-and-mortar infrastructure development to facilitate virtual infrastructure on a global scale.

---


As we have illustrated throughout this book, public and private sector organizations are working together to promote service transformation by implementing back-office information and payment systems, citizen portals, e-procurement systems, integrated communications, and more. Many of the solutions described in this book are the result of innovative P3 collaboration. More recent P3 models engage governments at the international level.

These technology-based partnerships facilitate innovative P3 models of engagement to:

- Fund virtual investments that would not otherwise receive financing
- Use public funds more cost-effectively
- Get projects up and running more quickly compared to traditional delivery methods—hosting solutions in the cloud, for example, as excellent alternatives that save on initial capital investments and offer faster time-to-implementation
- Stimulate innovation and economic development at all levels of government
- Promote sustainability
- Create competitive advantage to stimulate new market growth

Collaboration across sectors is implemented based on requirements, time constraints, and the challenges being solved or services offered. The result is a joint development of public-private governance structures and processes. The partnering of these sectors, facilitated by an integrated e-government infrastructure, can improve economic development, innovation, and the successful transformation of programs and services.

Health care is currently an active sector for P3s. This is because the costs to deliver health care services are increasing exponentially. Governments around the world are searching for alternative mechanisms to reduce costs and increase capacity with investments in infrastructure. A number of countries have begun to use P3s as a means to achieving these objectives. An example of a P3 in health care might involve partnerships between the public and private sector to establish an electronic patient record system and other e-health services to maximize resources and improve quality of care.
One of the major benefits a P3 has to offer is the creativity and innovation that private sector organizations bring to the relationship. On a daily basis, private companies must consistently innovate to bring sustainable solutions, new technologies, and smart business practices—all of which can be applied to P3 infrastructure projects. Often, they can run projects more quickly and with less bureaucracy that a government agency can.

A crucial element for successful innovation-led development is quick and easy access to information, expertise, and resources. Governments have realized this and are opening up access to data to encourage innovation and development. In 2009, the White House unveiled a new Open Data initiative that called for government data to be more open and accessible, allowing entrepreneurs to use it to create new products and services.

Adding P3s to the open data equation results in the development of fast, mobile solutions and partnerships formed between governments and a consortium of private sector companies. These innovative partnerships bring together intellectual and human capital alongside technology to drive innovation and create the conditions for economic growth. Open data initiatives are discussed in more detail in Chapter 12.

The G20 Summit social network is an example of a virtual infrastructure project that was the result of a public-private partnership between the G20 and G8 organizations, the Department of Foreign Affairs, Trade, and Development Canada (DFATD), and a private software vendor. The effective collaboration between representatives of states illustrated in the following example was based on a secure e-government solution to facilitate collaboration, interaction, and dialogue with global levels of security.

**e-Government: Powering Public-Private Partnerships**

Ironically, the Internet itself exemplifies a P3: developed by the Department of Defense, it is software based on the ARPANET that has been appropriated by a private company (Mosaic Communications Corporation) and made available to the public.

In a digital economy, digital media needs to be a part of everything we do. The first step a government can take to effectively serve a digital society is to make an investment in a long-term vision to build a culture around economic development and innovation. This happens through expanding its infrastructure and developing new models of engagement. As a collaborative, social, and secure platform, e-government is a key enabler for effective public-private partnerships.
The Group of Twenty (G20) is the premier forum for international cooperation on the most important issues of the global economic and financial agenda. Its mandate includes policy coordination between members, the promotion of financial regulations, and modernizing international financial architecture. During the G8 and G20 Summits in Canada in 2010, for the first time in history, a mobile social network facilitated collaboration for finance ministers and central bank governors from 19 countries.

The Organization was looking for a platform that would support constructive dialogue and collaboration before, during, and after the Summit. The system had to be secure, mobile and globally accessible. A social community provided the G20 with a collaborative workplace for delegates and attendees, presenting a streamlined and consistent experience—from the social networking interface to complex records management rules, functionality, and integrated back-end databases and technologies.

The interface emulated a Facebook-like experience, giving users a profile and the ability to post status updates, share photos and videos, blog, and hold discussions with other users. Air-tight security was achieved through authentication and permissioned access to information in a highly collaborative system. The interface was easy to use and consistent between laptop, desktop, mobile device, and tablet. For the duration of Summit meetings, the social network was used successfully without requiring any training, enabling delegates to focus on building a future of sustainable and balanced economic growth. The network was so effective it was used subsequently in Seoul, Korea, and Australia.
P3s provide a unique perspective of the collaborative aspects of the public sector. Through P3s, government organizations can more readily implement e-government solutions to deliver higher quality services at lower costs. According to some sources, governments traditionally realize cost savings of 20 to 50 percent when the private sector is involved in providing services.\textsuperscript{7} Time-to-value can be realized more quickly; more innovative solutions can be developed; performance and efficiency improvements can be realized at the operational level; and programs, activities, and budgets can be better coordinated.

P3s connect public and private stakeholders, helping entrepreneurs, academic groups, research institutes, intermediary companies, and governments collaborate to accelerate the commercialization of a nation’s digital talent, solutions, and companies. As a facilitator of new models of collaboration, e-government enables deeper P3 connections to bring more public sector solutions to market and create a higher standard of living, expand on business and investment opportunities, and jumpstart a more prosperous economy.

“In our relationship with IT companies we don’t aim to have a customer-supplier relationship, but a technology partner with knowledge that is able to help us expand our e-government strategy for the City and innovate with us. In working with multinational companies, it’s important that they understand our philosophy and approach for the future, which includes applying e-government technology internally to Public Administration, as well as the concept and scope of Barcelona as a Smart City, based on a close relationship with our citizens, businesses, and the different industrial sectors in the City of Barcelona.”

\textbf{JOSEP RAMON FERRER I ESCODA,}
\textit{DIRECTOR OF SMART CITY DEPUTY CIO,}
\textit{AJUNTAMENT DE BARCELONA,}
\textit{CITY OF BARCELONA}

CHAPTER 11

E-GOVERNMENT AND THE FUTURE
We have been through technological transformations before. In the 1840s and '50s, Dr. Egerton Ryerson (1803-1882) earned lasting gratitude for his inspired efforts to create a modern, province-wide educational system in Ontario. His vision of a coordinated system was based on a standardized curriculum, common textbooks, well-designed schools, and trained teachers. Today, one of Canada's most innovative universities proudly bears his name. Making his vision a reality required a commitment to the importance of education and a sustained effort, but it also required a reliable communication system.

Ryerson’s reforms depended on the transformation of communication technology in Toronto in the early 1840s. The steam-driven printing press, advances in paper-making, and a reliable postal system connected Toronto and scattered school boards. Printed questionnaires provided detail on local conditions and supported evidence-based decision-making. Newspapers supported this progressive initiative, while the province was able to develop and monitor educational standards.

Modern bureaucracy, analyzing facts and trends from across a growing society, creating policy and tracking implementation emerged from this technological revolution. Local and regional government transformed as society’s means of information storage and communication were modernized. Today, society is driving an information revolution as profound and meaningful as that of the 1840s. Governments must adapt.

The digital revolution is transforming politics and the nature of government. From education improvement and tax collection to better health care systems and job creation, technology is putting pressure on governments to make all aspects of government more accessible. Citizens’ voices are “present” in public policymaking and their demands for an always-on, connected government are intensifying through social media. Governments are realizing that technology can act as an enabler to transform government processes, enhancing the provision of public services and increasing productivity.
The challenge for modern government is complex but two key trends emerge:

1) **Society is being profoundly transformed by new Information and Communication Technologies (ICTs).** Entire commercial sectors and old business models have already been swept away as consumers find new ways to access news media, music, films, books, and entertainment and satisfy daily needs. Governments, imprisoned by decades of regulation and bureaucratic habit, are challenged to become more responsive, citizen-centered, and flexible organizations.

2) **Governments are experiencing financial constraint with increased demand for services.** Productivity is the key to the future and to public support. To achieve this, governments need to manage their information assets more collaboratively and effectively. Information is the life-blood of public service. While the imperative of change has been recognized by leaders in government, the extent of change required is challenged by laws, regulations, and a public service culture inherited from an analog world.

In government, traditional models of hierarchy define (and confine) how information flows. Accountability and performance management regimes inherent in these models work to reinforce hierarchy and inhibit collaboration and teamwork. But the issues of a modern society require open information sharing and collaboration across the organization. Digital natives coming to the public service today encounter a fossilized culture that is adapting too slowly to address today’s issues. Many agencies are recognizing the cultural shift that is taking place in the public sector, as illustrated in the excerpt below from an interview with the Head of Data Management at NAVSEA.

**2020: e-Government or Out of Government**

While there are many possible scenarios for e-government over the coming decade, the challenge will be to achieve the productivity and service quality that new information technologies offer while remaining true to the fundamental values of a professional public service.

The emergence of technologies like big data, mobile apps, and cloud computing could be used for extensive social control, eavesdropping, and monitoring all communications—tracking the locations, shopping and entertainment preferences of all citizens, and intruding into all aspects of life. This is the scenario envisioned by novelists and film producers as they contemplate the future. These technologies are simultaneously liberating and can be used to encourage individual expression and participation in society’s issues. Social media played a major role in the Arab Spring, the rash of demonstrations and protests, riots, and civil wars in the Arab world that began in December 2010. Social media enables NGOs and interest groups to mobilize faster than governments can respond. The issue facing all governments and societies is to determine where they want to be on the continuum of state-control and individual freedom. This will determine the fundamental values and characters of their societies in the coming decades.
Naval Sea Systems Command (NAVSEA) is the largest of the Navy's five system commands. With a team of 60,000 civilians, military, and contracted employees, the mission at NAVSEA is to "design, build, deliver, and maintain ships and systems on time and on cost for the U.S. Navy".

What follows is an excerpt from an interview with Dr. Lawrence Totimeh, Head of Data Management for NAVSEA and Tom Jenkins, Executive Chairman of OpenText.

DR. LAWRENCE TOTIMEH: In 2000 we adopted a data management system called CDMS to help us move files digitally from Crystal City to the Washington Naval Yard. At the time, there were no DoD [Department of Defense] regulations in place governing electronic record keeping. The Paper Reduction Act had not yet come into effect. From this exercise, and incidents that followed, we learned how important it is for us to digitize and securely store our information in a single repository.

TOM JENKINS: It must have been a challenge for you to rely on a secure cloud to get to your information. What are some of the lessons you've learned from accessing content in the cloud?

From a change management perspective you have to be very patient with your users. They come from a culture based on holding onto assets. We change the system and say, “Now you can move your information into this trusted repository for 24/7 access”. I have to communicate to them that this is a benefit because information is in the cloud, and when certain incidents take place we can still access our content. And we have to make sure the system is secure. Accreditation has to be up to date.

The newer generations entering the workforce have a different view of security based on their use of technologies like social networks. How does this impact NAVSEA?

There is a cultural shift happening. If you look at the generation that is coming into the workforce, they are used to having technology available to them all the time. So how do we work with younger generations to make them more productive? That’s the issue I think about. They are very savvy. When it comes to security, they don’t care as much about it; it’s the responsibility of the designers to build it into the system when it is being developed.

They’re used to using Google or Bing® where they have permission to see everything. Technology is exciting, but we have to emphasize that security is important. I work in a classified and unclassified environment, so you just can’t have open access to records. There are personal records in databases and we have to be careful that we don’t compromise confidential information.
You have built up an enormous archive. Have you thought about big data and how to leverage this data using analytics or predictive analysis?

I have developers trying to figure out what kind of reports the system should generate, but the answers lie in the future rather than in the reports being generated today. We figured out parameters by demonstrating what reports the system could generate and then gathering feedback from experienced users. Now we can figure out what kind of business intelligence we need to look for in the future.

There is a cultural shift happening. If you look at the generation that is coming into the workforce, they are used to having technology available to them all the time.
Many governments are in crisis, torn by conflicting interests and faced with insurmountable challenges that span national borders and require resources to be mobilized on a scale that often exceeds capacity. These governments are criticized for their failure to respond to market conditions and citizen demands. This is because theory and policy are rooted in approaches, solutions, principles, and technologies that have become obsolete.

Outmoded approaches to governing are based on traditional values about organizational structure, processes, and performance. The table below illustrates the evolution of values from the 19th through to the 21st century. The path of the future is clear, with the focus shifting to empowerment and a state of transformation that is only really beginning now.

<table>
<thead>
<tr>
<th>Values</th>
<th>Century</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Liberal Values</td>
<td>18th</td>
<td>Constitutional and subsidiarity structures; legal framework: law, regulations, defense, and personal rights.</td>
</tr>
<tr>
<td>Democratic Values</td>
<td>19th</td>
<td>Citizenship; democratic participation through representation and direct engagement; engaging private interests; and developing the plural society.</td>
</tr>
<tr>
<td>Social Values</td>
<td>20th</td>
<td>Determining needs for and responses to socio-economic support; service design and delivery; inclusion of all; environmental sustainability; place development and quality of life.</td>
</tr>
<tr>
<td>Empowerment Values</td>
<td>21st</td>
<td>Empowering citizens, communities, groups, and interests in society; extending subsidiarity and reciprocity; governance coherence and balance; transparency and openness; ethics and accountability; trust; empowering the public sector as an individual actor; empowering the private sector for individual users; and empowering the individual service user.</td>
</tr>
</tbody>
</table>

Transformation is the way forward for government today. As a strategy, e-government is already helping public sector organizations master change. To be effective in today’s complex, connected, and fast-paced world, governments need to redesign their structures and processes to capitalize on a new set of actors and tools. The approach, strategies, standards, and technologies can all be defined as e-government.

e-Government can enable a better government. But what does the future model of government look like? How will we be governed in 2020?

The Transformative Promise of e-Government

What we have illustrated throughout this book is that e-government innovations play a pivotal role in the evolution of government programs and services. Change runs the gamut from new technical infrastructure to reconstructed internal processes to redefined relationships and new solutions.

---

Future models of government are suggested by current trends. Many of the trends examined in this book pertain to those in ICTs. This is because the effective management of information is a key player in government transformation. In the context of e-government, a range of solutions—from content lifecycle management to contract or case management, records management, e-discovery, digital rights management, and web experience management—function to help inform citizens in their roles at work, in the family, and in society. Digitization improves access to information and enhances engagement with government. Able to connect with their governments across a myriad of interfaces, citizens are inclined to participate—and even co-create programs and services (using mobile apps)—and, ideally, deepen their relationship with their governments based on trust. Many governments are in the early stages of digitization and managing their digital information assets—an important first step toward true e-government.

**e-Government 2020**

In the year 2020, models of e-governments will be:

- Mobile and connected
- Open and transparent
- Intelligent
- Participatory

**e-Governments Are Mobile and Connected**

The use of mobile and cloud technologies have made citizen access to government more direct and immediate. Governments can capitalize on this and apply these technologies to streamline service delivery through personalized access. Programs and services can be accessed through the use of digital IDs, such as mobileID, a web-based identification system that the City of Barcelona is using to give citizens mobile access to services, discussed in Chapter 9.

A digital identity is the starting point for access to government services, benefits, and entitlements. By 2020, citizens will be assigned a unique digital identity to access services and complete government transactions online. Interfacing with government will be portable and personalized. Paper documents will no longer be required to complete government transactions. Governments will maintain a secure digital space where each citizen can access and update all their data, including their electronic health records.

The majority of government administrative interactions will be digital. Our reliance on paper-based transactions and documents will be minimized. This is already mandated in many countries. The Australian government, for example, has set the goal to have more than 50,000 interactions per year available online by 2017, with Internet as the default option for most services.
As accessibility and bandwidth increases, the economy will also become digitally based. Governments will be required to support access across many channels. Their focus will be on creating a responsive experience for their users—both internally with public servants and externally with citizens. A common e-government infrastructure will provide users with a seamless interface and integrate underlying processes and programs.

Alignment on the back end will integrate different government departments to offer shared services. Networked government projects will replace today’s bureaucracies, making governments more flexible and anticipatory in their approach. As they turn to private sector organizations to outsource solutions, many government services will be wholly privatized. As the world becomes smaller due to globalization, international dialogues will form in a global, competitive marketplace. Laws, regulations, and policies that impede public/private cooperation will have to be remodeled so that projects take less cycles to complete and are more cost-effective in the long run.

The City of Surrey in Canada is using a combined e-government solution to digitize services and create a responsive, mobile experience for its citizens.

---

2 Stefan Ried and Holger Kisker, “Sizing the Cloud”, Forrester Research, April 21, 2011.
City of Surrey

“Whether it’s an internal customer or an external customer isn’t important. Citizen-centric is important whether you’re a youth, a kid, a future investor, a developer, or you’re just a parent who wants to know how to register your child for swimming. No matter what your perspectives are, all of those viewpoints matter. And how they use technology and consume technology or content matters.”

PROJECT AND RELATIONSHIP MANAGER, CITY OF SURREY

With a population of 472,000, the City of Surrey needed a website that was reflective of one of the fastest growing major cities in Canada. Despite being a truly unique place in which to live, work, and play in British Columbia, the website was not adequately communicating the value and strengths of the City to its public. Site navigation was difficult, search was ineffective, and visitors found it difficult to find contacts and city council information. The City needed to give its citizens multiple ways to interact with content.

The City of Surrey redesigned their website (www.surrey.ca) making it more citizen-centric by using social media tools to ensure a two-way dialogue with constituents. Community consultation was conducted through each phase of the launch to engage with people who had strong opinions and to ensure customer centricity, connectedness, and transparency. The site’s design reflects the City’s broad community culture; visitors to the new website are offered a compelling, interactive online experience; and the City is using rich images and video to showcase the stories of the businesses and people who live there.

On the new site, navigation is straightforward so that information is available and easy to find. Online transactions are conducted effectively and efficiently. Citizens can report a problem or submit an inquiry using an online form. All council information, whether it is the Surrey bylaws or council minutes, agendas, corporate reports, or planning, is organized and easy to find. Citizens connect directly with their government in a variety of ways, including mobile apps that showcase things to do in the City and live-streaming council meetings. With the new site, the City delivers a targeted experience to visitors, pushing information they care about to the web and mobile devices.
e-Governments Are Intelligent

As transactions move online across all industries, citizen engagement with governments will increase. In 2020, governments will have to find a fine balance between collecting volumes of personal data and protecting the privacy of this information.

The mining of personal data is already a highly charged issue. In 2006, *Wired Magazine* blew the whistle on AT&T and Verizon for giving the National Security Council (NSC) access to network traffic without a warrant. With Google's March 1, 2012 privacy modification that permits the company to share data across various services and third-party websites, there are growing concerns about organizations storing millions of user-based Internet searches and information in a cloud-based data warehouse. What would prevent organizations from sharing information like this with any party, including the government? At the moment, private sector policies on data protection and law enforcement are not consistent or clearly articulated.

The USA PATRIOT Act, created to prevent terrorism post-9/11, gives the U.S. government broad powers to access personal data. With provisions extended by the President, the PATRIOT Act has become a trade issue in selling cloud computing services to governments due to fears that providers could be forced to hand over data to U.S. authorities. This means essentially that any company that deals with a company in the U.S. can have its records and data accessed by the U.S. government. Ironically, the U.S. government will not allow their own data to be stored in foreign clouds. Fears about security of information caused governments in Europe to consider banning U.S. based cloud firms from competing for government contracts. So who owns information in the cloud and who protects the data? And, in the wake of big data—with many different data points amassed, examined, compared, and analyzed—how will this impact privacy for the 2020 citizen?

On the other side of the coin, capturing, combining, and transforming data across silos will provide deeper insight into how performance can be improved. Technologies like data-mining, artificial intelligence, gaming technologies, geospatial technologies, sentiment analysis, and discovery technologies will help governments respond in a more timely fashion to natural disasters, protect citizens from crime in real time, and deliver more targeted services. Governments will be empowered to make critical decisions based on real-time insights leading to transparency and predictability—and the ability to improve services and save lives.

---


Governments will be responsible for ensuring the security and authenticity of these volumes of information. They will have to manage information effectively and transparently on an enterprise-wide basis to ensure the accuracy and authenticity of sensitive data. To do this, they will need to manage the delicate relationship between transparency and privacy. Large-scale data mining will be strongly regulated. Record-keeping processes will be streamlined on a common e-government infrastructure to simplify and secure the processing of information. Standard metadata will be agreed upon and implemented, and technologies that allow permissioned access to information will become increasingly important in preventing infringements of privacy. As society becomes digital and the Internet engenders a faster pace of crime, governments will need to focus on the development of interoperable policies, standards, and systems to prevent identity theft and online fraud.

**e-Governments Are Open and Transparent**

Open Government will be the new norm in 2020. Governments are already opening up public access to datasets, such as the Data.gov initiative from the Obama administration and Open Data in Canada. These initiatives are aimed at increasing public access to high-value and machine-readable datasets. The application and uses of this information will stimulate economic growth by creating opportunities for innovation. External organizations and entrepreneurs are already crowdsourcing solutions for improved government service delivery.

---

In 2020, new media tools and technologies will continue to increase the transparency and accountability of governments through exposed government operations. These data sharing directives will be required to comply with privacy standards, regulations, and licenses. Accountability will be shouldered as a joint responsibility as governments increasingly partner with citizens, businesses, government agencies, and even international governments to produce innovative solutions and services. New challenges will emerge from new business models as governments strive to balance security and privacy with innovation, based on open access to information.

“With regards to open government, we have launched an initiative on transparency, citizen collaboration, and open data where two aspects co-exist: data is the new raw material in the information society and applying it to push industry growth and business development. As a reference in the public sector, we are obliged to position Barcelona as the leading IT city in transparency and collaboration.”

SERGI JEREZ, DIRECTOR OF MOBILE, EGOVERNMENT Y DATA, AJUNTAMENT DE BARCELONA, CITY OF BARCELONA
**e-Governments are Participatory**

As President Abraham Lincoln stated in his famous Gettysburg Address, the ideal democratic government is a “government of the people, by the people, for the people.” In the democracies of the future, citizens will have a range of channels available to influence the outcomes of governance policies and programs. They will monitor the performance of governments on their mobile devices and tablets—watching council meetings, attending a court ruling, or viewing a government debate. Interactive tools will include Internet Protocol television (IPTV), mobile e-voting, and online forums. Citizens and governments will unite in communities of practice where feedback will be collected, stored, and accessed for reuse to create guidelines and policies for more effective governance.

![FIGURE 11.8: Blueprint 2020—Redefining the Future of Public Service](image)

The participatory approach of the future is outlined in the Government of Canada’s “Blueprint 2020: Building Tomorrow’s Public Service Together”—a dialogue about the future of public service launched in June 2013. This engagement exercise was launched in a first-time-ever coast-to-coast webcast to give voice to public servants in reshaping the future of Canada’s government.

The multi-channel, bottom-up initiative resulted in conversations hosted on over 120 group discussions, webinars, face-to-face meetings, townhalls, and hundreds of events organized across the country. A groundswell of ideas provided the Government of Canada with a vision of the government’s future. The government has made these available to the public as part of an ongoing dialogue.
In the future, governments will rely more heavily on citizen participation to guide mission and policymaking. Based on new partnership models, the roles of government, business, and society will shift. New legislation will help to regulate accountability of governments in joint citizen and business initiatives.

The adoption of e-government moves beyond using Internet technologies to make services available to citizens. There are many government activities that fall outside of the realm of delivering programs to the public. Based on the examples that appear throughout this book, we can see that improvements in efficiency and service delivery are a culmination of processes that come together behind the scenes. These internal processes are essential to every aspect of government. Successful government transformation can only be achieved from the ground up, through the empowerment of public servants.

As governments become central information gathering, processing, and sharing entities, the role of public servants is evolving. When implemented correctly, e-government empowers public servants by giving them access to the information, tools, and processes they need to do their jobs effectively. Approaches have to be user centric, not just citizen centric. Improved access to information is critical. Participatory government is a bottom-up approach that incorporates all users—including public servants. Participation leads to an engaged and impactful cultural shift. This theory is outlined in practice in the feature below, about the Library of Parliament in Canada.

Like public servants, citizens are likewise empowered by e-governments through access to services of their choice at their convenience. e-Government increases transparency and citizen participation in the public sector decision-making process.

e-Governments empower their nations to become digital nations. Digital nations strive to develop educational programs, encourage entrepreneurship, and foster innovation in order to commercialize products and services. Governments across the globe encounter similar challenges in the delivery of their mission activities. Developing and patenting repeatable solutions, and making them available stimulates economic development and transforms nations into players on an international stage.

But how does a government transform itself into an e-government? The following chapters provide examples of transformation through e-government, detailing agencies and organizations that have adopted open, mobile, and data-centric approaches to governing. The final chapter in the book, Strategies for Change Management in Government, outlines effective approaches to transformation with a focus on change management.
The Library of Parliament, Canada

While the main benefit is a streamlined workflow, a second benefit is the centralization of information in a single repository where it can be easily searched for and accessed.

The Library of Parliament is the main information repository and research resource for the Parliament of Canada. An organization of about 350 people, the Library’s team of knowledge professionals includes lawyers, economists, librarians, social science experts and scientists. Together they provide expert research and analyses on any issue related to the duties of parliamentarians in the Chambers, in committee, in caucus, in the constituency or as a member of a parliamentary association or delegation.

The Library provides research services to parliamentarians, working on very tight deadlines and schedules. In the past, the process of taking a request from clients was manually based—from intake to research response, the request was handed off in a docket or file folder with all the challenges inherent in manually tracking a document. Management never knew with any precision what stage the process was at and the manual process created a duplication of effort and information. The Library was looking to automate this process and improve transparency by replacing paper forms and static logs for tracking workload.

The Library’s digital solution is now completely automated, giving researchers time to focus on areas of their expertise rather than managing the process. It is more transparent, providing visibility into every piece of work or document in the Library. It also provides the Library with metrics. Managers can easily track requests and see and adjust bottlenecks. While the main benefit is a streamlined workflow, a second benefit is the centralization of information in a single repository where it can be easily searched for and accessed. Documents are automatically classified according to an underlying records management system as part of the solution, and the Library is now compliant with the Government of Canada’s Record Management Plan for 2014.
CHAPTER 12

OPEN GOVERNMENT AND CROWDSOURCING
Governments produce huge amounts of information that are only now being recognized as national assets. Public Sector Information (PSI) plays a fundamental role in the provision of public services. Over the past decade, governments have launched policy initiatives to promote the reuse of PSI—from developing open license models to establishing regulatory frameworks and making “open data” available on government websites. Companies that tap into this information can apply newfound knowledge to better understand customers, create products and services to meet demand, and discover new markets. Governments have the opportunity to use this information to improve transparency, efficiency, and service delivery to citizens.

This chapter describes the convergence of PSI and technology, and examines the role that e-government plays in driving the open data phenomenon.

What Is Open Government?

Open government is a principle that gives citizens the right to access the documents, data, and proceedings of government to allow for greater transparency. It reflects the necessary balance between freedom of information and protection of privacy legislation in many jurisdictions.
In an information economy, data is the raw material for new products and services. Governments around the world have articulated their commitment to facilitating a more open approach to governing.

“My Administration is committed to creating an unprecedented level of openness in Government. We will work together to ensure the public trust and establish a system of transparency, public participation, and collaboration. Openness will strengthen our democracy and promote efficiency and effectiveness in Government.”

U.S. PRESIDENT BARACK OBAMA, MEMORANDUM FOR THE HEADS OF EXECUTIVE DEPARTMENTS AND AGENCIES, THE WHITE HOUSE

Canada’s commitment to open government is part of the federal government’s efforts to foster greater openness and accountability, to provide Canadians with more opportunities to learn about and participate in government, to drive innovation and economic opportunities for all Canadians and, at the same time, to create a more cost-effective, efficient, and responsive government.¹

Canada’s approach to open government is described as a “three-legged stool” based on Open Data, Open Information, and Open Dialogue. Open Dialogue leverages tools like social media to engage citizens in policy development. Open Information makes access to online information requests faster and easier. The third leg in the stool is Open Data, which we will discuss below in more detail.

FIGURE 12.2: Canada’s Commitment to Open Data²

² Ibid
The Open Government Partnership (OGP)

The Open Government Partnership (OGP) was launched in September 2011, when the eight founding governments (Brazil, Indonesia, Mexico, Norway, Philippines, South Africa, United Kingdom, and the United States) endorsed an Open Government Declaration. The declaration outlines a voluntary, multilateral mandate to “promote transparency, empower citizens, fight corruption, and harness new technologies to strengthen governance.”

The OGP is a dynamic global movement that promotes open government, free dialogue, and sharing among governments, civil society, and private sector organizations. Since its inception, the OGP has grown to include 62 participating countries (as indicated on the map below) in a worldwide movement that goes beyond strengthening accountability to connecting data across governments on a global spectrum.

“Africa needs open government: on a daily basis, ordinary citizens face the challenge of a lack of transparency and accountability. The Open Government Partnership presents a real opportunity to build a new trustful relationship between African citizens and their governments.”

GILBERT SENDUGWA, HEAD SECRETARIAT AFRICAN FREEDOM OF INFORMATION CENTRE

To become a member of the OGP, a nation’s government must support its high-level Open Government Declaration, deliver an action plan developed with citizen input, and provide progress reports against the plan. The U.S., for example, has achieved 24 of the 26 steps it outlined in its open government action plan to encourage public participation in government, increase transparency, and manage public resources efficiently. Part of this involved its launch of the “We the People” petition platform, which is used by more than 10 million people, has opened up thousands of government data resources on Data.gov, and expanded the transparency of federal records by improving Freedom of Information Act (FOIA) records processing and declassifying more documents.4

To date, almost 1,000 commitments have been made by OGP countries to make their governments more open and accountable.

Open Government Standards

The Open Government Standards were initiated in 2012 to coincide with the presentation of OGP National Action Plans. The initiative aims to define open government based on open government policy measures. In other words: what constitutes an open government and how can new technologies advance transparency?

What Is Open Data?

Open data is information that is accessible, available in digital machine-readable format, and reusable under open license terms.

The full Open Definition breaks this down into the following characteristics:5

- **Availability and access:** Data should be available as a whole in readable format, preferably by download over the Internet.
- **Reuse and redistribution:** Data should be available under terms that permit reuse and redistribution.
- **Universal participation:** Everyone should be able to use, reuse, and redistribute data without discrimination.

Interoperability is essential to achieving the benefits of open data. Interoperability refers to the ability of diverse systems and organizations to work together to combine datasets.

The focus of open data is on non-personally identifiable data (information contained in maps, genomes, chemical compounds, mathematical formulae, and medical data, to name just a few) that can be aggregated into context for value. Access to government information is made available via an Open Government License (OGL). Proponents of open data insist that access be opened up without restrictions like copyright, patents, etc., including the development of derivative works. Open data is inexorably tied to technology and is part of a larger movement that incorporates open source software, open hardware, open content, and open access.

There are many areas where the analysis of large datasets can be of tremendous value. Along with increasing transparency and accountability, the high-level benefits of open data include creating a more participatory government through approaches like crowdsourcing, citizen empowerment, innovation and business development, improved efficiency and productivity, and new meanings based on context and combined sets of data.

Why Is Open Data Important?

Open data is good for the economy. The European Commission predicts that the open data revolution could bring as much as $55 billion in economic benefit a year to the continent alone.6 Once opened up, information based on water quality, border wait times, health trends, flight tracking, and crime statistics can be accessed and transformed into user-friendly applications to improve the lives of citizens.

---

In 2013, geospatial data was estimated to generate $270 billion in global revenue. Geospatial data is the foundation of many map- and weather-based applications. Recognizing the importance of reliable data for this growing industry, the Government of Canada has established a Federal Geospatial Platform. Unlocking the government’s geospatial information and combining this with data across departments, for example, will affect decisions made about natural resource development, renewable energy, environmental management, and regulations. Consolidating data from many sources with clear analysis enables evidence-based decision making. Government itself can become better informed and more effective in responding to emerging trends.

Open data promises unlimited potential in its combinations and applications of information. New combinations create new applications of knowledge, which lead to innovations that have yet to be conceived. To fully capitalize on this resource, governments must commit to making their data available. The development and consensus of standards is also critical so that datasets can be easily accessed and combined in similar formats.

Applications built on open data have exploded. Google Maps® is based on public transit data made available on websites around the world. Danish website husetsweb.dk offers ways to help citizens increase the energy efficiency of their homes, based on surveys and government subsidy data. FixMyCity is another app that enables citizens to report issues via mobile devices with GPS directly to their municipality. Some of these applications are being crowdsourced and are based solely on the availability of open data.

Open Data and Crowdsourcing

Crowdsourcing is a great example of democracy in action, as enabled by e-government technologies. The use of crowdsourcing has created new opportunities for citizens to engage with governments at all levels. It gives governments the ability to solve complex and dynamic challenges by outsourcing solutions to citizens. When properly implemented, crowdsourcing solutions are a cost-effective and innovative way for governments to overcome challenges, engage with the community for unique insights, and build trust with citizens.

The term “crowdsourcing” was coined by editors Jeff Howe and Mark Robinson at Wired Magazine in 2005. It means essentially “outsourcing to the crowd”. According to their definition, it is “the act of a company or institution taking a function once performed by employees and outsourcing it to an undefined (and generally large) network of people in the form of an open call... The crucial prerequisite is the use of the open call format and the large network of potential laborers.”

Early forms of crowdsourcing go back as far as 1858 with projects like the Oxford English Dictionary (OED), which involved volunteers looking through books for every instance of a word and sending this information to editors compiling the OED. Many examples take the form of contests issued to the public by consumer companies, such as the Pillsbury Bake-off in 1949. The bake-off was so popular that it is still held today, with prizes awarded for the best recipes and inclusion in a cookbook full of “crowdsourced cooking tips.”

Today, crowdsourcing is an online, distributed problem-solving approach that has become more widespread, fueled by easy access to web, social, and mobile technologies as enablers for collaboration and ideation.

“I think the most exciting thing...is that we don’t know the coolest things that are going to come out of it. With open data, the best thing about it is that other people find these amazing ways to use it.”

GARETH MACLEOD OF TINKERCoin

The Wisdom of the Crowd
Crowdsourcing capitalizes on collective intelligence or the “wisdom of the crowd.” It is being applied by governments and not-for-profits as a problem-solving tool for community building, civic engagement, and funding.

Crowdsourcing occurs at the grassroots level with governments maintaining a presence but handing control of the evolution of an idea or approach to governing or planning over to citizens. Once open data is available, the network effect takes hold and data becomes increasingly more valuable as more people contribute and participate.

![FIGURE 12.8: Wikipedia—Available in 287 Languages](image)

Wikipedia is the modern-day equivalent to the centuries-old OED crowdsourced project. The approach is similar but the collaborative tools have evolved. Wikipedia is a collaboratively edited, multilingual, free online encyclopedia that currently ranks fifth among globally visited websites. Volunteers from around the world collaborate to write and submit 30 million articles in 287 languages in this massive online wiki. Studies that have been completed to assess the reliability of Wikipedia have found the content to be of a high standard, with a level of accuracy in places comparable to *Encyclopædia Britannica*.

---

In the public sector, evidence suggests that civic co-creation of programs and services can lead to improved outcomes, especially in the areas of health services, crime prevention, education, neighborhood services, and social programs. The previously mentioned FixMyCity is a good example of this. People are given a fast and easy way to report non-emergency issues in their neighborhood, such as potholes, blocked storm drains, and downed street signs through direct engagement with the municipal government. Public works departments can use the information to allocate resources and address issues, making government more responsive, effective, and efficient.

Crowdsourcing has shown that a community is more likely to come together to solve issues when they are directly impacted and their participation is making a difference. As digital citizens, the public is crowdsourcing at a global level to save lives—from Ushahidi, the online mapping platform that saved lives in the Haiti earthquake to using Twitter to track diseases.

**FIGURE 12.9: FixMyCity**

Internally, both the U.S. and Canadian governments are crowdsourcing to improve engagement and performance. The SAVE Award (Securing Americans Value and Efficiency) recognizes U.S. Federal employees for thinking outside the box to make government more efficient and bring value for taxpayer dollars. To date, Federal employees have submitted more than 85,000 ideas, with the most promising ideas included in the President’s Budget.14

In Canada, the Head of the Public Service in Canada invited government employees across the country to take part in a dialogue about the future of the public service. Based on a vision of governing in the future called "Blueprint 2020," employees can use an online form or template, an email address, and private, collaborative spaces to participate, share, and provide feedback on the strategic vision.

The Benefits Outweigh the Challenges

Using technology to tap into collective intelligence and create solutions does present challenges. Legal issues around copyright and intellectual property can arise for participants involved and businesses that sponsor crowdsourced ventures. These can be avoided by having policies in place to protect intellectual property and prevent copyright violations. One example is the Digital Millennium Copyright Act (DMCA) that describes terms of use for websites.

Crowdsourcing is an extension of democracy. It brings new insights and innovation to issues of governance. Despite the inherent challenges, governments should look to the wisdom of the crowd to address challenges that cross jurisdictions, like transportation and the environment. Many governments can use crowdsourcing to deliver services cost-effectively in the wake of budget cuts and financial recession. Capital investment can be minimized by using existing e-government infrastructure and technologies as key facilitators. Often, crowdsourced solutions are created at a faster pace, bypassing the bureaucratic red tape traditionally associated with government projects.

Cost is not always a factor in a project’s success. Benefits can also be measured in terms of social value. The co-delivery of government services by citizens makes for a more engaging democratic process, involving citizens directly in government. Throughout the process, citizens have the opportunity to connect more deeply with their government and build trust. Joint initiatives, developed using e-government technologies, can make a government more responsive and relevant to its public.

"Blueprint 2020 is engaging public servants in an unprecedented variety of ways... We are seeing groups of employees self organize to crowdsource solutions using new tools. On the web, the Blueprint 2020 vision document has been consulted over 125,000 times. The dialogue resulted in more than 13,000 tweets from June to November using the #GC2020 hashtag. Blueprint 2020 continues to be about public servants taking ownership of the process."

WAYNE WOUTERS, CLERK OF THE PRIVY COUNCIL AND HEAD OF THE PUBLIC SERVICE, GOVERNMENT OF CANADA
Open Data Global Initiatives

Canada: www.data.gc.ca

The Government of Canada (GOC) has committed to implement five open data principles and best practices by 2015. As part of this exercise, the GOC recently launched its Open Data Portal from which federal data can be downloaded free of charge. The portal is based on an open source software platform and features targeted search and Web 2.0 capabilities such as blogs, comments, and social feedback.

There are currently over 265,000 datasets compiled by over 20 departments and agencies on the portal. While this information helps to inform Canadian citizens, who can, for example, compare year-over-year federal budgets, there is also great opportunity to mine and combine this data to develop apps. A Developer’s Corner offers software tools such as APIs, open data file formats, and an open data metadata element set. Access to information is based on a new Open Government Licence which offers unrestricted re-use of government data and information for commercial and non-commercial use.

Many departments are aligning open data initiatives with the GOC’s Action Plan on Open Government. As part of the International Aid Transparency Initiative (IATI), for example, information on international assistance through former Canadian International Development Agency (CIDA) is available to help donors publish information and increase the transparency of aid throughout the world.
To further demonstrate its commitment to open data, the Canadian Federal government has allocated funding towards creating an Open Data Institute in Waterloo, Ontario, Canada. A mix of public, private, and academic organizations are involved in the endeavor, including the Canadian Digital Media Network (CDMN), the University of Waterloo, Communitech, OpenText Corporation, and Desire2Learn, Inc. A key objective is the development of a common framework for open data to establish a standard that businesses can use when accessing data sources.

President of the Treasury Board, Government of Canada, Tony Clement is the country’s strongest political proponent of open data. What follows are excerpts from an interview between Tony Clement and Mark Barrenechea, President and CEO of OpenText.

“With increased access to government data repositories, developers will be able to create applications, advance the digital economy, and expand the boundaries of the possible.”

MARK J. BARRENECHEA, OPENTEXT PRESIDENT AND CEO

Open Data: The Natural Resource of the 21st Century

MARK BARRENECHEA: What is the Canadian Government’s position on open data and open government?

TONY CLEMENT: You can’t have big data without open data. You can’t have all of the applications, all of the innovations that are the result of data being available, without having open data from government sources.

Do you think this will change the way government operates in terms of efficiencies and effectiveness?

It’s going to be revolutionary and in some cases disruptive, but disruptive in a positive, entrepreneurial way. We have a border app, which tells people which border sites are congested and which are open. That’s valuable information. [Open data] will revolutionize the flow of information and the way government operates with its citizenry. We’ll have much more of a two-way flow of information.

“[Open data] will revolutionize the flow of information and the way government operates with its citizenry.”

TONY CLEMENT, PRESIDENT OF THE TREASURY BOARD, GOVERNMENT OF CANADA

You called open data the “natural resource of the 21st century” and you see it as improving not only government, but the economy as well.

This is a natural resource that unlocks the door to many things, and it makes the government more accountable. One of the sites that I opened up this year was for real-time compare-and-contrast on budgetary items within the federal government. You used to need a Master’s thesis to understand how to unlock the budgetary cycle of the Canadian government. Now it’s a lot easier to keep the government accountable, which is of course, an element of our democracy.

I’m a developer at heart; I like to say that developers make all things possible. You need a few ingredients: you need data, you need APIs, and you need a long-term commitment to attract the community.

Is the government committed to this for the long term?

Absolutely, we’re one of the original signatories for the Open Government Partnership (OGP), which is a worldwide movement. You can’t just sign up; you have to commit yourself to meeting certain goals. They are common goals in the sense that we want more open government and we want more open data. It requires us to have a process by which we interact with civil society on an ongoing basis.
United States: data.gov

The U.S. Government is making data more accessible and useful for citizens and government more accountable through its commitment to treat federal information as a strategic asset. Data.gov is the flagship Open Government Initiative from the U.S. Executive Office of the President and supports the principles of open government: transparency, participation, and collaboration. Information has been uploaded from 176 agencies and sub-agencies, with 88,137 datasets available on the site for download. From this data, 349 applications have been developed by citizens, of which 137 are mobile apps.

An Innovator Toolkit is available, along with 409 government APIs and access to open source code. The site promotes participation and interaction using blogs, feedback mechanisms, and a community page that organizes datasets based on industries or areas of interest.
The lens of the open government movement is focused on how society benefits from free access to information. In the U.S., federal data has been used to help the media expose inconsistency in hospital billings, to educate citizens about social services, to aid farmers in the management of their crops, and to help educators develop curriculum. Space agency NASA, for example, has released data on 50 years of space exploration, making over 200 datasets available. My NASA Data (MND) gives the public access to satellite data, which can be generated into charts, plots, and graphs. These can then be incorporated into lesson plans to enhance curriculum and advance education and research.
United Kingdom: data.gov.uk

As a founding member and co-chair of the Open Government Partnership (OGP), the UK Government has continued to develop policies that promote the re-use of public sector information. In 2010, the UK Government launched data.gov.uk, a searchable portal to release public data. Over 9,000 datasets are currently available on the website, from all central government departments and government bodies.

To maximize the benefits of public sector information, the U.K. has established the Open Government Licence (OGL) as its default license for public sector information. The Open Data Institute (ODI), chaired by Sir Tim Berners Lee and Professor Sir Nigel Shadbolt, was established to demonstrate the commercial value of open data through the mentorship of new ideas and innovation. Other UK initiatives, such as the Open Data User Group (ODUG), legislation.gov.uk, and the UK Regulatory Framework have influenced open government activities in other jurisdictions.

“...the [OGL] gives principles for what we mean by ‘open’ in ‘open data’ or ‘open content’. This means that open material can be used and shared by anyone for any purpose, and—crucially—that open material can be freely combined without legal issues. This relatively short bit of text helps to keep the digital commons interoperable, serving as a green light for reuse and remixing. The fact that the UK government’s new default licence is now compliant with the definition, formally makes good on official commitments to make open the new default for public sector data.”

JONATHAN GRAY, DIRECTOR OF POLICY AND IDEAS, THE OPEN KNOWLEDGE FOUNDATION
Germany: govdata.de

As of 2013, the latest coalition government in power in Germany stated their intention to join the ODP, making a commitment to open government a part of their legislative agenda. Germany’s current open data portal, GovData.de, is based on a custom license model, which potentially excludes Germany from a larger, global data pool.16 Joining the ODP paves the way for Germany to implement a common license to allow for greater interoperability and combinations of datasets. Additional open data initiatives are underway in Germany, including the Open Data Network, The Government 2.0 Network Germany, The Internet & Society Collaboratory, and Apps für Deutschland.

Conceived at Government 2.0 Camp Berlin 2009, the Government 2.0 Network Germany is made up of volunteers interested in advancing the cause of Government 2.0—a more participatory and engaged government based on emerging web technologies.

“We welcome Germany joining that race, for Germany’s sake but also because we know that as more countries provide data about more things, so we all will get a picture of the state of the whole world, a picture which is very important in this crucial era.”

TIM BERNERS LEE, W3C CONSORTIUM AND ADVISOR OF THE UK GOVERNMENT ON LINKED OPEN DATA

e-Government: A Platform for Open Data and Crowdsourcing

Governments around the world are establishing more consistent information management structures, standardizing the way this data is stored and presented, and endorsing the publication of federal data in machine-readable formats. What is the role that e-government plays in all of this?

As nations, organizations, and citizens share, use, and release more open data, we can see a new web emerging. With the open data movement, the potential of unlimited access to content is becoming clear as boundaries blur between the Internet, the Deep Web (information behind firewalls), open data, and search engine content. e-Government technologies are being developed to deliver faster and more secure access to this content.

As part of a complete solution, an e-government system standardizes data on a common infrastructure and opens up access to this content through search and archive capabilities.

The Importance of Archiving to Open Data

Open data requires a robust archive. Archiving delivers a multi-faceted, comprehensive solution that can handle massive volumes of data—tens and millions of documents—increasingly common in government organizations today. Government organizations can use archiving to capture digital information and make it more accessible. For open government, effective archiving ensures that the analysis of trends over time remains possible.
Archiving is a critical component of sound governance practices. Information can be stored and managed in a single repository, making it easier to manage and less costly to operate. Tiered storage allows for content to be stored where appropriate, at different stages in its lifecycle. Information is easier to find, improving efficiency and response times, and reducing the time and cost involved in processing legal e-discovery requests.

The lifecycle of federal content and information starts with the business applications used most in agencies and associated data, documents, and records. Keeping a separate archive for each of these applications is proving to be too costly and complex. e-Government provides a single archiving backbone for all types of information.

Fully integrated e-government solutions deliver an automated system that removes the complexities of information lifecycle management, records management, process automation, storage, and archiving. Cross-repository functionality such as federated records management and enterprise search, along with collection tools are also important components of open data.

The Government of Canada has standardized its approach to data and records management across the public service with GCDOCS, a hosted, government-wide information management system. GCDOCS supports the Open Information stream of the GOC’s Open Government Initiative and is currently being implemented in a number of departments and agencies.
To meet directives for effective recordkeeping practices and information management, as well as the mandate to retain any data created after 2017 in digital format only, the Government of Canada (GOC) adopted a hosted, government-wide solution for archiving and records management. GCDOCS is an e-government system that is currently helping departments create, acquire, capture, manage and protect the integrity of information resources of business value in the delivery of Government of Canada programs and services.

The move to GCDOCS was an exciting opportunity for government departments to start comprehensively managing their digital information resources. The e-government solution is more than just a records management tool: GCDOCS embraces an enterprise-wide design that effectively manages all of its information in a consistent manner. The solution is also being used as the central repository for storing structured and unstructured information.

With GCDOCS, the government is considering information management transformation from a much higher and broader perspective. As a full information lifecycle management system, GCDOCS manages information in the background, placing no burden on the end user beyond the needs of regular document management best practices and departmental standards. The focus is on usability to leverage the value of information. Today, GCDOCS is making it easier for 90,000 civil servants to do their jobs and provide Canadians with information on programs and services more efficiently. Dozens of line departments are using GCDOCs to work consistently with central agencies. Long-term plans are to roll out the solution to the entire federal government to help the GOC achieve its vision to function as a fully digital government by 2017.
e-Government provides the national infrastructure required to promote open government. Open government strengthens the relationships between governments, industry, academia, and citizens for improved efficiencies in service delivery, advances in education and research, increased innovation and entrepreneurship, and economic gains and prosperity.

**FIGURE 12.20: Powering an Open Government Platform**
CHAPTER 13

E-GOVERNMENT AND BIG DATA
Big data has received a lot of hype lately—for both the challenges and the opportunities it presents across all industries. For most organizations, big data is not a trend but the reality of doing business. It describes the increasing volume, velocity, and variety of information that organizations face every day. This deluge of data consists of both structured and unstructured information and is fueled by emerging technologies and devices that provide immediate access and exchange of information.

In a recent report, McKinsey Group identifies big data as the next frontier for innovation, competition, and productivity. What potential does it bring to the public sector? This chapter discusses the impact of big data on the public sector and explores how e-government can help organizations unleash the power of their information in new and innovative ways.

How Much Data?

IDC predicts that by 2020 the world will generate 50 times the amount of information it does currently. New technologies, skills, and analysis will be required to mitigate the cost of creating, capturing, managing, and storing information.

Organizations are collecting increasingly detailed amounts of information. Consumers are adding to this data volume as the ability to create and share data has been revolutionized by the number of people, devices, and sensors connected to digital networks. Multimedia is the most popular format of data shared on the Internet. Over six billion hours of video are watched each month on YouTube—that's almost an hour for every person on Earth and 50 percent more than last year. As far as social media is concerned, 1,310,000,000 active Facebook users per month share over one million links and three million messages and upload 350 million photos a day. Finally, the devices, sensors, RFID tags, meters, and smart appliances that make up the Internet of Things are also contributing to the growth of big data. According to Gartner there will be nearly 26 billion devices on the Internet of Things by 2020.

6 “Gartner Says the Internet of Things Installed Base Will Grow to 26 Billion Units By 2020”, Gartner Inc., December 12, 2013.
Big Data in the Public Sector

Government agencies collect massive amounts of information from web logs, citizen transactions, medical files, satellite images, weather sensors, research programs, disease tracking, anti-crime activities, and more. This information holds great potential for analysis, insight, and innovation.

Despite all this information, governments are leveraging its potential. In a survey of state and local government CIOs and IT managers, 79 percent predicted that it would be three years before they could take advantage of big data. The same survey participants recognized the advantages of using big data—for gains in efficiency (57 percent); speed and accuracy of decision making (54 percent); and providing a deeper understanding of citizens’ needs (37 percent). Of those surveyed, only two percent have developed a big data strategy.

Agencies are grappling with managing and digitizing their data. Even in countries with advanced e-government programs, agencies still fail to make information available across organizational silos and disparate systems. Much of the information is duplicated and stored numerous times. IT budgets are allocated to modernizing legacy systems, consolidation, mobile apps, security, and connectivity, rather than to big data processing.

7 Ibid.
8 MeriTalk, “State and Local Agencies Expect Data to Double in Next Four Years; Show Little Adoption of Big Data”, MeriTalk Press Release, April 29, 2013.
The type of data generated and stored varies by sector

Despite conflicting priorities, there is widespread recognition that big data must be unlocked to realize its true value. In March 2012, the Obama administration launched a $200 million big data initiative to promote the use of big data for scientific discovery, environmental and biomedical research, education, and national security. As described in Chapter 12, governments around the world are making big data sets available as part of the open data initiatives.

Big data creates big value. In the same study referred to above, 69 percent of federal IT professionals expect big data to help the government work more efficiently, with cost-savings of $500 billion.

In a separate study on big data in the public sector, McKinsey assessed its value at $300 billion a year for the health care sector alone, based in part on reduced national expenditures. The same report concludes that government administration in Europe could save more than €100 billion ($149 billion USD) in operational efficiency by using big data.

---

13 Ibid.
When managed effectively, big data can create significant value by increasing transparency, measuring performance, enabling more accurate and informed decision making, personalizing citizen services, and advancing innovation to contribute to economic growth and competitive advantage.

The Hidden Value of Big Data

Data held by government agencies is an asset. When big data is unlocked, it has the potential to enhance public sector performance in administration, health care, science and research, transportation, infrastructure, education, security, and social sciences. Benefits are already being realized by applying predictive modeling to clinical trials, advanced analytics to test the effectiveness of patient treatments, and the analysis of public health surveillance to detect the outbreak of disease—as illustrated in the following story about Global Public Health Intelligence Network (GPHIN).

With e-government solutions, organizations like GPHIN gain leading-edge capabilities, including progressive search, semantic analytics and navigation, and categorization, all designed to mine, extract, and present the true value of big data.

The ability to store, aggregate, combine, and analyze big data has become easier as technology trends have reduced associated costs and technology barriers. For agencies to realize the hidden value of big data, they must effectively manage big data and derive insights from this information. e-Government helps agencies find the hidden knowledge locked within big data.

e-Government solutions can be used to capture, combine, and transform data across information silos into formats that can be analyzed for deeper business insight. The first step toward extracting value from data is managing the data. e-Government solutions integrate data on a common platform where it can be secured, accessed, exchanged, and archived.
Global Public Health Intelligence Network (GPHIN)

Processing up to 20,000 articles a day, it would be impossible to track this volume without having the right technology in place.

FIGURE 13.4: Translingual Text Mining Results

The Global Public Health Intelligence Network (GPHIN) Centre for Emergency Preparedness and Response Public Health Agency of Canada uses the latest technology to spot threats to human life. The GPHIN system uses translingual text mining to assign relevancy scores to numerous articles coming from worldwide sources, helping analysts count and track instances of possible threats.

Unlike its American counterpart ProMed, GPHIN does not just track diseases. The group monitors any threat to human life—natural or man-made—for example, bush fires in California, pestilence outbreaks in Africa, even theft of nuclear material. As such, the Canadian team and its technology are continuously monitoring over 1,000 potential threats around the globe. The team publishes eight different reports, three times a day. It is precisely this monitoring by organizations like GPHIN that triggers responses—such as the World Health Organization (WHO) declaring H1N1 a pandemic, which in turn accelerates the development of vaccines.

Processing up to 20,000 articles a day, it would be impossible to track this volume without having the right technology in place.
Increase Transparency
Greater transparency into information and performance improves accountability. Agencies can make use of advanced analytics like predictive analysis to identify costs savings and to detect fraud, waste, and error. Anomalies in the receipt of benefits can be revealed, for example, to reduce instances of fraud. Data from different sources and departments can be combined to identify productivity gaps. Greater levels of transparency save time and money and help to optimize resources for maximum efficiency.

Improve Productivity
Analyzing big data improves productivity. Making data available and searchable frees up valuable time so resources can be allocated to focus on priorities. Information is combined across departmental systems and processes, making it easier to access and reduce the duplication of both data and effort. Automated solutions eliminate the need for business users to sort and classify growing amounts content. Big data can be analyzed to identify costs savings and opportunities to increase overall productivity.

Monitor Performance
Many managers feel they do not have all the information they need to effectively run their departments. e-Government helps agencies determine how information is analyzed to support the decision-making process at each step in a business process. Data sets can be combined into management dashboards and comparative engines can be used to measure the effectiveness of programs and policies. Variability in performance can be revealed. Through big data, government organizations are able to improve decision making through visualization techniques and greater visibility. e-Government adds value to big data by continually measuring impact. The following feature on the State Lotteries of Spain demonstrates how insight can fuel continual performance improvements, learning, and growth.

Optimize Citizen Engagement
Analyzing big data in new ways surfaces relevant topics, summaries, sentiments, and relationships to deliver more enriched information. Through predictive and sentiment analysis, agencies can better understand their citizens and tailor their services to meet their needs. Trends can be revealed by monitoring system logs, web clicks, communications, news channels, and social media content. Insight into citizen personas and behavior gives agencies the ability to make faster and more accurate and cost-effective business decisions.
State Lotteries of Spain

A key benefit of the system is the ability to update content quickly and easily for delivery across multiple channels, including mobile devices or social networks.

The State Lotteries of Spain (officially the Sociedad Estatal Loterías y Apuestas del Estado or SELAE) is a public company that was created in December 2010 by the Spanish Ministry of Finance and Public Administrations to administer a variety of lotteries in Spain. The SELAE network consists of 12,000 outlets, 700 employees, and 55 sales offices required to manage the State Lotteries and Gambling Society. The IT infrastructure that supports this network is a complex one, made up of gaming terminals that connect to a central system via satellite network and over 200 servers that range from media servers to small systems.

The SELAE gaming platform supports an annual turnover of 10,000 million euro. The National Lottery constitutes approximately 55 percent of this total, and the remaining 45 percent comes from other active games. In January of 2012, the online site reached 200,000 registered and verified users. To support growing volumes of hits and visits to the site, the SELAE implemented a solution that could integrate with existing applications, scale, and provide audit and usage analysis so that the SELAE could continually monitor and improve the performance of the site.

A combined social media, web experience management, analytics, and portal solution was selected to replace the SELAE’s ad hoc content management system and integrate with its online gaming platform. On the back end, the solution provides an agile development environment that permits users to modify content. It scales to support traffic greater than 80 million page views per month. A key benefit of the system is the ability to update content quickly for delivery across multiple channels, including mobile devices or social networks. The site, which was recently awarded the most popular site in its category, has proven itself through the efficient handling of volumes of traffic—cost-effectively scaling to support a growing membership.
Advance Collaboration and Innovation

With e-government, agencies can exploit new ways to manage and analyze big data to ignite innovation, form new partnerships, and drive business outcomes to create competitive advantage. Public and private sector organizations are already collaborating around big data sets and creating opportunities for partnership. As we have described in the chapters on open data and mobile e-government, access to big data sets has inspired the development of new products and services. Governments are working with educational institutions, Non-Government Organizations (NGOs), and private companies to exchange knowledge, develop research, and innovate with big data. In the following excerpt, the IQ Business Group is using e-government to manage and analyze vast amounts of big data in the cloud.

The Challenges of Big Data

Big data creates big headaches for CIOs and IT managers—from management to infrastructure, storage, resourcing, and security. Based on its sheer volume, extracting value from big data is a daunting task. Current technologies and architectures are not equipped to handle massive volumes of data. Security and privacy are important issues associated with big data. To benefit from big data, agencies will need to rethink their data management strategies, invest in solutions, and acquire the skills needed to maximize the value of their information.

Technology

The right resources have to be in place to analyze big data effectively. For many organizations, big data accumulates so quickly that it outruns an organization’s ability to use it to their advantage. Fifty-seven percent of state and local agencies in the U.S. admit that their current enterprise architecture is unable to support big data projects. Their data storage and access falls short (at 47 percent of what is required), as does their computational power (at 42 percent) and personnel (at 35 percent), putting them in a position where they have data sets too big to manage and analyze.\(^{14}\)

\(^{14}\) MeriTalk, “State and Local Agencies Expect Data to Double in Next Four Years; Show Little Adoption of Big Data”, MeriTalk Press Release, April 29, 2013.


FIGURE 13.6: Geospatial Predictive Modeling Used to Forecast Crime\(^{15}\)
IQ Business Group

For more than 10 years, the IQ Business Group (IQBG) has helped hundreds of clients manage mission-critical information while reducing costs. IQBG is an implementation partner for deployments at the Department of Interior, Virginia State Bar, Philadelphia’s DA’s Office, and at the Courts of Puerto Rico.

What follows is an excerpt from an interview between Mike Beck, President and CEO of IQBG and Tom Jenkins, Executive Chairman of OpenText.

MIKE BECK: We run our own cloud: it’s called the IQBG Cloud. It is FISMA-certified (a government standard for only the most secure technology) and is soon to be FedRAMP-certified for cloud security controls. We host over 100,000 users, capture over 66 million emails a month, and have 200 terabytes of storage, and we manage all that data with auto classification, records management, and e-discovery support. A major U.S. federal agency is our primary customer in that cloud.

TOM JENKINS: How do you handle data at such a huge scale?

We process credit card-type volumes that, typically, enterprise content systems don’t support. In order to achieve this, we made modifications to the technology’s infrastructure, particularly to the mechanism that allows the application to “talk” to the database. We also made some changes to the standard search capabilities, allowing for high volume search results to be returned within seconds. Because we had a fully functional cloud environment already in place, we were up and live in just 45 days.

How big do you think your cloud is going to get?

There could be hundreds and millions of terabytes of data in our cloud. Disposition, and deciding what to keep and what to dispose of, will play a large role in determining capacity.

So far, our struggle has been to get our arms around the data. How do you see that playing out?

Chapter one is about putting everything where it should be. Chapter two is about learning from the information. It’s through the content analysis and the predictive analytics that we can extract value from the databases and the archives.

How do you leverage big data in a strongly permissioned, large-scale environment?

In one instance, an agency had 19 organizational silos operating in their permissioned environment. We found that there were replicated business processes among many of these divisions because we’re collecting, auto-classifying, and analyzing this data in the cloud. So, we were able to save the government more money by identifying and removing these redundancies.

What about the distribution of information on social sites or mobile devices?

Social media occurs in real-time more than e-mail, so that changes the breadth and depth of the information that must be captured and analyzed. More volumes of data will require more speed to process, and that’s a challenge with today’s technologies.
How do you find the tradeoff between openness and security?

It’s about ease-of-use and minimizing cost, so if you agree to abide by security standards, like the FedRAMP standard, information stays encrypted as long as it’s meant to be. Information that’s meant for internal consumption can only be used in a permissions-based model. Ultimately, it will be up to our clients to decide which information should be open and which information should remain secured.

More volumes of data will require more speed to process, and that’s a challenge with today’s technologies.
To meet the demands of big data, organizations must meet processing and storage requirements. The size and scale of these systems makes them costly to manage. Cloud computing offers an affordable solution for storage and analysis of large data sets. While CIOs are focused on minimizing the cost of storage, backups, and security, cloud computing offers affordability, flexibility, and scalability.

Many technologies have been designed specifically to analyze big data. These include data mining, crowdsourcing, pattern recognition, semantic analysis, predictive modeling, sentiment analysis, spatial analysis, visualization, and more. Data must be accessible and usable for it to have value. Having the right technology in place to capture, manage, and secure data is a good first step. e-Government integrates information from multiple and fragmented data sources to allow for advanced analytics.

Within an e-government system, data can be managed according to regulations and governance policies and procedures—ensuring that analysis and release happens in a secure manner. Features like version control, permissions, and audit history increase the accuracy and security of information.

**Privacy and Security**

Governments collect an inordinate amount of information from citizens. Much of this highly sensitive information is digitized and exchanged across firewalls. At the same time, citizens as consumers leave “digital shadows”—personal data left by transactions and interactions on the Internet, applications, and across other connected devices and sensors. From time spent on Facebook to purchases made, texts sent, video surveillance footage, and energy metered—big data draws on all aspects of our lives.

The information about you is much greater than the information you create yourself. This is called your digital shadow. And it’s growing continually...

---

*Source: IDC’s Digital Universe Study, sponsored by EMC, June 2011*

*FIGURE 13.8: Your Digital Shadow*
The U.S. Government, for example, requests data from web properties like Facebook, Google, Microsoft, and Twitter. The map above charts the saturation of requests (in dark green), showing the density by location of data requests. In Canada, the Federal Government has put restrictions on the amount of data it collects from Canadians. For the first time in 20 years, new rules have been put in place governing the use of data gathered when Canadians visit government websites. These rules, however, do not apply to data that’s available on social media and other sites.

Citizens are suspicious about the ways that governments make use of their personal information. Governments will need to communicate the potential value of big data and ensure the privacy and security of personal information to build trust.

In their collection of citizen data, governments must comply with a number of privacy acts and regulations, including the Freedom of Information Acts or laws, which help to protect the privacy of citizens while building public confidence in the government as a protector of privacy. Big data will force governments to manage additional complexities in security to avoid risks like cyber-security breaches, hackers, and identity theft.

The Utah Data Center is a data storage facility that houses extremely large amounts of data, (estimated to be as high as 12 exabytes) to support the Comprehensive National Cybersecurity Initiative (CNCI). The National Security Agency (NSA) leads operations at the facility.

---


Alongside privacy and security, intellectual property rights are another legal issue that will need to be closely managed, especially in the case of data that is managed in the cloud. Questions about property rights and fair use will need to be addressed as data is increasingly duplicated and used in combination with other data.

**The Skills Gap**

The right people with the right skills are required to run big data initiatives. Due to its diversity, big data requires people with diverse skill sets to manage it. Groups that have formed for analysis bring together researchers from many disciplines, including the sciences, statistics, mathematics, medicine, astronomy, and technology. In many cases, such as the Genome Project, these skills sets come from the combined efforts of specialists in many fields.

The world’s largest set of data on human genetic variation was produced by the international 1,000 Genomes Project. The data set is 200 terabytes, which is equal to 16 million file cabinets filled with text or more than 30,000 standard DVDs—a prime example of big data, where data sets become so comprehensive that few have the required skill sets or computing power to make best use of them.

There is currently a skills gap in expertise for the analysis of big data. The demand is there, and according to Gartner, it will reach 4.4 million jobs globally by 2015.\(^\text{18}\) Strategies around big data will be developed as agencies partner with organizations in the private sector, research organizations, and educational institutions to attract and train expertise. Government culture will shift to one that rewards knowledge sharing and innovation.

**Big Data in Action: Crime Prevention and Protection**

While big data poses security threats, it also presents opportunities for security agencies, law enforcement, and militaries to accomplish their missions more efficiently.

\[\text{FIGURE 13.10: Big Data—Highly Beneficial to Security Agencies}^{19}\]


Big data drives intelligence-led policing, giving law enforcement agencies more effective ways of fighting and preventing crime. Law enforcement officers are using devices to collect data—from close-circuit television to cameras in police cars, surveillance cameras, and sensors—that can be analyzed to reveal patterns and threats. As criminals move their efforts online, law enforcement is better able to analyze information from a number of sources. This information can be combined and processed to expose and relate criminal activities in specific areas. Suspicious individuals or entities can be identified and tracked. Predictions can then be made based on these activities to prevent criminal activities from taking place.

e-Government combines critical data, such as criminal records and complaints, on a fully integrated platform where it can be more readily accessed, managed, and processed. Information can be shared at national and international levels to investigate and prevent terrorist activities. Being able to immediately access up-to-date information in the short term and collaborate to fight crime in the long term arms agencies with the ability to protect citizens.

The FBI’s Law Enforcement National Data Exchange (N-DEx) is a 10-terabyte data warehouse that serves 4,100 law enforcement agencies across the U.S. Their mission is to promote the national sharing of data for increased levels of collaboration to expedite crime fighting. At the same time, the data set is stored, saved, and processed for close analysis. It is a cloud service, capable of processing criminal information and returning results in fractions of a second over secure Internet links. It is also a big data application, comprised of 200 million law enforcement records and more than 1.5 billion data points.

Big Data in Action: Visualization

Visualization is one of the most valuable ways to make sense of big data. Visualization is an analytical approach that results in histograms, scatter plots, infographics, dashboards, maps, and more. It brings together disparate data and communicates complex findings in a visual format. As an approach, visualization is popular because it does not require sophisticated interpretation for understanding.

The visualization of big data gives us the ability to process, visualize, and synthesize data in highly accessible ways. One of the most popular sets of data visualization today is Google Maps. It is highly interactive, continually updated, available on any platform, and even a platform itself. Numerous geographic representations can be created using its API (see figure below).
Robust tools are needed to make visual sense of big data. e-Government provides access
to data and management tools, and facilitates the collaborative, multidisciplinary approach
needed to bring expertise together for analysis. In the following feature, Penn State
University is advancing research through the interactive visualization of data.

Big Data in Action: Geospatial Data

As discussed in Chapter 12, new types of personal and location-based data will continue to
grow, fueling the geospatial revolution well into the next decade and beyond. Technologies
like Global Positioning System (GPS) and WiFi networks are making geospatial data more
accurate and available. GPS is a global satellite navigations system, owned and operated by
the Department of Defense (DoD) for the U.S. Government. As an open resource, it provides
reliable positioning services to users for any place that has an unobstructed view of four or more
GPS satellites. WiFi adds additional data by combining network identification with location.

Racial-Dot-Map (accessed February 2014).}
Pennsylvania State University

"[The solution] has enabled our researchers in engineering and other data intensive sciences to become much more productive when using and manipulating three dimensional representations of large datasets."

SYSTEMS ADMINISTRATOR, PENN STATE UNIVERSITY

Founded in 1855, Pennsylvania State University (Penn State) has a long and distinguished history of pursuing their tripartite mission of teaching, research, and service in the finest way possible. Today, Penn State continues this tradition with 24 locations and more than 95,000 students worldwide.

As part of Penn State’s Research Computing and Cyberinfrastructure (RCC) group, close to 3,000 users visually interact with their research data through modeling applications or visualizations tools. Penn State wanted a solution that performed better than existing solutions in terms of rendering either two-dimensional (2D) or three-dimensional (3D) user interfaces. The system had to be easy to manage and operate on Penn State’s current system, supporting sets of several terabytes in size. They chose a managed application solution to provide remote access to graphical applications. The solution is able to deliver complex 2D and 3D applications to users from any location, along with low cost scalability and trusted secure access over any network connection.

Offering innovative ways to approach research, the solution has enabled Penn State researchers to produce more high-quality quantity papers. The more scholarly output that researchers deliver, the higher Penn State climbs in stature as a preeminent research institution.
As a powerful example of visualization, geospatial data is adding new meaning to citizen interactions and transactions. Geospatial data brings context to citizen demographics, city infrastructure, physical assets, and the distribution of government programs and services. Analyzing geospatial data helps governments become more responsive. Gaps between supply and demand can be identified and resources allocated to fill these gaps. Governments can use data-driven insights to better plan and manage services, such as the transport system. For example, bus routes can be analyzed to improve public transportation and traffic congestion can be mapped in real time.

**FIGURE 13.13:** Family Tracker—Available on iTunes


In developing countries like Africa, cloud-based geospatial information has the potential to improve the quality of life for its citizens. Cloud-based mobile apps are game changers, making programs and services much more accessible. When data is hosted in the cloud, it can be combined with other data sets and information from social media sites to provide deeper insights. Chapter 14 explores how mobile and cloud computing are impacting governments, businesses, and citizens around the world.

As governments follow the digital shadows left by citizens, concerns about privacy and security become more pressing. Citizens need to be assured that access to their personal location data will not be collected and shared without their permission and for the wrong reasons. It is the government’s mandate to protect the privacy of citizens and their personal data. For policymakers, this extends to ensuring that intellectual property rights are protected.

Budget is a big issue for any agency, but big data, if used effectively has the potential to save governments money. Applications of big data are in the nascent stage; this is an exciting time for the public sector, with increasing opportunities to collaborate with citizens and private companies to introduce new and innovative services. Investments should be made in areas of research and development to promote innovation and stimulate economic growth. Likewise, governments can add big data to school curriculums to build skill sets and human capital.
CHAPTER 14

MOBILE E-GOVERNMENT IN THE CLOUD
CHAPTER 14

Mobile e-Government in the Cloud

Mobile computing and the cloud are two of the most important new trends in IT to impact government services. When they are combined, these technologies represent a tremendous opportunity to increase civic engagement; cross boundaries, organizational silos, and constituencies; and deliver highly targeted solutions at a lower cost. This chapter examines these opportunities through examples of agencies that are applying mobile and cloud technologies as part of an e-government strategy.

A New APPtitude

The mobile industry is the fastest growing industry on the planet.¹ The personal computer has fallen of the cliff as smartphones and tablets have risen in popularity.² Devices like Androids®, BlackBerrys®, iPhones, iPads, and Nokia® smartphones have had a profound effect on the way people access information, resources, and each other.

Currently, 91 percent of all people on the planet have a mobile phone and 50 percent of these people use mobile as their primary Internet source. IDC predicts that in 2015, for the first time ever, there will be more people accessing the Internet on mobile devices than on personal computers.

The mobile market is being dominated by the rapid-fire development of mobile apps. Mobile apps, discrete programs designed to solve a specific problem, have made our lives easier as well as more dynamic, social, and fun. According to research, 82 billion apps worldwide were downloaded in 2013 and by 2017 there will be more than 200 billion downloads per year. Cloud computing makes access to mobile apps as straightforward as a series of finger taps.

The combination of cloud and mobile computing has dramatically changed market dynamics in all sectors. Disruptive technologies are transformative. Pioneers in government like the City of Barcelona are capitalizing on the opportunities that mobility presents. The U.S. federal government directed each major federal agency to make two key customer services available on mobile devices by 2013. Looking ahead at worldwide government IT spending priorities, mobile technologies, IT modernization, and cloud computing are the top three areas of focus for investment.

---

“The “e” in “e-government” stands for “empowerment”. Mobile technology has achieved this. With only a few taps on a smartphone screen, magical things happen—laws, services, records, and processes turn into something very simple and user friendly, making life easier for everyone. For governments to be most effective, services should be 100 percent mobile-focused from the outset.”

SENGI JEREZ, DIRECTOR OF MOBILE, EGOVERNMENT Y DATA, AJUNTAMENT DE BARCELONA (CITY OF BARCELONA)

Hyper-mobile connectivity is now affordable and widespread. The key question now is how this new social, mobile, and cloud-based culture will influence the public sector. Mobile technology promises more efficient access to information, resources, and services. The explosion of access points to information that mobile introduces, however, also serves to complicate programs and policymaking. Mobile information in all its formats needs to be securely managed.

Mobile Government

Mobility makes government more accessible, affordable, agile, collaborative, and convenient. As we have illustrated throughout this book, governments can drive efficiency and productivity internally, while increasing the effectiveness of their services externally. The case for mobile government is driven by the ubiquity of mobile use, opportunities to improve service delivery, improved transparency through increased access to information, and new products and services that can be co-created with citizens.

Workforce Productivity

Mobility enhances productivity. Using mobile devices to access work-related applications and information employees can stay productive, even on the go. In a Forrester Consulting survey of IT decision-makers, 76 percent cited increased employee responsiveness and decision-making speed as observed benefits of mobile access, while 47 percent believe they have increased productivity.8 In another report, mobile-related increases in productivity were calculated to potentially offset retirements, resulting in $25 billion in salary and pension savings.9 Mobile technology empowers civil servants to perform their jobs more effectively. Mobile combines remote location and preferences in a time-relevant manner to create targeted decision-making opportunities. It makes these abilities available to a much larger set of users than ever before possible. In the feature below, Belgian Railways is exploring new models for delivering public services, using mobile devices to keep employees and customers better informed in real time.

8 “The Expanding Role of Mobility in the Workplace,” Forrester Research and Cisco Systems, February 2012.
Belgian Railways, headquartered in Brussels, employs more than 21,000 staff, providing transportation for more than 200 million passengers and handling over 60 million tons of freight each year. In total, they operate over 550 stations and stops, using around 1,500 locomotives and numerous other pieces of rolling stock and infrastructure. With operations and maintenance taking place around the clock, not only do Belgian Railways provide services based on their own fleet, track, and other infrastructure, they also provide services and maintenance for high-speed, international services, including Eurostar™ and Thalys.

Belgian Railways faces a complex set of business drivers that range from cost optimization while delivering customer service through to punctuality with uncompromising safety, against a backdrop of a maturing workforce and a new generation of employees coming on board. To satisfy its directives, Belgian Railways set out a vision for its digital future where all business processes would be content-enabled, removing much of the paper that flowed through the organization.

Belgian Railways has standardized its processes and information across the organization on an e-government platform, with expected savings of €30 million per year (close to $41 million USD). Around 2.5 million documents were added to the system in the first year, growing by some 1.3 million each year to over 7.5 million after five years. With the foundational platform now established and providing fast, accurate information access—in context—staff have the confidence that information accessed is the single source of the truth. This has led to the possibility to grow the use and application of the technology. As Belgian Railways deals with more information, program manager Stéphane Haelterman is building the vision for their enterprise information management journey to achieve a single version of the truth.

“Based on centralized information, more than 5,000 drivers are able to access the latest bulletins and record service information on their mobile devices in real time. So this means that information can be pushed directly to our drivers’ devices based on their profile, significantly improving our efficiency and response rates.”

STÉPHANE HAELETERMAN, PROGRAM MANAGER, BELGIAN RAILWAYS
Mobile Case Management

Applications represent the customer-facing component of e-government. Although terminology in this area varies, Forrester Research Inc. defines them as Smart Process Applications (SPA). SPAs are designed to support business activities that are people intensive, highly variable, loosely structured, and subject to frequent change. Delivered in the cloud, SPAs give mobile users the ability to access processes under consideration from mobile devices.

SPAs enable the launch of integrated service apps to support government workers in the field. Government caseworkers are often burdened with managing hundreds of clients and spending a good portion of their time on the road, visiting clients. They need current information, drawing on every piece of content related to a client’s case. Mobility supports remote offices or work, which increases productivity and efficiency in the field. Response times are increased while project cycle, travel costs, and equipment expenses are reduced.

FIGURE 14.4: Mobile Case Management

With Mobile Case Management, public servants can quickly create cases, track progress, and use built-in features like the camera and Global Positioning System (GPS) to support the process. Integrated service apps for workflow, content management, portals, and social collaboration are combined to collectively process the completion of a case or unit of work. Issues can be dealt with as they arise and information about a case updated on the fly. Case-related information is centralized and secured on an e-government system. Costs are reduced when caseworkers are more responsive and information is accurate.

Citizen Engagement

Governments will always be required to give citizens access to information. As mobile adoption increases, governments will have to give citizens access to content in every format across every kind of device. This is the defining characteristic of digital content today—it is fragmented, mashed up, delivered across many channels, and accessible at any time in any place. Mobility feeds the pace and complexity of content that is created and shared.

As we have seen in previous chapters, mobile technology increases opportunities for civic engagement. With the convergence of geospatial technologies and location data, government can deliver information and services directly to citizens. Forward-thinking governments have developed mobile apps that provide direct and personalized access to information and services.

Mobile Industry

As discussed previously, many functions of government could be provided through partnerships with the private sector. New engagement models include government partnership with citizens to co-create and produce solutions. We introduced this in the chapter on Open Government and Crowdsourcing using examples of citizens accessing datasets made available by governments to develop applications and improve the lives of citizens in a multitude of ways. FlightAware makes use of government information to provide services for citizens.
FlightAware is a service based on processing live flight data and airport status from publicly available Federal Aviation Administration (FAA) information. It provides live flight data, airport delays, fuel prices, weather maps, flight planning, routes, navigation charts, as well as aviation news to over three million users.

Mobile technologies are key enablers for citizen-to-government collaboration. Many governments understand this and are hosting contests, hackathons, and appethons to engage citizens, foster innovation and creativity, and reap the rewards of getting closer to their citizens.

Hackathons and appethons are contests in which government agencies, developers, computer programmers, designers, students, statisticians, and librarians (and anyone else who might be interested in software development) collaborate to create applications within a designated period of time. These events are incredibly effective at building community and deepening relationships between citizens, communities, and private organizations.

Appethons are happening at local and national levels. The U.S. Center for Disease Control and Prevention (CDC), for example, sponsored a Flu App Challenge based on flu data that was available to the public. The outcome was the app “Flu-Ville!” which leverages the CDC’s influenza activity report and has players manage outbreaks of the flu in their own fictional cities. Likewise, NASA hosts an International Space Apps Challenge. The event encourages younger generations to help governments solve key challenges with collectively developed, future-based solutions. In both cases, the traditional structures of government are infused with new ideas and approaches to solving problems, often by younger, more tech-savvy generations. Solutions are typically developed more quickly than they would have been by traditional approaches.
In Canada, a program called the Canadian Open Data Experience (CODE) challenges students, technology innovators, developers, and open data enthusiasts from all across Canada to transform valuable government data into useful apps. The CODE initiative features the first national Open Data hackathon in Canada as a 48-hour competition hosted by XMG, one of the largest independent mobile gaming studios in Canada. A forum for innovation and entrepreneurship, CODE will stretch the boundaries of open data and enable technologists to share ideas, invent, research the market, and commercialize their ideas.

The Great Canadian Appathon (GCA) is a 48-hour game design and development competition open to Canadian college and university students. Students design and develop a mobile game according to a designated theme. The event is good for industry and for students who have the chance to network with members of Canada’s growing gaming industry.

1.USA.gov hosts Hack Day events in Washington, D.C., New York City, San Francisco, and San Diego. Over 120 people have attended in the past, exploring ways to use 1.USA.gov data to help people find useful and interesting government information. The White House Hackathon invites programmers and tech experts to the White House to spend the day working alongside members of the White House development team. Results from previous hackathons ranged from a time-lapse visualization of zip codes where petitions are being signed to a tool that lets users create an embeddable thermometer showing how many signatures their petition needs.

![FIGURE 14.7: The Great Canadian Appathon](image-url)
**FIGURE 14.8:** An Animation Created at the 1.USA.gov Hack Day—Showing Clicks on 1.USA.Gov Links from June 2 through July 11.11

*Apps für Deutschland* is a nation-wide contest in Germany that recognizes the best Internet and mobile applications developed using federal data. The site showcases innovations and also demonstrates a commitment by public authorities to make data available for reuse.

---

Open Data Day brings together citizens in cities around the world to write applications, create visualizations, and publish analyses using open data to encourage the adoption of open data policies by the world’s local, regional, and national governments.

Hackathons like the ones mentioned here are catalysts for change. They are a growing form of civic engagement and crowdsourcing potential solutions. Knowledge is applied to data in new, radical ways. Education is advanced as students experiment, share best practices, and are exposed to entrepreneurs and industry experts. The economy benefits from the production of new products and services. Citizens benefit through the opportunity to share ideas and engage with government decision makers. Communities benefit with solutions that are usually directly applicable to their local environments. Governments are the lucky recipients of creative concepts to help them become more efficient and stay relevant.

“...It’s great to see the launch of Apps für Deutschland, with three federal agencies, Berlin, and Bremen leading the way in contributing open data and with the opportunity for developers to show politicians, officials, and the public new and innovative ways to generate economic and social value from open government data.”

ANDREW STOTT, UK TRANSPARENCY BOARD AND FORMER DIRECTOR OF DATA.GOV.UK

The Cloud and Distributed Government

Both cloud and mobile computing provide a technical framework for creating a more distributed government model. In contrast to the outdated command-and-control systems of government, distributed government offers benefits like lower costs, better delivery of services, greater transparency, and more direct access to citizens.

The adoption of cloud computing inside the private sector “continues to increase ... driven by economic conditions and a shift from capital expenditure to operational expenditure, as well as potentially more important factors such as faster deployment and reduced risk.” In a survey conducted by Gartner Inc., 50 percent of respondents across all industries reported plans to adopt a public and private cloud-based services contract within the next 12 months.12

Cloud computing by definition is a disruptive transformation of IT toward a service-based economy, driven by economic, technological, and social conditions. Cloud computing services are delivered on demand over the Internet from massive data centers. A key benefit—and the premise for how the cloud is revolutionizing IT—is the ability to “rent” computing services from a third-party provider rather than owning and maintaining physical infrastructure. In this way, cloud computing is like the traditional utility services which are consumed as a metered, pay-as-you-go service. Cloud computing demonstrates a transformation in the way governments can acquire and use technology. Key benefits are lower total cost of ownership and investments in IT, quick deployment, and access to targeted expertise and support.

**TYPES OF CLOUD SERVICES:**

A Public Cloud refers to services provided over the Internet, in which infrastructure or applications are hosted by a cloud-service provider on the service provider's premises.

In a Private Cloud services are hosted on a private platform in the organization's own data center.

A Hybrid Cloud is a combination of public and private clouds.

The challenges that government organizations will need to overcome in their adoption of cloud computing are security, compatibility with existing IT infrastructure, privacy, and overall performance.

As mobile usage increases, so will our use of cloud computing. There is a strong link between mobile accessibility and the cloud. While mobility promises to increase our access to content in all formats, the cloud is able to handle this demand for volumes of information easily and cost effectively. The U.S. Department of the Interior is using the cloud to host its e-government system across the department to ensure information governance and value for taxpayer dollars.
The Department of the Interior (DOI) is the U.S.\textapos;s principal conservation agency. It consists of 14 bureaus, and these bureaus range from the National Park Service to the Bureau of Indian Affairs to the Bureau of Land Management, Reclamation—so the Agency is managing land, minerals, and parks and national areas. DOI is a cabinet-level agency that manages America\textapos;s vast natural and cultural resources.

The Agency\textapos;s eMail Enterprise Records and Document Management Systems (eERDMS) is helping the DOI to optimize the management of information assets, accelerate business objectives, and reduce cost and risk. Hosted in the cloud, EES is the primary system supporting the Department\textapos;s overall eERDMS Program, which will help to ensure records, information management, and legal readiness for the Department and bring together a collaborative and integrated mobile workforce for the 21st century. This single, enterprise-wide system supports the Agency\textapos;s 92,000 employees and contractors, with capacity for upwards of 30,000 additional users, making it the largest cloud-based records and information governance program in the Federal Government.

The eERDMS program is a part of DOI\textapos;s 2010 Information Technology Transformation (ITT) initiative to provide employees with technology designed to help reduce waste and cut costs, providing the taxpayer $100 million in annual savings from 2016 to 2020, for a cumulative total savings of $500 million. The eERDMS program has already achieved impressive milestones, as it is believed to be the first 100 percent email capture with auto classification in the federal marketplace, as well as the first Federal Information Security Management Act of 2002 (FISMA) moderate compliant, software-as-a-service (SaaS) cloud solution that addresses an entire Cabinet Federal Agency.
Department of Interior (DOI)

What follows is an excerpt from an interview between John Montel, Deputy E-records Officer for the Department of the Interior and Tom Jenkins, Executive Chairman of OpenText.

TOM JENKINS: You have a very novel solution at DOI. Can you give us an idea of the magnitude of your deployment?

JOHN MONTEL: We have approximately 2,300 offices nationwide and the DOI can scale up to 240,000 employees, including volunteers, during the summertime and national events. We manage over a million square feet of offshore water area and 20 percent of the land in the U.S., and generate $12 billion in annual revenue. We are very large, very diverse, and very mobile; almost 41 percent of our entire workforce is mobile or teleworking. Our IT requirements revolve around supporting Department, Bureau, and citizen needs.

The sheer scale of your project was extensive and very complex. Can you describe it for us?

Our project was a part of an IT Transformation initiative that started in 2010 when the Department was seeking to consolidate its IT Infrastructure and centralize its information systems, including email. A large focus was to leverage cloud technologies. We amassed over a billion and a half emails—70 million per month—and we have over an Exabyte of electronic information that we were looking to initially incorporate into the system.

I understand you have a big e-discovery component.

The original program was and will always be to support records management. However this includes being responsive to the American people and the government. We have approximately 480 attorneys in the Department of the Interior, and we’re handling approximately 5,500 Freedom of Information Act (FOIA) cases a year, along with other types of discovery and legal matters. One of the benefits of our solution is the ability to search our collection of records in support of these types of needs. We wanted a technology that could not only capture content but provide this level of discovery where appropriate.

How did you communicate the value of this undertaking to your executive team?

We quickly realized that the Department was spending large sums of money obtaining discovery information from different systems. By centralizing our systems we were able to demonstrate that for half the money the Department was spending historically, we could support the entire Department with the added capability of all the assets eERDMS brings to bare.

You’ve done this as a cloud implementation. What are your lessons learned?

Bringing the technology in-house would have been cost prohibitive. The cloud as a solution is flexible; we can connect to our cloud securely from anywhere including mobile devices. Secondly, it allows us to quickly incorporate other technologies so it is not limiting. From a security perspective, we tend to look at protecting the cloud first then the data at the application layer. As one protects data in this manner, there is an inherent trust that comes with the cloud provider. The U.S. government and many commercial companies have done a very good job of securing information based on federal NIST standards and policies.
We're shifting from managing the device to managing the data. How did you shift your focus from the cloud to the data?

Business is moving very quickly today. We have all these technologies—from texting to social media to email to phones to fax—all on the web. We need to be able to respond in a moment’s notice to our employees, citizen, and mission business needs. So the data has to follow the business process and be available to the individual regardless of location or device. In whatever we do, we have to support not only our mobile workforce, but also the 90 million people who visit us every year.

As one protects data in this manner, there is an inherent trust that comes with the cloud provider.
CHAPTER 14

Driving the Evolution of Government Apps

Using the Internet to access information and programs has enabled the development of fast, easy, and lightweight apps. The web as an operating system, combined with mobility, social technologies and the cloud, will have a lasting impact on e-government as an increasing amount of apps function to replace monolithic and siloed legacy systems.

Like popular cloud applications, lightweight apps require access and the exchange of content to be applicable and effective. Delivered when needed, they run on a mobile device but are not stored on a mobile device. In the future, the array of functions available in a mature enterprise application could be deconstructed into its sub-functions, which could be easily installed as downloadable apps. Hundreds of specific functional apps might be deployed to duplicate the functionality of a single software application.

Mobile apps will drive the evolution of e-government. Inside the firewall, a collection of specific and targeted apps will replace legacy apps. Public servants will be able to download and personalize these apps on their mobile devices. A government-wide app store will give IT the ability to monitor, certify, and administer apps and their data, and understand better how they are used.

Building a Government App Store

The consumer mobile experience has redefined citizen satisfaction and paved the way for user adoption by setting expectations around convenience, personalization, and ease of use. Government organizations of the future will focus on developing mission-critical apps and making these available from an e-government architecture that allows for the development of mobile apps and distribution in a private-cloud. e-Government makes apps infrastructure possible by providing a set of integrated tools for managing process and information apps, while guaranteeing security and privacy.

In essence, every agency that maintains a firewall and a proprietary repository of content could create a private cloud apps environment. Self-service kiosks would provide a set of very personalized apps unique to each government department or agency.
Distinctions between private and public app stores will be defined by security and regulatory requirements, especially in the context of the Bring Your Own Device (BYOD) trend. As personal and professional content becomes enmeshed, government information will need to be managed with precision so that a device cannot be wiped clean if lost—only the app and the enterprise content associated with it. For this reason, features like archiving and the control of content will occur through a secure e-government system and the app, rather than on the device itself. An e-government platform provides a solid foundation for enterprise-grade apps by delivering a secure repository that can be coupled with a rapid app authoring and deployment framework, or Smart Process Applications.

**Security and the BYOD Trend**

The BYOD trend is infiltrating government offices. A Forrester survey has identified that in 2012, 59 percent of U.S. government employees were using their own personal devices at work. In 2013, the U.S. government issued security approval for public sector organizations to offer BYOD guidelines for employees to access government data and applications using their own mobile devices. While momentum is building for BYOD programs in government, guidelines are only just being established and many lack consistency across different departments of government.

While mobile devices promise to increase personal productivity and enhance collaboration, combining personal data and work information presents serious security threats. Government organizations need to focus on how to minimize the risk of sensitive data falling into the wrong hands when devices go astray or security breaches occur. From a technical perspective, risk can be reduced by building and managing apps on secure platforms and making apps available using a secure enterprise app center or store.

---

As mobile devices and tablets are adopted by government organizations to help improve productivity, security will be a growing concern. Security on a mobile device is a combination of security over-the-air, over-the-wire, and permission-based access to the e-government system. When information is transmitted to a mobile device, it follows an extremely secure and proprietary protocol used by telephone and wireless vendors. If this information is from a secure e-government repository, security works to identify a user as a trusted member who is permitted access based on permissions assigned by system administrators. Mobile platforms will verify permissions much in the same way a web browser checks access permissions to an e-government system or intranet. As data is transmitted or collaborative spaces accessed, the platform ensures that version history, audit capabilities, reports, security, and permissions contained with the system translates directly to the mobile device. The security of an e-government system is discussed in greater detail in Chapter 3.

Who Owns the Data?

In the cloud, an organization’s data and applications reside on the “cloud cluster,” a centralized network of computers and services owned by the cloud provider. But who owns the data? Organizations in the public sector must maintain strict control over their data to protect against liability and comply with regulations to ensure business continuity. Privacy is a key concern. While data that a cloud-computing provider collects about its users can improve service delivery, citizens and businesses today are concerned about abuses and violation of privacy, especially in light of regulations like the USA PATRIOT Act, which increases government access to information.

Along with privacy and compliance, intellectual property is another key concern when it comes to cloud services. In some cases, the cloud provider owns the infrastructure or the applications, while the user owns the data. But this delineation is not always clear. Open source software often combines data and code, and it is not always clear who owns rights to what.

While mobile devices and cloud computing are paving the way for new opportunities and dramatic increases in productivity and efficiency, widespread usage must be metered with the robust security and privacy mechanisms inherent in an e-government system. In the feature below, e-government provides a flexible, reliable, and scalable infrastructure for the government’s needs in a private cloud.
Bundesrechenzentrum (BRZ)

The Federal Computing Center (BRZ) is the IT service provider of the Austrian public administration. With 1,200 employees and a total annual turnover of 265.3 million euro, the BRZ successfully develops and provides e-government services for ministries, universities, social security providers, and public organizations. The BRZ deploys 320 IT processes, equips 1,200 locations throughout Austria with infrastructure, and services about 30,000 workplaces.

In 2000, the land and commercial registers of the Austrian Ministry of Justice were a typical example of process fragmentation. While the land registry data had been managed digitally since the 1980s, the original documents remained in the physical archives of courthouses and were inaccessible within processes. Moreover, the Ministry of Justice incurred the huge costs of archive maintenance and the risk of losing original documents. In 2004, the BRZ decided to address the issue by implementing an Enterprise Content Management (ECM) solution.

As the pilot study for the Land Registry was implemented, BRZ received more requests from administrations to manage documents electronically and integrate processes. In response, BRZ built a scalable ECM infrastructure called the “eGov Archive Service”—the first-ever Austrian private ECM-cloud service. Today, it provides a robust platform for 12 government customers, 40 government applications, more than 10 ERP systems, and mailing systems. The eGOV Archive Service manages 45 terabytes (TB) of data or 400 million objects, serves approximately 1 million transactions per day, and is accessed by 30,000 users (tax auditors, judges, police, customs officials, HR staff, and accountants) and potentially every Austrian citizen. Services include managing, accessing, routing, and searching to legally-compliant archiving of all kinds of documents and tight integration with line-of-business and Enterprise Resource Planning (ERP) systems for a comprehensive cloud solution.

www.opentext.com/e-Government/BRZ
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Strategies for Change Management

“The biggest barrier to innovation in digital engagement is not technology, but culture and lack of imagination.”

For governments to stay relevant they must continually re-invent themselves. They must create an environment in which innovation thrives. They should be ready to take risks, follow coherent strategies and effective leadership, and define new models of engagement, and they also must be ready for a substantial shift in culture built on openness, inspiration, and trust. Business problems must be keenly examined and new processes created to solve them fearlessly and with imagination.

An enterprise or “whole of government” strategy is a key ingredient to government transformation based on an e-government infrastructure that delivers secure and integrated information and services. This strategy must be guided by processes, principles, and standards—and participatory, transformational leadership. While in the private sector the element of competition drives innovation, strong leadership plays a key role in driving innovation in government.

“Open Data is Canada's new natural resource. The possibilities for using this data are as infinite as our imaginations. I look forward to seeing what innovative and entrepreneurial Canadians are able to create with this newly accessible information. Part of what I’m doing is culture change. The culture of government—any government, any political party, any jurisdiction in the world—you have a certain amount of culture that is “hoard the information,” information being power. We are trying to break that down.”

Tony Clement, President of the Treasury Board, Government of Canada, Postmedia, January 3, 2012

Transformational Leadership

The operations of e-government could not be achievable without strong leadership based on a coherent strategy. A strategy accounts for cultural diversity and technology infrastructure challenges while supporting engagement across government departments and partners. A transformational leader has to overcome outmoded government structures and old management styles to empower public servants to self-direct, make decisions, experiment, generate ideas, and take risks. Individuals and teams should be rewarded for outstanding performance. This fosters a sense of pride and ownership. The focus is more on leadership than it is on management.

Building Capacity

Transformational governments need to build capacity by bringing together people with specific skill sets to collaborate on projects—including those in private-sector organizations. A second way to build capacity is through better human capital management, specifically by offering ways for current civil servants to develop the skills required by future models of government. This would also improve overall performance. A third way to improve capacity is to adopt the recruitment and retention practices of the private sector to attract and retain talent. Finally, building up communities of practice facilitated by e-government technologies promotes access to proven approaches and preserves knowledge.

Assessing (and Taking) Risks

Strong leadership directs transformation. To effect change, government leaders should be willing to take risks and redefine processes. IT issues need to be addressed and a risk assessment completed. Where does the largest cost and risk exist? This is typically the starting point for many projects in both the public and private sectors. Significant concerns are interruption of service, disruption, and cycles that outlive the tenure of some leaders.

The Canada School of Public Service is using technology to modernize learning and facilitate flexible courses for learners. Over 100 civil servants launch an online learning activity at the school every hour.

SOURCE: GOVERNMENT OF CANADA’S BLUEPRINT 2020
Redefining Processes

Moving away from traditional structures, practices, and solutions often requires starting from scratch in redefining processes. Effective e-government leaders add strategic value by driving the development of next-generation processes. Governments can use e-government to rapidly create new processes that support customer service—within hours—without requiring IT support or software development skills. By combining well-structured modules with pre-built components, an application-factory approach allows a manager to build new processes easily. Alternately, an existing process can be used as a template and modified to suit business needs across customer service. This means that staff can be creative in anticipating service requirements and designing ways to address them. An on-demand environment is supported by a flexible e-government infrastructure, new technologies, and the ability to re-engineer evolving customer service processes.

Enterprise Architecture

Enterprise architecture provides a framework for organizational change and includes plans for transitioning to future government models. Before resources are committed to implementing change, enterprise architecture identifies capability and risk. Enterprise architecture should outline ways in which data and information can be integrated with services effectively. Data integration must be reliable, secure, and accessible. Government enterprise architecture helps to ensure the interoperability of systems and the sharing of information resources across agencies. e-Government systems across the public service support digitization, data integration, and records and information management.

New Models of Engagement

Collaborative e-government technologies facilitate the free flow of ideas and the exchange of knowledge. To truly transform, governments will have to create networked environments based on new engagement models to better serve the public and government customers. Government relationships are complex and difficult to manage, yet they offer a way to apply resources to projects that are beyond a public sector organization’s scope. This dynamic requires a substantial shift in culture. How to create shifts in culture and support technology adoption are outlined in the feature below, in the excerpt from an interview with ClearCadence, based on their experience with change management in government organizations.
Clear Cadence

ClearCadence provides their clients with innovative and cost-effective business solutions through the efficient deployment and integration of information technology. The Company partners with large government agencies to re-evaluate, re-define, and improve their processes. What follows is an excerpt from an interview with David Dye, Co-Founder of ClearCadence, Jim Conklin, Managing Director of the BPM Division, ClearCadence, and Tom Jenkins, Executive Chairman of OpenText.

**TOM JENKINS:** What do you find is the biggest challenge that a typical agency has when embarking on a project?

**JIM CONKLIN:** Most of the projects span across agencies and touch multiple systems. A good example is a court system. The clerk’s office is managing all the files, but the prosecution, the public defender, and law enforcement also need access to the files. Coordinating multiple agencies is the bigger challenge, more so than the technology itself.

**How do people make the decision to move from paper to electronic?**

It transforms the way they’re doing business, so the adoption takes a generation phase. You have the younger people, and they adapt well because they have grown up using technology. But some of the older generation may be a bit fearful of technology and are uncertain about it. So the adoption levels are completely different.

**So do you run a hybrid system for a while?**

No. We build a process based on what the agency needs to move forward with. When it comes to some of the traditional judiciary structures, we manage change one-on-one when necessary.

**Most of your customers are government and mission-oriented. How do you find they justify the cost of the project?**

Whether they’re improving efficiencies, reducing cost, or adding durability to generate revenue—the closer they can get their ROI model to align with a key performance indicator—that’s what gets an executive’s attention. We typically ask our customers: “What is the easiest project to implement that will provide the highest KPI?” An attainable first win that’s realistic to achieve in allotted timeframes is critical.

**What implementation have you done recently where you found that magic?**

The Court System in the U.S. has experienced budget cuts, but they still have to produce with limited resources. We implemented a paperless project in one division of the court system. Court papers need to be filed, put in a manila folder, and processed through the system. Content comes in from various sources, including electronically through an e-filing solution. But these files need to be verified with the clerk’s office, processed for court review and/or signature, sent back to the clerk’s office—all while keeping the attorney’s office in the loop.
There is a lot of content flying back and forth across government organizations and locations. If I’m an attorney and I have an emergency case 30 miles away in a different building, when the process is digitized and automated, I can pull up the electronic file quickly and easily without disrupting my work. When the files are digitally stored, the government has an audit trail of everything. So it’s much more efficient for all the agencies and the constituencies. The result is a combination of offering a better service level at a lower cost.

When the files are digitally stored, the government has an audit trail of everything. So it’s much more efficient for all the agencies and the constituencies.

FIGURE 15.1: ClearCadence
Challenges to Change Management in Government

Government agencies have been working according to predictable, command-and-control structures and processes for years at the sacrifice of initiative and performance. The younger generations are more comfortable with the new ways of engaging and the adaptability required to respond to changing markets and citizens.

Transformation in government is an ongoing process. Transformational leaders must be flexible and organizations agile enough to accept this truism. Beyond structural adjustments, a change of attitude in public servants and citizens is already underway. They are adopting entrepreneurial, innovative approaches to communicating and collaborating to improve government operations. They are advocating for more decentralized processes and ownership of projects, both of which are contrary to working in an established government bureaucracy.

There are a number of obstacles to be overcome for transformation to occur. The central agencies of government need to loosen their detailed reporting requirements while maintaining a balance between central oversight and initiative. Department and agency heads are typically appointed based on their background in government, policy work, and connections. Once they are appointed, leaders often do not serve long enough to see change implemented. Tenures are short and depend often on parties in power; leaders tend to focus more on policy reform than process reform. And finally, many operations are under scrutiny by organizations with conflicting agendas—including opposition parties, auditors and regulators, the public, watchdog groups, and the news media.

In many ways, public sector organizations resemble private sector companies and can be run as such. In the past decade, private-sector management techniques have been adopted based on competitive tendering, market testing, and privatization. The result has been a clearer delineation between the very natures of the two types of organizations based on very different management styles. The call to arms has been for reform from the top down as well as from the bottom up.

“Information is a government, not a departmental, asset. CIOs, like others in back-office functions, need to start thinking and acting more like enterprise leaders, providing value within the context of the bigger strategic picture rather than focusing on the day-to-day technical challenges that they have typically been concerned with.”

CORINNE CHARETTE, CHIEF INFORMATION OFFICER, GOVERNMENT OF CANADA

Throughout government departments and agencies, there are examples of significant performance improvements. All of the stories included in this book are about e-government transformation—from its current state of digitization and transaction to a future state of interaction, engagement, and participation. The vision of transformation is being defined and recognized as one that will be in a perpetual state of flux. So structures and processes must subsume this, and forays down the path to making strategic vision a reality will be many and variant. The good news is—as we have illustrated throughout this book—the technology is available, and many governments have already taken their first steps toward implementing a comprehensive and effective e-government strategy.
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If you would like to read more about Enterprise Information Management technologies, please see our recently published book entitled, *Enterprise Information Management (EIM): The Next Generation of Enterprise Software.*

This book describes the EIM journey. What is the state of enterprise information now? Where are we headed? What exactly is EIM and how will you know if it’s suited for your agency? The book contains all the answers to these questions, and more.

As an approach, a strategy, and an integrated suite, EIM optimizes the information flows that formulate the foundation of an agency’s mission operations. Enterprise Information Management unlocks the potential for superior service delivery and performance, reduced regulatory risk and cost, optimally efficient business processes, more engaging citizen and user experiences, and effective online transactions and information exchange—on premise, in the cloud, and on mobile devices.

**How to Use this Book with the EIM Book**

For more detailed information, each of the EIM technologies and their related strategies and best practices can be mapped to specific chapters in the *e-Government or Out of Government* book. Please use the matrix below to cross reference chapters with the relevant chapters in *Enterprise Information Management (EIM): The Next Generation of Enterprise Software.*
<table>
<thead>
<tr>
<th>e-Government or Out of Government</th>
<th>Enterprise Information Management: The Next Generation of Enterprise Software</th>
</tr>
</thead>
</table>
| **CHAPTER 1:** The Business Need for e-Government | **CHAPTER 1:** The Evolution of Information Management  
**CHAPTER 11:** Focused on the Value  
**CHAPTER 12:** Information Flows and the Journey |
| **CHAPTER 2:** How Governments Are Organized | **CHAPTER 9:** The Social Enterprise |
| **CHAPTER 3:** The Government ICT Landscape | **CHAPTER 2:** Enterprise Content Management  
**CHAPTER 7:** Information Governance  
**CHAPTER 8:** Information Security  
**CHAPTER 12:** Information Flows and the Journey |
| **CHAPTER 4:** e-Government Drives Productivity | **CHAPTER 2:** Enterprise Content Management  
**CHAPTER 3:** Business Process Management  
**CHAPTER 4:** Customer Experience Management  
**CHAPTER 5:** Information Exchange  
**CHAPTER 6:** Discovery |
| **CHAPTER 5:** e-Government Technologies | **CHAPTERS 1 - 12** |
| **CHAPTER 6:** e-Government at the International Level | **CHAPTER 2:** Enterprise Content Management  
**CHAPTER 3:** Business Process Management  
**CHAPTER 5:** Information Exchange  
**CHAPTER 9:** The Social Enterprise  
**CHAPTER 10:** Mobile Computing and the Cloud |
| **CHAPTER 7:** e-Government at the National Level | **CHAPTER 3:** Business Process Management  
**CHAPTER 4:** Customer Experience Management  
**CHAPTER 5:** Information Exchange  
**CHAPTER 9:** The Social Enterprise  
**CHAPTER 10:** Mobile Computing and the Cloud |
| **CHAPTER 8:** e-Government at the Regional Level | **CHAPTER 3:** Business Process Management  
**CHAPTER 4:** Customer Experience Management  
**CHAPTER 9:** The Social Enterprise  
**CHAPTER 10:** Mobile Computing and the Cloud |
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**Enterprise Information Management: The Next Generation of Enterprise Software**
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<tr>
<th>Chapter</th>
<th>Title</th>
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</tr>
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| **CHAPTER 9:** | e-Government at Local Level | CHAPTER 3: Business Process Management  
CHAPTER 4: Customer Experience Management  
CHAPTER 9: The Social Enterprise  
CHAPTER 10: Mobile Computing and the Cloud |
| **CHAPTER 10:** | Reinventing Public-Private Partnerships (P3s) | CHAPTER 12: Information Flows and the Journey |
| **CHAPTER 11:** | e-Government and the Future | CHAPTER 4: Customer Experience Management  
CHAPTER 9: The Social Enterprise  
CHAPTER 10: Mobile Computing and the Cloud |
| **CHAPTER 12:** | Open Government and Crowdsourcing | CHAPTER 2: Enterprise Content Management  
CHAPTER 7: Information Governance  
CHAPTER 8: Information Security |
| **CHAPTER 13:** | e-Government and Big Data | CHAPTER 2: Enterprise Content Management  
CHAPTER 5: Information Exchange  
CHAPTER 6: Discovery  
CHAPTER 7: Information Governance  
CHAPTER 8: Information Security  
CHAPTER 10: Mobile Computing and the Cloud |
| **CHAPTER 14:** | Mobile e-Government in the Cloud | CHAPTER 4: Customer Experience Management  
CHAPTER 5: Information Exchange  
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CHAPTER 10: Mobile Computing and the Cloud |
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Glossary

A

Accountability - The acknowledgment of responsibility for actions, decisions, and policies by the government (civil servants and politicians) according to public standards of review and legislative bodies such as a congress or parliament.

Administration (also Public Administration) - The development, implementation, and delivery of government policy, or the management of public programs.

Advanced Research Projects Administration (ARPA) - Agency created in 1958 by President Dwight D. Eisenhower for the purpose of advancing research and development projects in technology and science for military purposes.

API - See Application Programming Interface.

Application (App) - Software or programs used to execute tasks on computers.

Application Programming Interface (API) - An interface implemented for a software program to enable interaction with other software, much in the same way that a user interface facilitates interaction between humans and computers.

App Store - A digital distribution platform for iPhone® mobile apps developed and maintained by Apple Inc. Users can visit the App Store® for example, to browse and download apps developed by Apple.

Arab Spring - The wave of revolutionary demonstrations and protests, riots, and civil wars that took place in the Arab world beginning in December 2010.

Archive (verb) - The systematic transfer of valuable digital data, which no longer requires immediate accessibility, to alternate storage media. Often stored on Computer Output to Laser Disk (COLD) systems.

Archives (noun) - Preserved records and digital assets that have been identified as potentially valuable for future legal, evidentiary, or historical information. These records are preserved in the context of their creation as evidence of action, decision, and transaction. “Archives” also refers to the department or institution entrusted with this task.

ARPANET - One of the world’s first networks to implement TCP/IP, and the originator of what was to become the Internet, funded by ARPA within the U.S. Department of Defense.

B

Baby Boomers - The generation born during the demographic Post–World War II baby boom between the years 1946 and 1964 that enjoyed a great amount of prosperity after the war.

Bandwidth - The volume of information per unit of time that a computer, person, or transmission medium can handle.

Benchmarking - Comparing business performance and processes to best practices in the industry.

Big Data - Information assets that exist in high-volume, high-variety, and high-velocity and require innovative analytics to extract intelligent information that results in improved decision-making.
**Bilateralism** - Refers to relationships formed between two sovereign states for economic, cultural, or political purposes. Free Trade Agreements are often based on a bilateral agreement between two nations.

**Blended Learning** - Combining two or more teaching methods in a hybrid form of teaching designed to benefit students.

**Blog (also Web Log)** - A chronological and topic-oriented collection of entries posted on a web page. Typically, blogs communicate an author’s point of view and solicit feedback in the form of comments which can be posted with the blog.

**BPM** - See *Business Process Management*.

**Browser** - See *Internet Browser*.

**Business Applications** - Software programs used to solve business needs such as word processing, accounting, or customer relationship management.

**Business Intelligence (BI)** - A technology for analysis of information contained in structured data. It is the structured counterpart to content analytics.

**Business Process Management (BPM)** - Refers to aligning processes with an organization’s strategic objectives, designing and implementing process-centric tools or architectures, and determining measurement systems for effective process management.

**CEM** - See *Customer Experience Management*

**Channel** - A communication medium to output content. It could be via the web, printed materials, video, CD-ROM, etc.

**Chat (also Instant Messaging or IM)** - Real-time instant messaging and other forms of chat within the context of an overall topic, website, or meeting space.

**Citizen-centric** - Integrated approach to public service delivery that focuses on meeting citizen needs across multiple channels and devices to increase levels of engagement and satisfaction. Changes are required at the cultural, organizational, and technical levels.

**Citizen Participation (also Participatory Government)** - Involvement of citizens in policy development and service delivery at all levels of government.

**Civic Obligation** - The responsibilities of citizens in a democratic government, such as voting, etc.

**Civil Servant** - See *Public Servant*.

**Cloud Computing (“The Cloud”)** - A metaphor inspired by the cloud symbol used to represent the Internet in flow charts and diagrams. Cloud computing describes the disruptive transformation of IT toward a service-based economy, driven by economic, technological, and cultural conditions.

**Collaboration Software** - Programs that link processes and individuals across different locations and time zones to create an environment where team members work together to share ideas, experiences, and knowledge.

**Collaborative Workspace (or “Conference”)** - A shared workspace in a connected environment where users can collaborate and work together even when separated by geography. Users can both store content in the workspace, as well as hold discussions.

**Command-and-control** - Bureaucratic management structure of government.

**Commenting** - Adding online comments to social media to add value, including commenting on online documents, blogs, wikis, and more.
Compliance - Adherence to a body of regulations, government legislation, or standards (for example, ISO 9000).

Composite Applications - Model-driven development environments that rely on graphical process modeling tools to support direct interpretation of the models into executable code. The technical concept can be compared to mashups, however, composite applications use business sources of information, while mashups typically rely on web-based sources.

Conferencing - Real-time meetings between groups over the web. In organizations, these meetings facilitate the exchange of information as if all the users were in one room together, such as collaboration around presentations or spreadsheets, on white boards, and shared screens.

Connectors - In database management, a link or pointer between two data structures.

Content Analytics - A technology used for analysis of information contained in content. It allows customers to optimize their user experience by dynamically serving up content based on automatically evaluated content relevance.

Content Lifecycle Management (CLM) - The combination of document management, records management, workflow, archiving, and imaging software and hardware into a fully integrated solution to effectively manage the lifecycle of content, from creation through to archiving and eventual deletion.

Content Management - Storage, maintenance, and retrieval of HTML and XML documents and all related elements. Content management systems may be built on top of a native XML database and typically provide publishing capabilities to export content not only to a website, but to physical media and print as well.

Content Syndication (also Web Syndication) - A form of syndication that makes website content available to multiple sites, often in the form of web feeds delivering summaries of recently added or updated content.

Contextual Information (Collaboration) - Smaller services/objects that can be embedded in business applications.

Contextual Searching - Contextual search goes beyond searching on file name or key fields. It looks at the data within documents and records and supplies results based on the context of content.

Contractor - A business or individual that contracts with an organization (in the public sector for the context of this book) for the delivery of a product or a service such as the building of a facility, road, etc.

Cross-Platform - Refers to developing for, and/or running on, more than one type of hardware platform. It implies two different methods. The first method is programming source code that is compiled into different machine environments, each of which has to be supported separately. The second method uses an interpreter such as the Java Virtual Machine.

Crowdsourcing - Acquiring solutions, services, or ideas by outsourcing development and ideation to “the crowd”, typically from an online community, rather than from traditional employees or suppliers.

Curriculum - A set of courses offered by a school, college, university or educational institution.

Customer Experience Management (CEM) - An integrated suite of CEM products delivered as a comprehensive platform to manage media, web, social, and interactive content to deliver a consistent user experience across multiple channels.
Customer Relationship Management (CRM) - Enterprise-wide software applications that allow companies to manage every aspect of their relationship with customers. The goal of these systems is to assist in building lasting customer relationships and to turn customer satisfaction into customer loyalty.

DAM - See Media Management.

Data Archiving - Data archiving offloads historic data from the online database and archives it for future access on a secure media.

Database - A collection of data arranged for ease and speed of search and retrieval.

Database Management Systems - Software packages that control the creation, maintenance, and use of a database.

Data Capture - A method of data input that requires no data entry. Specific devices are designed to capture data such as barcode readers or magnetic stripe readers (such as those found on a credit card).

Data Center (also called Server Farm) - A collection of computer servers usually maintained by an enterprise to accomplish server needs far beyond the capability of one machine. Server farms often have backup servers, which can take over the function of primary servers in the event of a primary server failure.

Data Protection Act (DPA) - A United Kingdom Act of Parliament which defines U.K. law on the processing of data on identifiable living people. It is the main piece of legislation that governs the protection of personal data in the U.K. It was enacted to bring U.K. law into line with the EU data protection directive of 1995.

Data Protection Directive - A European Union directive which regulates the processing of personal data within the European Union.

Data Warehouse - A database designed to support decision making in an organization. Data from the production databases are copied to the data warehouse so that queries and analysis can be performed without disturbing the performance or the stability of the production systems.

Deep Web - Refers to World Wide Web content that is not part of the surface web, which is indexed by standard search engines. The Deep Web consists of content within organizations, behind firewalls, and other security processes.

Desktop - The area of the monitor screen in a graphical user interface (GUI) against which icons and windows used to run applications appear.

Digital Age (also Information Age) - The shift from an industrial-based economy (industrialism) to one based on information technologies.

Digital Asset - Describes any subdivision or collection of content and metadata that holds value to the owner. Digital assets may include photos, video, audio, web pages, text documents, Microsoft® PowerPoints, or graphics.

Digital Asset Management (DAM) - See Media Management.

Digital Divide - The gap between those with access to technology and required technologies (such as ICTs) and those without. Also a delineation between the more prosperous highly developed nations and poor developing nations.
Digital Economy - An economy based on goods and services produced through web technologies, digital media technologies, and other electronic business processes.

Digital Experience Management (DEM) - Using tools such as widgets to embed digital media, DEM presents significant content distribution opportunities for organizations outside the enterprise, as well as enabling emerging social collaboration tools within the enterprise.

Digital Governance - ICT-enabled governance, or the creation, implementation, and delivery of ICT-based models for better governance.

Digital Media - The term encompasses a wide variety of content types: photos, graphics, audio files, video clips, Flash® animations, PDFs, PowerPoint® files, and design layouts.

Digital Native - A person who was born during or after the introduction of digital technology and, through interacting with it from an early age, has a good understanding of its applications.

Discovery - A category of EIM offerings that helps organizations capture, combine, and transform data across information silos into formats that can be analyzed for deeper business insight.

Disposition - Final deletion of content when it reaches the end of its lifecycle.

Disruptive Innovation (also Disruptive Technology) - Used in business and technology, a disruptive technology or disruptive innovation is an innovation that creates a new market and value network, and eventually disrupts an existing market to displace an earlier technology there.

Distance Learning - Remote learning based on students not being physically present in a classroom, typically accessed through web-based technologies.

Document - A piece of work created with an application, such as a word processor. A computer file that is not an executable file and contains data for use by applications.

Document Management (DM) - Involves the capture and management of documents within an organization. The term traditionally implied the management of documents after they were scanned into the computer. Today, the term has become an umbrella term under which document imaging, workflow, and information retrieval fall.

Document Repository - A database that includes author, data elements, inputs, processes, outputs, and interrelationships.

DoD - United States Department of Defense.


E

ECM - See Enterprise Content Management.

ECM Applications - Applications usually tailored to address line-of-business problems or customized for specific vertical markets.

EDI - See Electronic Data Interchange.

EIM - See Enterprise Information Management.

e-Democracy - The use of ICTs to promote democracy through citizen participation in the creation and delivery of government programs, services, policies, and resources.

e-Discovery (or Electronic Discovery) - Refers to discovery in civil litigation or government investigations which deals with the exchange of information in digital format.
e-Government (also Electronic Government) - Refers to the use of ICTs and Internet, web-based, or mobile technologies to improve operational performance, engage with citizens, and deliver government services. It encompasses technologies for e-services, e-health, e-procurement, e-voting, e-management, e-democracy, and more. In scope, e-government moves beyond providing services online and encompasses a holistic vision of electronic government that consolidates processes, resources, and information across agencies.

e-Health - Using ICTs to facilitate health care practices.

e-Invoicing (also Electronic Invoicing) - A form of electronic billing based on technology and streamlining the process between participants, such as customers and their suppliers.

e-Learning - The use of electronic media and information and communication technologies (ICT) in education.

Electorate - Registered, voting public.

Electronic Data Interchange (EDI) - A document standard that acts as common interface between two or more computer applications to better understand the document transmitted. EDI is commonly used by large organizations in e-commerce processes.

Electronic Digital Management System - In order to manage digital documents, systems created to allow users on a network to view, markup, and edit documents.

Electronic Government - See e-Government.

Email - One of the first and most popular uses for the Internet, email (electronic mail) is the exchange of computer-stored messages by telecommunication.

Email Management - The application of content lifecycle management to emails to manage the creation, archiving, storage and disposition of email messages.

e-Management - Using ICTs to facilitate all aspects of management, from training through to performance management.

Empowerment - Refers to supporting consumers of government information, programs, and resources (citizens and civil servants) to increase engagement, productivity, performance, and overall satisfaction.

Engagement - Extending the use of ICTs to help bring citizens, businesses, and public servants closer to their government. ICTs introduce more channels for engagement in the policy development and decision-making processes of government. Engaging citizens in the political process, for example, through open, transparent, and accountable government.

Enterprise Application - A computer program designed to perform specific functions, such as inventory control, accounting, payroll, material management, etc.

Enterprise Content Management (ECM) - A set of enterprise content management (ECM) technologies including a platform to unite capture, document and records management, workflow, search and archiving as well as applications and add-ons such as email, e-discovery, auto-classification, contract management and engineering document management.
Enterprise Information Management (EIM) - A comprehensive software suite that encompasses the capture of information; the management of structure, unstructured, and application data; the exchange and presentation of information on both sides of the firewall; intelligent business processes and solutions; information applications that parallel ERP data and process; enterprise information architecture that enables enterprise applications as well as mobile, social, and cloud; and Business Intelligence and analytics. Complete EIM consists of Enterprise Content Management (ECM), Business Process Management (BPM), Customer Experience Management (CEM), Information Exchange, and Discovery.

Enterprise Resource Planning (ERP) - Any software system designed to support and automate the business processes of medium and large businesses. This may include manufacturing, distribution, personnel, project management, payroll, and financials. ERP systems are accounting-oriented information systems for identifying and planning the enterprise-wide resources needed to take, make, distribute, and account for customer orders.

Entitlement - A guarantee of access to something, such as land or welfare benefits, based on established rights or by legislation.

Entity Extraction - An entity extractor locates and extracts places, people, organizations, and more. Controlled vocabularies and linguistic rules are used to identify and extract all occurrences of an entity type. Entity types can include product names, company names, proper names, geographic locations, dates, times, and more.

e-Procurement (also Electronic Procurement) - Purchasing goods and services over the Internet, replacing manual, paper-based processes with electronic processes and information management to improve efficiencies across all touch points in the supply (or value) chain.

European Union (EU) - An economic and political union of 28 member states that are located primarily in Europe.

Exabyte (EB) - The exabyte is a multiple of the unit byte for digital information storage. 1 exabyte is 1,000 PB. The unit symbol for the exabyte is EB.

FDA - Food & Drug Administration (FDA) (United States). FDA’s mission is to promote and protect the public health by helping safe and effective products reach the market in a timely way while monitoring products for continued safety after they are in use.

FDIC - Federal Deposit Insurance Corporation (FDIC) (United States). Insures deposits and promotes safe and sound banking practices.

Federal Government - Pertains to a union of states under a central government distinct from the individual governments of the separate states.

Federalism - Describes the constitutional division of power between a central (or national) government and states or provinces, as determined by a constitution.

Federation - A political entity made up of a union of partially self-governing states or regions under a central (federal) government.
**Federal Risk and Authorization Management Program (FedRAMP)** - A government-wide program that provides a standardized approach to security assessment, authorization, and continuous monitoring for cloud products and services.

**FISMA (or Federal Information Security Management Act of 2002)** - A United States federal law enacted in 2002, requiring each U.S. federal agency to develop, document, and deploy an agency-wide program to provide information security.

**Firewall** - A firewall is a part of a computer system or network that is designed to block unauthorized access while permitting authorized communications.

**Forums** - Online discussion forums in which users post “articles” to forums organized around a topic, typically in question and answer format resembling an offline discussion.

**FRB** - Federal Reserve Board (USA).

**Freedom of Information Act (also Freedom of Information Laws)** - Full or partial disclosure of information to the general public to data held by national governments based on “right-to-know” legal process by which requests may be made.

**FSA** - Financial Services Authority (FSA) (U.K.). Independent body which regulates the financial services industry in the U.K.

**G-20 Summit** - The annual meeting for leaders of the G20 Countries. Throughout the year, finance ministers and central bank governors meet regularly to discuss ways to strengthen the global economy, reform international financial institutions, improve financial regulation, and discuss the key economic reforms that are needed in each of the member countries. Underpinning these meetings is a year-long program of meetings among senior officials and of working groups coordinating policy on specific issues.

**Geospatial Analysis** - Applying statistical analysis and other informational techniques to data which has a geographical or geospatial aspect.

**Gigabyte (GB)** - The gigabyte is a multiple of the unit byte for digital information storage. One gigabyte is 1,000 MB or one thousand million bytes. The unit symbol for the gigabyte is GB or Gbyte.

**Globalization** - The development of an increasingly integrated global economy, characterized by free trade, free flow of capital, migration of people, and knowledge exchange.

**Governance** - All processes of governing, whether undertaken by a government, organization, or industry.

**Government App Store** - The enterprise equivalent to the Apple App Store® as a distribution platform, only maintained behind the firewall (or in a private cloud).

**Government-to-Business (G2B)** - This relationship describes information and services that are used by entrepreneurs, businesses, and corporations for commercial use, including filing statements of incorporation, obtaining business licenses, customs declarations, and more.

**G8 Countries** - A forum for the leaders of eight countries with the strongest economies to discuss financial and trade matters.

**G20 Countries** - The Group of Twenty (G20) is the premier forum for its members’ international economic cooperation and decision-making. Its membership comprises 19 countries plus the European Union.
Government-to-Citizen (G2C) - This describes the interactions and transactions that take place between a citizen and their government, including the use of public services for individual or family use, such as the payment of taxes, payments of fines to local or state governments, personal records such as a passport or a new drivers license or a change of address, social security, public libraries, student loans, benefits, and any health-related services.

Government-to-Employee (G2E) - This model of engagement defines the relationships between governments, employees, and contractors. It describes the exchange of information at an interagency level, between departments, management, and personnel regarding administrative tasks, performance, and mission activities.

Government-to-Government (G2G) - This model of engagement involves the exchange of information between government authorities regarding administration, laws, policy development, programs, and projects.

GPS or Global Positioning System - A satellite-based navigation system maintained by the US government that provides location and time information anywhere on the Earth, which is freely accessible by anyone with a GPS receiver.

Hosting - Maintaining a computer system and its applications at a third-party site.

Homeland Security Act (HSA) - With the passage of the Homeland Security Act by Congress in November 2002, the Department of Homeland Security formally came into being as a stand-alone, cabinet-level department to further coordinate and unify national homeland security efforts.

Identity Theft - Stealing an individual’s personal information (such as name, social insurance number, passport number, credit card numbers, etc.), and assuming this identity, without the individual’s knowledge of it.

IMF (International Monetary Fund) - The IMF is an organization of 184 countries working to foster global monetary cooperation, secure financial stability, facilitate international trade, promote high employment and sustainable economic growth, and reduce poverty.

Information Exchange - A set of solutions within Enterprise Information Management (EIM) that facilitates efficient, secure, and compliant exchange of information inside and outside of organizations.

Information Age - See Digital Age.

Information and Communication Technologies (ICTs) - New media technologies combined with Internet users, service providers (such as telecommunications) and enterprise applications to facilitate the access, storage, transmission, and manipulation of information.
Information Governance - The set of multi-disciplinary structures, policies, procedures, processes, and controls implemented to manage information on all media in such a way that it supports the enterprise’s immediate and long-term regulatory, legal, risk, environmental, and operational requirements.

Information Technology (IT) - The development, design, implementation, support, and management of technology-based information systems, including computer hardware and software.

Infrastructure - The physical and organizational structures required for the operation of a country, economy, or enterprise to function.

Instant Messaging (IM) - See Chat.

Intelligent Community Forum - A thinktank that studies the economic and social development of modern communities, identifies smart cities around the world, and ranks them each year. They examine the ways that communities can create prosperity based on advances in communications and technology and sharing best practices for sustainable growth.

Internet - An interconnected system of networks that connects computers around the world via the TCP/IP protocol.

Internet Browser - The program that serves as the client front end to the World Wide Web.

Internet of Things - The network of physical objects that contain embedded technology to communicate and sense or interact with their internal states or the external environment.

Intranet - An “internal Internet” configured behind a firewall to connect individuals and departments. A privately maintained computer network that can be accessed only by authorized persons, especially members or employees of the organization that owns it.

International Monetary Fund (IMF) - A multilateral organization that oversees the global financial system and monitors the economic and financial policies of its 188 member countries.

International Organization for Standards (ISO) - A worldwide federation of national standards bodies from 156 countries. Its global vision is to develop standards that support the facilitation of global trade; the improvement of quality, safety, security, environmental and consumer protection; as well as the rational use of natural resources and global dissemination of technologies and good practices, all of which contribute to economic and social progress.

Interoperability - The extent to which systems and devices can exchange data, interpret shared data, and present it so that it can be understood by a user.

ISO 9000 - A series of standards published by the International Organization for Standardization (ISO) to define, establish, and maintain a quality assurance system for manufacturing and service industries.

ISO 14000 - A series of standards published by the International Organization for Standardization (ISO) that help organizations minimize the impact of their operations on the environment, in compliance with laws, regulations, and requirements.

Keyword - A term used as a keyword to retrieve documents in an information system such as a catalog or a search engine.
Knowledge Management (KM) - An umbrella term for making more efficient use of the human knowledge that exists within an organization. The major focus is to identify and gather content from documents, reports, and other sources and to be able to search that content for meaningful relationships. Knowledge Management also concerns the ability to identify high-value individuals within an organization.

Legacy Software - An old, outdated method, technology, computer system, or application program.

Learning Management Systems (LMS) - A software application to administer, document, track, and report training programs, classroom and online events, e-learning programs, and the associated content.

Mainframes - Computers used mainly by large organizations for critical applications, typically bulk data processing such as census, industry and consumer statistics, enterprise resource planning (ERP), and financial transaction processing.

Media Management (also known as Digital Asset Management, Brand Asset Management or Media Asset Management) - Media Management consists of the ingestion, storage, management, retrieval, production, and distribution of digital assets.

Metadata - Sometimes known as data about the data, metadata describes and provides context for content.

Millenials (also known as the Net Generation) - The generation born after 1982, also called the Net Generation, who are technically savvy and expect to use the same technologies and tools in the workplace that they use at home, and in their leisure time, to exchange information and other media.

Mobile App - Mobile apps, also called mobile applications, are software applications that run on smartphones and tablet computers. Mobile apps are discreet programs designed to solve a specific purpose with a tether to back-office servers or new types of availability via “app content servers”. They are designed to perform at the touch of a smart screen, enabling users to do things that begin to exceed what is possible with a conventional PC connected to the Internet.

Mobile Device - Includes personal digital assistants, smartphones, and tablet computers. A mobile device is a small hand-held computing device typically operated with a touch screen or miniature keyboard.

MoReq 2010 v1.1 - Short for “Model Requirements for the Management of Electronic Records”, it is a formal requirements specification for an electronic records management system.

Multilateralism - International governance that involves the development of rules, policies, and organizations to resolve common issues and support collaboration among three or more sovereign countries or nations.

Multimedia - Integration of text, voice, video, images, or some combination of these types of information. Also called rich media.

Multinational Organization - A large corporation which both produces and sells goods or services in various countries, often proponents of globalization.
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Net Generation - See Millennials.

Non-governmental Organizations (NGOs) - Organizations that are not a part of a government and are not conventional for-profit businesses. NGOs operate independently from government, but form close relationships with specific government organizations.

Online - Connected to or accessible via a computer or computer network. Typically refers to being connected to the Internet or to another remote service.

Open Data - Information that is accessible, available in digital machine-readable format, and can be re-used under open license terms.

Open Government - A governing principle that gives citizens the right of access to the documents, data, and proceedings of government to allow for greater transparency. The drive to open government reflects and respects the necessary balance between freedom of information and protection of privacy legislation in many jurisdictions.

Open Government Partnership (OGP) - The Open Government Partnership (OGP) was launched in September 2011, when the 8 founding governments (Brazil, Indonesia, Mexico, Norway, Philippines, South Africa, United Kingdom, and the United States) endorsed an Open Government Declaration.

Open Government Standards - The Open Government Standards were initiated in April 2012 to coincide with the presentation of the OGP National Action Plan.

Open Source - Refers to a computer program in which the source code is available to the general public for use and/or modification from its original design.

Operating System - A computer’s master control program that manages its internal functions and controls its operation. An operating system provides commonly used functions and a uniform, consistent means for all software applications to access the computer’s resources. Windows® and UNIX® are operating systems.

Optical Character Recognition (OCR) - Recognition of printed or written characters by computer. Each page of text is converted to a digital image using a scanner and OCR is then applied to the image to produce a text file.

Organisation of Economic Cooperation and Development (OECD) - International economic organization of 34 countries founded in 1961 to stimulate economic progress and world trade.

Paperwork Reduction Act - A United States federal law enacted in 1980 designed to reduce the total amount of paperwork burden the federal government imposes on private businesses and citizens.

Performance Management - Processes, programs, or approaches that ensure goals are consistently met in an efficient manner.

Permissions - Management of who can access a computer or network. The Access Control List (ACL) is the set of data associated with a file, directory, or other resource that defines the permissions that users, groups, processes, or devices have for accessing it.
Personal Information Protection and Electronic Documents Act (PIPEDA) (Canada) - Sets out ground rules for how private sector organizations may collect, use or disclose personal information in the course of commercial activities. PIPEDA also applies to federal works, undertakings and businesses in respect of employee personal information. The law gives individuals the right to access and request correction of the personal information these organizations may have collected about them.

Petabyte (PB) - The petabyte is a multiple of the unit byte for digital information storage. 1 petabyte is 1,000 TB. The unit symbol for the petabyte is PB.

Platform - The term originally concerned only CPU or computer hardware, but it also refers to software-only environments. A messaging or groupware platform implies one or more programming interfaces that email, calendaring, and other client programs are written to in order to communicate with the services provided by the server.

Portal - Within the enterprise, software that provides access via a web browser into all of an organization’s information assets and applications. Portals provide a variety of services including web searching, news directories, free email, discussion groups, online shopping, and links to other sites.

Privacy Acts - Impose obligations on how government departments and agencies must handle the personal information of citizens, permanent residents, and foreign nationals.

Privatization - Transferring ownership of a business, enterprise, or agency from the public sector to the private sector, either to a business that operates for a profit or to a not-for-profit organization.

PRO - The Public Records Office of the United Kingdom of Great Britain. PRO publishes a standard for records management systems designed to ensure interoperability with the national archive and promote records management best practices throughout the U.K.

Process Management - The automation of business processes using a rule-based expert system that invokes the appropriate tools and supplies necessary information, checklists, examples, and status reports to the user.

Procurement - Process for purchasing goods and services, based on a multi-party collaboration process that spans multiple stakeholders in purchasing, financial accounting, inventory management, and other external vendors.

PSI - Public Sector Information.

Public Administration - The development, implementation, and delivery of government policy, or the management of public programs.

Public-Private Partnerships (PPPs or P3s) - A cooperative venture between the public and private sectors, built on the expertise of each partner that best meets clearly defined public needs through the appropriate allocation of resources, risks and rewards.

Public Service Without Borders (PSWB) - Public Service Without Borders (PSWB) is a dynamic IPAC (Institute of Public Administration) online community for new and experienced public sector professionals, academics, and students of public administration and policy across Canada and around the world.
Q

**Quality Assurance** - Applied during pre-production and manufacturing to ensure products being made will meet specifications and requirements.

R

**Records Management (RM)** - Refers to the creation, retention, and scheduled destruction of an organization’s paper and film documents. Email and computer-generated content also fall into the RM domain.

**Redundancy** - The duplication of critical components of a system with the intention of increasing reliability of the system, usually in the case of a backup or fail-safe.

**Regulatory Compliance** - See Compliance.

**Regulatory requirements** - Overseen by various governmental agencies to ensure compliance with laws, regulations and established rules. Examples relevant to content management applications include: DoD 5015.2 Standard, Basel II, and HIPAA.

**Relational Database** - A database in which all the data and relations between them are organized in tables. A relational database allows the definition of data structures, storage and retrieval operations, and integrity constraints.

**Reporting** - Metrics-focused analysis of user behavior (unlike web analytics, which is experience driven).

**Repository** - Think of this as the enterprise library—it is a location for storage, often for safety or preservation within the enterprise. It is a trusted source of content that can be searched and retrieved.

**Rich Content or Media** - See Digital Media.

**Rights and Permissions** - Identifies the circumstances under which a particular asset may be used. For instance, indicates who legally owns the asset, in what mediums it may be used (web, print, TV), and the financial liabilities incurred to include the asset.

S

**Sarbanes-Oxley Act** - Passed by U.S. Congress to protect investors from the possibility of fraudulent corporate accounting activities.

**Scalability** - Ability to reach high performance levels.

**Search** - A technology focused on user-driven information retrieval based on statistical occurrence of search keywords in text-based content.

**SEC** - Securities and Exchange Commission. The SEC was established by Congress to help protect investors by administering the Securities Act of 1933, the Securities Exchange Act of 1934, the Securities Act Amendments of 1975, the Trust Indenture Act, the Investment Company Act, the Investment Advisor’s Act and the Public Utility Holding Company Act.

**Semantics** - A term used often in the context of the Semantic Web, which typically refers to RDF-based modeling of online user experience. In the context of content analytics, the term semantics is sometimes used to refer to the connotation of information contained in content or what is the information about.

**Semantic Search** - Searches data beyond just word recognition, seeking to understand the intent of the user and the contextual meaning of words as it searches.
**Sentiment Analysis** - Sentiment analysis detects the tones in content, identifying and displaying opinions that are expressed in clusters of sentences, phrases, or entities.

**Server** - A server computer, sometimes called an enterprise server, is a computer system that provides essential services across a network to private users inside a large organization or to public users on the Internet. Enterprise servers are known to be very fault tolerant, as even a short-term failure can cost more than purchasing and installing the system.

**Short Message Service (SMS)** - Text messaging sent using this service, which allows a short alphanumeric message (160 characters) to be sent for display on a mobile or cell phone.

**Six Sigma** - Techniques and tools for process improvement and quality control developed by Motorola in 1986.

**Smartphone** - A mobile phone that offers advanced, PC-like functionality such as email, Internet access, calendaring and viewing capabilities, along with a built-in full keyboard or external USB keyboard and VGA connector.

**Smart Process Applications (SPA)** - Application software that supports people-intensive business activities that are very changeable, highly flexible, and loosely structured. These packaged apps incorporate current best practices and can easily be updated to reflect continuous collaborative business process improvements.

**Social Media** - Media designed to be disseminated through social interaction, created using highly accessible and scalable publishing techniques. Social media uses Internet and web-based technologies to transform broadcast media monologues (one-to-many) into social media dialogues (many-to-many).

**Social Networks** - Websites that facilitate connections of people based on self-generated user profiles. Facebook.com and LinkedIn® com are examples of social networking sites.

**Software** - The programs, routines, and symbolic languages that control the functioning of a computer and direct its operation.

**Software as a Service (SaaS)** - This type of computing delivers a single application through the browser to a large number of customers using a multi-tenant architecture.

**Structured Data** - Data that resides in fixed fields within a record or file. Relational databases and spreadsheets are examples of structured data.

**Supply Chain** - The system of organizations, people, information, and resources involved in moving a product or service from supplier to customer.

**Supply-Chain Management** - The design, planning, execution, control, and monitoring of supply chain activities to create net value, build a competitive infrastructure, leverage logistics, synchronize supply with demand and measure performance.

**Tablet** - A tablet computer, or tablet, is a mobile computer that is larger than a mobile phone or personal digital assistant (PDA) but smaller than a laptop, with a flat screen that is operated through touch and an onscreen virtual keyboard.

**Taxonomies** - The classification of data into groups or categories.

**Terabyte (TB)** - A unit of computer memory or data storage capacity equal to one trillion bytes or 1,000 gigabytes (GB). The unit symbol for the terabyte is TB.
**Transaction** - Synonymous with a specific business application, such as order entry, invoice information capture, etc. To create, change, or display business information in an enterprise application, users have to call certain transactions in the system.

**Transactional Data** - Orders, purchases, changes, additions, and deletions are typical business transactions stored in the computer. Transactions update one or more master files and serve as both an audit trail and history for future analyses. Ad hoc queries are also a type of transaction but are usually not saved.

**Tweet** - See Micro-blogging.

**Unstructured Data** - Data that does not reside in fixed locations. Free-form text in a word processing document is a typical example.

**USA PATRIOT Act** - The official title of the USA PATRIOT Act is “Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism (USA PATRIOT) Act of 2001.” The purpose of the USA PATRIOT Act is to deter and punish terrorist acts in the United States and around the world through enhanced law enforcement investigatory tools.

**User Interface (UI)** - A user interface is the system people use to interact with a computer or other device. Typically, a system may expose several user interfaces to serve different kinds of users.

**User Profiles** - A collection of personal data associated to a specific user typically within an online community or corporate intranet. Profiles often contain a picture, relevant personal and professional information including knowledge, skills, abilities, department, projects, roles, other contacts and links.


**Video** - The technology of electronically capturing, recording, processing, storing, transmitting, and reconstructing a sequence of still images representing scenes in motion.

**Virtualization** - An umbrella term that describes software technologies that improve portability, manageability, and compatibility of applications by encapsulating them from the underlying operating system on which they are executed.

**Web** - A shorthand way to refer to the World Wide Web and possibly its complementing technologies. For example, a web authoring tool might be used to create documents that contain HyperText Markup Language (HTML).

**Web 2.0** - Refers to web-based applications that enable new and emergent ways of searching, presenting and consuming information using the Internet. Web 2.0 is characterized predominantly by technologies that use the web as a platform for collaboration and communications. The term also covers applications that are participatory in nature, lightweight, and easy to deploy (APIs and mashups, for example) and are available online as a service.

**Web Analytics** - A technology for user behavior analysis (click-stream analysis). It allows customers to generate reports on user behavior on the site and to optimize user experience by dynamically serving up relevant content based on metadata.
**Web Browser** - See Internet Browser.

**Web Content** - The content featured as part of the user experience on websites, including text, video, images, sounds, and animations.

**Web Content Management (WCM)** - Systems designed to drive websites by separating content from presentation and providing the following capabilities—capacity planning, site design/layout, look/feel navigation, content development, production, delivery, session tracking, and site evolution.

**Web Services** - Web services refer to the web-based provision of services via open interfaces. This enables the integration of “third-party” applications with a website, giving rise to new sites or mashups.

**Website** - A collection of related web pages with supporting images, videos, or other digital assets that share a common domain name or IP address in an Internet Protocol-based network.

**Widget** - Highly portable web applications that allow non-technical users to add dynamic content or functionality to a web page. User-friendly websites are increasing their use of widgets to simplify and enhance the Internet user’s experience.

**Wi-Fi** - A very high bandwidth connection. A Wi-Fi-enabled device such as a personal computer, video game console, mobile phone, MP3 player, or PDA can connect to the Internet within range of a wireless network connected to the Internet.

**Wiki** - A collection of articles that can be entered, edited, linked, and expanded by any authorized user. Wikis facilitate the open sharing of knowledge on a designated web page.

**WikiLeaks** - Controversial organization based in Sweden that discloses anonymous submissions and leaks of confidential data without identifying sources. In November 2010, WikiLeaks released U.S. State department diplomatic cables, which were then made available via BitTorrent for download.

**Workflow** - Using applications and technology to automate the execution of each phase in a business process.

**World Wide Web (WWW)** - An HTML-based Internet system developed at the European Center for Nuclear Research (CERN) in Geneva. Also relates to the complete set of documents residing on all Internet servers that use the HTTP protocol. The web is accessible to users via a simple point-and-click system.

**Z**

**Zettabyte (ZB)** - A multiple of the unit byte for digital information storage. One zettabyte is 1,000 EB (exabytes) or 10007 bytes. The unit symbol for the zettabyte is ZB.
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Modernize to survive. Discover digital transformation from agencies around the world.

Digital changes everything. In a digital, information-based economy, governments must modernize to survive. If they don’t they face becoming irrelevant. In democratic societies, when a government becomes irrelevant, it loses its effectiveness to govern.

In order to more effectively serve their citizens, governments must embrace their new digital reality:

- Government agencies are data-generating engines.
- The average U.S. state and local agency stores 499 terabytes of data.
- Government CIOs and IT managers expect this number to grow by more than 50% over the next two years.
- Only 47% of agencies are making strategic decisions with their information.
- ‘Security breaches of information’ ranks high in government at 26% compared to other industries.
- Based on better management of information, 69% of agencies in the U.S. predict improvements in processes and efficiency, enhancing security and reducing risk, and predicting trends.

The time is now for public sector renewal through e-government. This book illustrates how information technology is modernizing the public sector at every level of government—from delivering mobile e-services locally, to improving health care and education at the regional level, predicting threats and the outbreak of disease nationally, and advancing financial stability and the quality of life for citizens in developing countries across the globe.

The book describes the current state of e-government technology and looks into the future as it continues to introduce new models of engagement and enhance program productivity. It includes a wealth of practical knowledge, drawn from governments from around the world.

Effective e-government unlocks the potential of information to empower governments, public servants, and citizens, while ensuring privacy and security. In agencies around the world, the archaic, paper-based approaches of the past are being replaced by services that are safely delivered across mobile devices, the Internet, and in the cloud. This is e-government and it has the potential to radically transform and improve governance.

“A digital population cannot be well served by an analog government”