
PRODUCT OVERVIEW

OpenText Data Protector for Cloud Workloads
A modern backup protection solution, ensuring disaster recovery and fast 
ransomware restore for Microsoft 365, containers, hypervisors, and cloud platforms

OpenText™ Data Protector for Cloud Workloads supports modern workloads, 
empowering modern companies to grow smoothly, providing uncompromised 
protection for business-critical data. Choose backup and recovery tailored to 
your needs, which will meet the most demanding expectations.

Enterprises using OpenText Data Protector have come to rely on its secure, 
comprehensive backup protection for all their business-critical data. Building 
on OpenText Data Protector’s legacy, Data Protector for Cloud Workloads 
provides those same data protection capabilities across a wide range of public 
cloud providers, virtual environments, and containers.

Modern workloads backup and recovery
Automate thousands of backup tasks with just a few clicks. Secure your test 
and production environments against cyberattacks, ransomware, human error, 
and other disasters with secure backups. OpenText Data Protector for Cloud 
Workloads provides:

•	 Online application protection for Microsoft 365®.

•	 Hypervisor protection of a wide range of virtual environments.

•	 Container backup protection.

•	 Flexibility in cloud support and usage with a wide range of cloud storage 
provider backup targets.

•	 Open and documented API for integration with any third-party products.

•	 A global network of distributors and partners.

Features
•	 Microsoft 365® protection

•	 Hypervisor protection

•	 Container backup protection

•	 Cloud platform provider 
targets
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Modern workloads
OpenText Data Protector for Cloud Workloads provides a stable, agentless 
backup and snapshot management solution for Microsoft 365 virtual 
machines, containers, and storage providers working on premises and in the 
cloud. It supports multiple backup destinations for convenient data storage 
planning, including local filesystem or an NFS/CIFS share, or object storage 
(cloud providers), and can connect to OpenText Data Protector for wider 
infrastructure backup targets including VM and tape.

Microsoft 365
Get the whole package of necessary tools to reach your business workflow’s 
highest performance and safety requirements. Back up and recover Microsoft 
cloud application and services data with ease and confidence: Exchange 
Online, SharePoint® Online, OneDrive® for Business, and Microsoft Teams®.

Cyberattack protection
Cyberattacks are widening and increasing in complexity. Chances are, you’re 
going to face a security threat or data breach at your organization. OpenText 
Data Protector for Cloud Workloads increases visibility for cloud environments 
and provides comprehensive protection for business vital data. No matter what 
happens—a natural disaster, ransomware, or a data breach, you will be ready. 
Enjoy industry-leading data protection for peak operational effectiveness, 
productivity, and security with OpenText Data Protector for Cloud Workloads.

Resources

OpenText Data Protector for 
Cloud Workloads webpage 
Visit the product page ›

OpenText Data Protector 
webpage 
Visit the product page ›

OpenText Data Protector 
Enterprise Suite
Read the solution overview ›

https://www.opentext.com/products/data-protector-for-cloud-workloads
https://www.opentext.com/products/data-protector
https://www.opentext.com/media/solution-overview/opentext-data-protector-enterprise-suite-slo-en.pdf
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