
Feature comparison
Key capability differences between EnCase® Endpoint Investigator and 
EnCase® Information Assurance  

Capability
EnCase® Information 
Assurance

EnCase® Endpoint 
Investigator

eDiscovery/data audit

Pre-Collection Analytics in support of early-case assessment and first-
pass review 

Pre-built and customizable eDiscovery case reports

Web-driven UX/UI designed for non-technical users

Active Directory integration for Custodian Management

Includes ability to Create & Manage Legal Hold notifications

Collection API in support of automated eDiscovery workflows

Search and collect from Network Shares, Email, Content Repositories, 
Enterprise Content Management Systems & Cloud Repositories

Collect and preserve data from 100s or 1000s of custodians with just a 
few clicks in a repeatable and defensible manner

Automatically De-duplicates Data to reduce volume of information 
requiring review and associated costs

Export to Native, Load File, or directly into the most popular eDiscovery 
review platforms

Forensically sound collections, analysis, results and reporting

Single unified agenct architecture which is easily integrated into 
production and provide maximum endpoint reach

Remote collections, including off-VPN

Role-based access controls

Comprehensive file system support

Broad operating system and file encryption support
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About OpenText Cybersecurity
OpenText Cybersecurity provides comprehensive security solutions for companies 
and partners of all sizes. From prevention to detection and response, to recovery, 
investigation and compliance, our unified end-to-end platform helps customers 
build cyber resilience via a holistic security portfolio. Powered by actionable insights 
from our real-time contextual threat intelligence, OpenText Cybersecurity customers 
benefit from high efficacy products, a compliant experience, and simplified security 
to help manage business risk.

For more information about OpenText (NASDAQ: OTEX, TSX: OTEX)  
visit: opentext.com.
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For training and 
consulting assistance 
on EnCase Information 
Assurance and Endpoint 
Investigator, visit 
EnCase Courses Catalog 
and visit Security 
Services on the web.

 EnCase Courses Catalog

 Security Services

Capability
EnCase® Information 
Assurance

EnCase® Endpoint 
Investigator

Digital forensic investigations

Includes powerful machine-learning driven image analysis capabilities

Forensic-level disk parsing enables investigators to uncover all evidence, 
no matter how well hidden or obfuscated on the endpoint

Powerful, flexible user interface designed for internal investigations

Pre-defined, customizable investigation workflows designed to quickly 
onboard new investigators, or templatize repetitive tasks

Supports both full-disk, and targeted collection 

Processing & Analysis of both user- and machine-generated data

Smartphone & Tablet Acquisition with In-built Analysis Modules

Memory, Process & Volatile Data Collection and Analysis

Deep Dive Forensic analysis as low as the bit level

Remote Collection of Endpoint System, Application and User Data

http://www.opentext.com
https://www.opentext.com/learning-services/learning-paths-encase
https://www.opentext.com/services/security

