
SERVICE OVERVIEW

Network and Information Security  
(NIS2) Cybersecurity Assessment  
and Gap Analysis
Protect your organization from NIS2 violation penalties

The NIS2 (Network and Information Security) Directive aims to 
protect critical organizations and infrastructure within the EU 
from cyberthreats and to achieve an elevated level of common 
security. Organizations, both within the EU and externally, that 
are considered essential under the law must be in compliance 
by 18 October 2024 or risk penalties for violations.
The OpenText™ Professional Services NIS2 Cybersecurity Assessment and 
Gap Analysis is a 10-day service that enables our customers to better position 
themselves for compliance with the EU NIS2 directive.

Covering the 10 required measures of Article 21, Professional Services:

• Investigates your governance and reporting processes for significant incidents and 
assesses the level of compliance with the NIS2 requirements for each measure.

• Conducts in-depth interviews and applies a maturity model analysis to determine 
an organization’s level of compliance.

• Provides insights into the strengths and weaknesses of the current environment, 
which can then guide process improvements.

• Provides a report that indicates the compliance status of specific items, along 
with any recommendations to address any identified gaps.

Know your 
organization’s NIS2 
compliance level

Understand your 
environment’s 
strengths and 
weaknesses

Make informed 
decisions with 
expert advice
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Know your organization’s NIS2 compliance level
Your assessment with gap analysis will cover Article 21’s 10 required measures  
and investigate governance processes and procedures for reporting  
significant incidents.

The OpenText NIS2 assessment involves conducting in-depth interviews and  
a maturity model analysis to determine a company’s NIS2 level of compliance. 

Understand your environment’s strengths and weaknesses
Assessment results provide insights into the current environment's strengths and 
weaknesses, which can help guide process improvements. The assessment will 
highlight which items comply or are partially compliant. With a clear understanding 
of what you need to do to meet NIS2 mandatory measures and requirements, you 
can avoid non-compliance penalties.

Make informed decisions with expert advice
You can either choose to address your compliance gaps internally or ask for 
Professional Services support. OpenText also has key cybersecurity solutions  
to aid compliance with the NIS2 directive.

As a world leader in cybersecurity, OpenText brings decades 
of consulting experience to helping our customers with 
NIS2 compliance. Our solutions can be tailored to meet your 
organization’s specific needs and drive outstanding outcomes.

Organizations classified as a part of NIS21
1	 	EUR-Lex,	Directive	(EU)	2022/2555	of	the	
European	Parliament	and	of	the	Council	of	14	
December	2022	on	measures	for	a	high	common	
level	of	cybersecurity	across	the	Union

https://eur-lex.europa.eu/eli/dir/2022/2555/oj
https://eur-lex.europa.eu/eli/dir/2022/2555/oj
https://eur-lex.europa.eu/eli/dir/2022/2555/oj
https://eur-lex.europa.eu/eli/dir/2022/2555/oj
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About OpenText
OpenText, The Information Company, enables organizations to gain insight through 
market leading information management solutions, on premises or in the cloud. For 
more information about OpenText (NASDAQ: OTEX, TSX: OTEX) visit: opentext.com.

Connect with us:
• OpenText CEO Mark Barrenechea’s blog
• X (formerly Twitter)  |  LinkedIn

  OpenText Professional 
Services

opentext.com/contact

http://www.opentext.com
https://blogs.opentext.com/category/ceo-blog/
https://twitter.com/OpenText
http://www.linkedin.com/company/opentext
https://www.microfocus.com/en-us/professional-services/overview
https://www.microfocus.com/en-us/professional-services/overview
https://www.microfocus.com/en-us/professional-services/overview
http://opentext.com/contact
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